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1. Introduction

The Real -Time Streaming Protocol (RTSP) [1] has been proposed for set up and control of 3G packet-switched streaming (PSS) applications. Minimal client and server implementations are described in Appendix D of RFC 2326. We believe that these recommendations are insufficient for 3G PSS. This is best motivated by the fact that RFC 2326 does not specify the format of the presentation description nor does it mandate a way of transmitting it to the client. For 3G PSS terminals not to be required to support a multitude of formats for presentation descriptions and ways of retrieving them, some more detailed specifications are needed. This document gives a proposal for mandatory/recommended usage of RTSP in basic 3G PSS.

2. Conditions for basic 3G PSS

The recommendations for RTSP usage that is described in this document have been derived from some assumptions about the expected functionality of a basic 3G PSS client in R4. It is assumed that a basic 3G PSS client will have the following functionality:

· The client will only be able to do on-demand playback of streams, i.e. no recording is possible.

· The client will be RTP-compliant, i.e. it is able to handle media streams transported over UDP/RTP.

This means that some functionality, that could be provided by RTSP, is left for further studies and to be included in a second and more advanced version of 3G PSS, i.e. R5. Examples are:

· Authentication; Servers might require authentication to access the media. Some simple support for authentication could be included through RTSP.

· Capability exchange and/or negotiation; If there is no support for capability exchange the user must know that the content he/she is about to access has the right format/encoding for the terminal in question. How capability exchange should be solved is for further studies.

· Exchange of user preferences

· Charging or billing

· Security mechanisms

If some of the features above should be handled by RTSP, it means that the subset of RTSP for R5 clients will be extended. Also recording could be made a part of R5 by extending the subset.

3. Support for methods and header fields

In Appendix D of RFC 2326 minimal RTSP client and server implementation are described. There it is stated what methods and header fields a minimal client and server should support. The recommended RTSP methods and header fields in this document have Appendix D of RFC 2326 as base, i.e. everything that is part of Appendix D of RFC 2326 is also included here. These requirements are summarised below and extended with the proposed extra support that basic 3G PSS clients/servers should have.

The proposal is divided into requirements on the client and requirements on the server. These sections are then subdivided into what type of requests a client/server is supposed to be able to send, what kind of responses it must understand, what kind of request it must be able to receive and how it may respond to requests. Each case is described by a table. In the tables methods and headers marked dark grey are required for a minimal playback client/server according to Appendix D in RFC 2326. Suggested additional methods and headers for the 3GPP streaming client are marked light grey. A “X” means that the header field is meaningful to use for that particular method. It does not necessarily mean it must be included in every request/response of that type, even if the header is marked grey. The proposed support of methods and headers just means that the client and server is required to be able to send/receive these methods and header fields. The actual use of the methods and headers are described in the RFC 2326. 

Proxies and caches work as a server towards the client and as a client towards the server. This means that the necessary RTSP support for these network elements can be partly derived from the client and server specifications made here. However, additional requirements of the behaviour and RTSP support of proxies and caches are given in the RFC 2326.

3.1 Client

This section describes the proposal for RTSP support on the client side.

3.1.1 Requests sent to the server

Table 1 gives the proposed RTSP support at the client side for requests sent by the client to the server. 

According to Appendix D of RFC 2326, the four methods that a minimal playback client MUST be able to send are SETUP, PLAY, PAUSE and TEARDOWN. For use in the basic version of 3G PSS it is suggested that also DESCRIBE is mandated. OPTIONS is not proposed to be mandatory, since the ability of the client to send such a request does not prohibit interoperability. However, the lack of being able to send DESCRIBE, may prohibit the client from connecting to existing streaming servers. 

The extra header fields we propose should be supported for requests from client to server are: Accept, Accept-Language, Range, Referer, User-Agent and If-Match. Motivation for the extra header fields is given below.

Accept: Should be used to request a certain format of the presentation description. Since it is unlikely that 3G streaming clients can handle more than a few formats this header is essential.

Accept-Language: Is used to request a certain language in error messages and presentation description. This is useful to provide meaningful error messages in multiple languages.

Range: Required to be able to seek within streams, e.g. fast forward.

Referer: Used to identify the source of the presentation description when it was not received in response to DESCRIBE. It makes the server able to identify were the client received its presentation description from.

User-Agent: The way for the client to identify its self. According to RFC 2326 Appendix D it is preferred that clients include this header in requests.

If-Match: This header is used to guarantee the integrity of the presentation description. This is especially useful if the description was received by other means then the RTSP DESCRIBE method.  
Table 1: Support at the client side for requests and header fields sent to the server





Request sent






OPTIONS
DESCRIBE
SETUP
PLAY
PAUSE
TEARDOWN


Accept

X






Accept-Encoding

X






Accept-Language
X
X
X
X
X
X


Authorization
X
X
X
X
X
X


Bandwidth
X
X
X
X
X
X


Blocksize

X
X
X
X



Cache-Control


X





Conference


X




            Header field 
Connection
X
X
X
X
X
X


Cseq
X
X
X
X
X
X


Date
X
X
X
X
X
X


From
X
X
X
X
X
X


If-Modified-Since

X
X





Proxy-Require
X
X
X
X
X
X


Range



X
X



Referer
X
X
X
X
X
X


Require
X
X
X
X
X
X


Scale



X




Session

X
X
X
X
X


Speed



X




Transport


X





User-Agent
X
X
X
X
X
X


Timestamp
X
X
X
X
X
X


If-Match


X




3.1.2 Responses received from the server

Table 2 gives the proposed RTSP support at the client side for responses sent by the server to the client.  Apart from this a client must understand the class of all error codes and act according to the instruction in Appendix D of RFC 2326.

The additional headers proposed are: Allow, Cache-Control, Content-Base, Date, Last-Modified, Public, Range, Server and Via. Motivation for the additional header fields is given below.

Allow and Public: Both are used by the server to inform the client about valid methods. “Public” refers to the server as whole and “Allow” only the particular resource (content) requested. 

Cache-Control: See Section 3.2.1.

Content-Base: Today the common way for the server to inform the client how to resolve relative URLs in the presentation description.

Date: Many available servers include this header in responses. It is therefore preferred that clients can parse/understand this header field.

Last-Modified: Informs the client when the presentation description or media stream was last modified.
Range: See section 3.1.1. 

Server: The way for the server to identify its self. According to RFC 2326 Appendix D it is preferred that servers can include this header in responses.

Via: Intermediate network elements as proxies must include this header field to inform the client of its existents.

Table 2: Support at the client side for header fields in responses received from the server




          In response to request




OPTIONS
DESCRIBE
SETUP
PLAY
PAUSE
TEARDOWN


Allow
X
X
X
X
X
X


Cache-Control


X





Connection
X
X
X
X
X
X


Content-Base

X






Content-Encoding

X






Content-Language

X






Content-Length

X






Content-Location

X





Header field
Content-Type

X






Cseq
X
X
X
X
X
X


Expires

X






Date
X
X
X
X
X
X


Last-Modified

X
X





Proxy-Authenticate
X
X
X
X
X
X


Public
X
X
X
X
X
X


Range



X
X



Retry-After
X
X
X
X
X
X


RTP-Info



X




Scale



X




Session

X
X
X
X
X


Server
X
X
X
X
X
X


Speed



X




Transport


X





Unsupported
X
X
X
X
X
X


Via
X
X
X
X
X
X


WWW-Authenticate
X
X
X
X
X
X


Location
X
X
X
X
X
X


Vary

X






Timestamp
X
X
X
X
X
X

3.1.3 Requests received from the server

A minimal playback client should expect asynchronous requests from the server. The only request it must be able to understand is REDIRECT. Apart from the support of header fields mentioned in the RFC 2326 we propose that the client should understand “Range” in a REDIRECT request, since the “Range” header in such a request should be interpreted as the time when the redirection takes place.

3.1.4 Responses sent to the server
A client should follow the rules for responses given in the RFC 2326, i.e. it must respond in the appropriate way to all request it might receive. This means that it will respond with “501 Not Implemented” to all requests but REDIRECT. 

3.2 Server

This section describes the proposal for RTSP support on the server side .

3.2.1 Requests received from the client

Table 3 gives the proposed RTSP support at the server for requests sent by the client to the server.

According to Appendix D of RFC 2326, the four methods that a minimal playback server MUST support are OPTIONS, SETUP, PLAY, PAUSE and TEARDOWN. For use in 3G PSS it is suggested that also DESCRIBE is mandated. The motivation for this was presented in Section  3.1.1. 

In RFC 2326 the requirements for a minimal server is set so that it is able to do more than a minimal client may ask for. The recommendations here are done in the same way.

The extra header fields we propose should be supported at the server side for requests from the client to the server are: Accept, Accept-Language, Cache-Control, If-Modified-Since, Range, Referer, User-Agent and If-Match. Motivation for the extra header fields has partly been made in Sections 3.1.2 and 3.1.1. Only the ones not mentioned there are motivated below.

Cache-Control and If-Modified-Since: The support for caches in the networks calls for the server to support these headers.

Table 3: Support at the server side for requests and header fields received from the client





Request received






OPTIONS
DESCRIBE
SETUP
PLAY
PAUSE
TEARDOWN


Accept

X






Accept-Encoding

X






Accept-Language
X
X
X
X
X
X


Authorization
X
X
X
X
X
X


Bandwidth
X
X
X
X
X
X


Blocksize

X
X
X
X



Cache-Control


X





Conference


X




            Header field 
Connection
X
X
X
X
X
X


Cseq
X
X
X
X
X
X


Date
X
X
X
X
X
X


From
X
X
X
X
X
X


If-Modified-Since

X
X





Proxy-Require
X
X
X
X
X
X


Range



X
X



Referer
X
X
X
X
X
X


Require
X
X
X
X
X
X


Scale



X




Session

X
X
X
X
X


Speed



X




Transport


X





User-Agent
X
X
X
X
X
X


Timestamp
X
X
X
X
X
X


If-Match


X




3.2.2 Responses sent to the client

Table 4 gives the proposed RTSP support at the server side for responses sent by the server to the client. 

The additional headers proposed are: Allow, Cache-Control, Content-Base, Date, Last-Modified, Range, Server and Via. Most of the extra header fields have been motivated in Sections 3.1.1,  3.1.2 and 3.2.1. The only one not mentioned is “Last-Modified”.

Last-Modified: Informs the client when the presentation description or media stream was last modified. This is used by caches to determine if their cached version is up to date. 

Table 4: Support at the server for header fields in responses sent to the client




          Sent in response to request




OPTIONS
DESCRIBE
SETUP
PLAY
PAUSE
TEARDOWN


Allow
X
X
X
X
X
X


Cache-Control


X





Connection
X
X
X
X
X
X


Content-Base

X






Content-Encoding

X






Content-Language

X






Content-Length

X






Content-Location

X





Header field
Content-Type

X






Cseq
X
X
X
X
X
X


Expires

X






Date
X
X
X
X
X
X


Last-Modified

X
X





Proxy-Authenticate
X
X
X
X
X
X


Public
X
X
X
X
X
X


Range



X
X



Retry-After
X
X
X
X
X
X


RTP-Info



X




Scale



X




Session

X
X
X
X
X


Server
X
X
X
X
X
X


Speed



X




Transport


X





Unsupported
X
X
X
X
X
X


Via
X
X
X
X
X
X


WWW-Authenticate
X
X
X
X
X
X


Location
X
X
X
X
X
X


Vary

X






Timestamp
X
X
X
X
X
X

3.2.3 Requests sent from the server

A minimal playback server is not required to be able to send any requests according to RFC 2326. No extensions are proposed.

3.2.4 Responses received from the client
Since a minimal playback server not is required to be able to send any requests, it is also not required to understand any responses.

4. Presentation descriptions

4.1 Format

We propose that the Session Description Protocol (SDP) [2] is mandated as the format of the presentation description for both clients and servers in the first version of 3G PSS. Servers should generate and clients interpret the SDPs according to RFC 2327 [2] and Appendix C of RFC 2326 [1]. Further studies will show if additional SDP attributes needs to be defined.

4.2 Retrieval

For basic 3G PSS we see three different ways for to retrieve the presentation description.

1. Using the DESCRIBE method. The client sends a DESCRIBE and the response from the server includes the presentation description.

2. Using HTTP or WSP. The session description is retrieved as an ordinary file using e.g. GET in HTTP or Get in WSP

3. From the messaging services,  e.g. MMS or SMS.

We propose that all clients and servers must support No. 1. Additional we propose that client/terminals must support No. 2 and 3 if they support the necessary extra protocols/services. For example, if a terminal have support for WAP, then it must support retrieving the presentation description by methods No.1 and 2. 

Servers must support No.1, but it should be recommended that they support all three.

5. Conclusions

We have found need for a subset of RTSP to be used for 3G PSS. Taking into account the functionality that we foresee that basic PSS in R4 will have, we have proposed such a subset. For R5 this subset might need to be extended. 

We propose to include the defined subset in the "Packet-switched Streaming Services, Protocols and Codecs" specification. We also propose parts of Chapter 4 to be included in the "Packet-switched Streaming Services (PSS), Protocols and Codecs" or the "Packet Switched Streaming Services (PSS), General Description" specification.
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