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1. Background
The 3GPP SA4 SmarTAR study item recommended specifying RTP header extensions for in-band end-to-end delay measurement, as documented in TR 26.806 [1]. The RTP header extensions can be used for delay compensation by the 5G network when the end-to-end path consists of both a 5G segment and one or more non-5G segments. An example of the end-to-end path is shown in Figure 1. The 5G segment is between the Phone and the UPF. There are two non-5G segments: the segment between the AR Glasses and the Phone which uses Wi-Fi, and the segment between the UPF and the Edge Application Server (EAS) which uses the Internet. The non-5G segments, i.e., Wi-Fi and the Internet, do not guarantee delays. However, if the aggregate non-5G delays, denoted = + , where and  are the delay between the AR Glasses and the Phone and the delay between the UPF and the EAS respectively, is measured and known to the 5G network, the 5G network may adjust the delay within the 5G network (denoted ) to meet the end-to-end delay requirement.      


[bookmark: _Hlk142385328]  Figure 1: An end-to-end path and the delay breakdown
There exist mechanisms for end-to-end delay measurement, such as the ICMP ping messages and the RTCP packets. However, these mechansisms have the shortcoming that the measured delays may not represent the delays experienced by the media because the delay-measurement packets and the media packets may receive different QoS treatments. For more details, one may refer to clause 6.2 of TR 26.806 [1]. To resolve this issue, the timestamp(s) are sent along the RTP packets that carry the media. 
The proposed RTP header extensions and how to use them for delay masurements is shown in Figure 2. From the AR glasses to the EAS is an RTP packet with a header extension that carries one timestamp T1. For convenience, we call it type-1 RTP header extension. In the opposite direction is an RTP packet with a header extension that carries three timestamps (T1, T2, T3), and we call it type-2 RTP header extension. 
The one-way delay from the AR Glasses to the Edge Application Server is calculated as T2 - T1. The one-way delay in the oppositie direction is calculated as T4 – T3, and the round-trip time (RTT) is calculated as T4 – T1 – (T3 – T2). The type-2 RTP header extension carries three timestamps: T1, T2, T3. A question is why does the type-2 RTP header extension carry both T1 and T2? It seems that carrying T2-T1 instead is sufficient. A benefit of carrying T1 (and T2) is to allow the AR glasses to distinguish a legitimate return packet from a bogus packet, as is used in the Network Time Protocol (NTP) [4]. Specifically, when the AR glasses transmits a packet, it stores T1 locally. If the T1 in the returning packet doesn’t match the locally stored T1, then the AR glasses consider the returning packet as a bogus packet. It is important to support bogus packet detection and that requires to include T1. Also, T1 can serve as a transaction ID that associate a type-1 RTP header extension and a type-2 RTP header extension. Once T1 is there, we could either include T2 or T2-T1, which are equivalent. T3 must be there for measuring the one-way delay from the EAS to the AR glasses. As a result, the type-2 RTP header extension carries three timestamps. Moreover, the proposed type-2 RTP header extension carrying three timestamps here is in line with the the specifications of the NTP message [4] and the ICMP Timestamp Reply message [5].    
[image: ] 
Figure 2: In-band end-to-end delay measurement with RTP header extensions
For type-1 RTP header extension, thre are two related works. One of them is RFC 6051 [2], where two RTP header extensions that each carry a single timestamp are specified, with a 56-bits timestamp (with the extension URI “urn:ietf:params:rtp-hdrext:ntp-56” and a 64-bit timestamp (with the extension URI “urn:ietf:params:rtp-hdrext:ntp-64”) respectively. They were originally intended to speed up the synchronization between multiple RTP sessions but can be used for measuring the one-way delay. However, the large number of bits for the timestamps make the communication overheads significant especially when the type-2 RTP header extension adopts the same timestamp format (which will triple the communication overhead) or when delay measurements are taken frequently. 
Another related work is the “RTP Header Extension for Absolute Sender Time” RTP header extension [3] that carries only one timestamp (the originate timestamp). The timestamp has 24 bits, taken from the NTP timestamp, with 6 LSB’s of the ‘second’ portion and 18 MSB’s of the ‘fractional’ portion, and its communication overhead is less than the counterparts in RFC 6051. This RTP header extension was implemented in WebRTC, but no registry entry was found in the IANA portal. Given its low communication overhead and implementaion in WebRTC, it is advanrageous to reuse this RTP header extension as part of the proposed solution here. 
A potential issue with the “Absolute Sender Time” RTP header extension is that the extension URI is an URL [3] does not follow the guidelines in RFC 8285. Even if the website associated with the URL is removed in the future, by checking with the IANA registration, there is still sufficient information about the RTP header extension, because the registry has the “reference” entry that can point to the 3GPP specification which fully defines the RTP header extension. In a companion paper [6], the benefit of reusing the RTP header extension including the original SDP syntax is explained, which is to leverage the avalaible implementation in WebRTC. In this paper we reuse the RTP header extension with the original SDP syntax as proposed in [6].
The proposed changes include the two types of RTP header extensions and the formats. Additionally, it is proposed to bind the two RTP header extensions because the fields T1 and T2 in the second RTP header extension are based on the first RTP header extension. 
1.    Proposed changes
In the Clause 2 References, add the following reference:
* * * * 1st change * * * *
[10] RTP Header Extension for Absolute Sender Time                     https://webrtc.googlesource.com/src/+/refs/heads/main/docs/native-code/rtp-hdrext/abs-send-time [retrieved on Nov 14, 2023].

[11] IETF RFC 5905, Network Time Protocol Version 4: Protocol and Algorithms Specification, June 2010.  
[12] IEEE 1588-2019 - IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control Systems, June 2020.
[13] RFC 4574, The Session Description Protocol (SDP) Label Attribute, August 2006.

* * * * End of 1st  change * * * *

In Clause 4, add the following:
* * * * 2nd change * * * *
4.4.3	RTP Header Extension for in-band end-to-end delay measurement
4.4.3.1	General
An RTP Header Extension that allows an RTP packet to carry timestamp(s) may help obtain measured delays that are representative of the end-to-end instantaneous delays experienced by the media in the user plane. 
NOTE 1: End-to-end connections may imply in some cases a multi-hop link including non-3GPP network paths, such as a data network link and a tethering link.
Figure 4.4.3.1-1 shows how the RTP Header Extensions are used to measure the delays, where T1, T2, T3 and T4 are the Originate Timestamp, the Receive Timestamp, the Transmit Timestamp, and the Destination Timestamp, respectively. The one-way delay from the Requester to the Responder is calculated as T2 - T1, the one-way delay in the oppositie direction is calculated as T4 – T3, the RTT is calculated as (T4 – T1) – (T3 – T2), and the processing delay on the Responder is calculated as T3 – T2.
NOTE 2: Time synchronization between the Requester and the Responder for example via PTP [12] is a pre-requisite for computation of one-way delays in any direction.
NOTE 3: The Requester may use T1 to group T1, T2, T3, T4 measurements and index them to compute all the above delay measurements and any corresponding statistics. Specific means to achieve this are left to RTP implementers.



Figure 4.4.3.1-1: The RTP header extensions for in-band end-to-end delay measurement.
The RTP Header Extensions defined below follow RFC 8285.
 4.4.3.2	One-byte RTP Header Extension Format
The RTP header extension element for the RTP packet that carries ony one timestamp T1 is shown below. This is the same as the “RTP Header Extension for Absolute Sender Time” [10].
           0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0xBE    |    0xDE       |           length              |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID   | L=2   |             T1 (24 bits)                      |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The RTP header extension element for the RTP packet that carries three timestamps T1, T2 and T3 is shown below.
           0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0xBE    |    0xDE       |           length              |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID   | L=8   |                        T1                     |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |                          T2                   |       T3     …
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
                                      |       
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
4.4.3.3	Two-byte RTP Header Extension Format
The RTP header extension element for the RTP packet that carries one timestamp T1 is shown below.
          0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0x100           |appbits|           length              |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID           | L=3           |               T1              …                          
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
                      |
      +-+-+-+-+-+-+-+-+

The RTP header extension element for the RTP packet that carries three timestamps T1, T2 and T3 is shown below.
       0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0x100           |appbits|           length              |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID           | L=9           |               T1              …              
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
                      |                      T2                       | 
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |                     T3                        | 
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
4.4.3.4	Syntax
T1: consists of 24 bits, taken from the 6 LSB bits of the integer part and the 18 MSB bits of the fractional part of the NTP timestamp format defined in RFC 5905 [11]. 
T2: follows the syntax of T1.
T3: follows the syntax of T1.
NOTE: The timestamps are expressed in seconds according to the above syntax, with a 64 seconds wraparound and a 3.8 microseconds resolution.
4.4.3.5	Semantics
T1: Originate Timestamp. It represents the time when the Requester transmits the RTP packet toward the Responder.   
T2: Receive Timestamp. It represents the time when the Responder receives the RTP packet that carries the Originate Timestamp T1.
T3: Transmit Timestamp. It represents the time when the Responder transmits the RTP packet that carries the Originate Timestamp T1, the Receive Timestamp T2, and the Transmit Timestamp T3.

4.4.3.6	SDP signaling
The signaling of the delay measurement RTP header extensions shall follow the SDP signaling design and the syntax and semantics of the "extmap" attribute as outlined in RFC8285.The header extension identifiers shall be registered with IANA. The “reference” entry in the IANA registry shall be “3GPP TS 26.522 [v18.x.x.x]”.
For the RTP header extension carrying only T1, the ABNF syntax for the “extmap” attribute is as follows:
extensionname = http://www.webrtc.org/experiments/rtp-hdrext/abs-send-time 
extensionattributes = ["short"/"long"]

If the extensionattributes is absent, the RTP header extension follows the one-byte format, i.e., the “short” format. If extensionattributes is “short”, the RTP header extension follows the one-byte format. If extensionattributes is “long”, the RTP header extension follows the two-byte format. 

NOTE 1: http://www.webrtc.org/experiments/rtp-hdrext/abs-send-time is the extension URI of the RTP header extension, and is currently implemented in WebRTC. This extension URI, instead of URN-based ones, allows for support from WebRTC without any change to the WebRTC implementation.

NOTE 2: this allows to reuse the “Absolute Sender Time” RTP header extension in WebRTC without changes to the SDP syntax implemented in WebRTC.

Below is an example (Example 1):
a=extmap:4 http://www.webrtc.org/experiments/rtp-hdrext/abs-send-time

For the RTP header extension carrying T1, T2 and T3, the ABNF syntax for the “extmap” attribute is as follows:
extensionname = urn:3gpp:delay-measurement-response:rel-18
extensionattributes = [format SP] binding-info
format = "short"/"long"
binding-info = dependent-extmap-ID [";"m-line-label] [";"processing-ID]
[bookmark: _Hlk150963419]dependent-extmap-ID = "dependent-extmap-ID="1*5DIGIT  
m-line-label = "dependent-rtp-he-m-line-label="token
processing-ID = "processing-ID="token 
; token as defined by RFC 4566

The extension attributes have the following semantics:
· dependent-extmap-ID: identifies an RTP header extension on which this RTP header extension depends in the sense that the timestamps T1 and T2 incliuded in this RTP header extension are the time the other RTP header extension is transmitted and the time the other RTP header extension is received, respectively.
· processing-ID: identifies a processing module on the Responder which takes data carried in RTP packets with the RTP header extension identified by -	dependent-extmap-ID, processes them and produces data that are then carried in RTP packets with the  this RTP header extension.
NOTE 3: the details are left to implementation at the application level. 
· m-line-label: is the SDP “label” attribute defined in RFC 4574 [13], and it identifies a media stream from the Requester to the Responder and associates the RTP packet header extension in that media stream to this RTP header extension. 
· NOTE 4: There may be multiple media streams that carry RTP packets whose RTP header extensions may be used for the binding.

Below is an example (Example 2):
a=extmap: 5 urn:3gpp:delay-measurement-response:rel-18 short dependent-extmap-ID=4;dependent-rtp-he-m-line-label=2;processing-ID=7

In the example, 
· 5 is the RTP header extension ID
· 4 is the value of the attribute dependent-extmap-ID, which is the RTP header extension ID of the RTP header extension in Example 1. This establishes a binding between the two RTP header extensions.
· 7 is the processing-ID.
· 2 is the SDP “label” attribute that identifies the media stream corresponding to “a=label:2” in the SDP signaling, and the RTP packets from the media stream are used for the binding. 
* * * * End of 2nd change * * * *
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