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1. [bookmark: _Toc504713888]Introduction
This contribution discusses the remaining signaling aspects for PDU Set Size information based on the received LS reply from SA2 in SA4-231612, [1].
1. Background
SA2 responded in S4-231612 [1] to the SA4 LS S4-231435 [2] from the SA4#125 meeting in Gothenburg inquiring whether “in Release 18, the UPF can always be aware by network configuration of possibly present NAT46/NAT64 within a CSP network?”
The question meant to clarify the cases in which the UPF can determine an IP version mismatch between an AS and the 5GS/UPF, and further determine additional signaling needs, if any. The IP version mismatch referred to above is defined as the mismatch in the IP version used by an RTP sender (e.g., an AS) and the IP version dedicated by the 5GS to a UE and configured for the UPF.
SA2 response highlights that “UPF cannot always be aware of the presence of a NAT46/NAT64 within a CSP network (between UPF and Application Server)”. Furthermore, SA2 clarifies the assumed XR media scenario for which PDU Set Size compensation due to IP mismatch is applicable is limited to “when an AF is aware of a NAT46/64 in the path between the UPF and AS and has requested an AF session with packet filters and QoS information (i.e. GBR) taking into account the IP address version change and change in PDU set size caused by the NAT function”. This is illustrated in Figure 1.


The SA2 LS mentions two further aspects UPF requires to provide QoS flows with PDU Set Size support in Release 18:
· an indication to determine the mismatch in the IP version used by the RTP sender for calculating the correct PDU Set Size if a NAT46/64 is present between the AS and the UPF.
· additional PDU Set Size information to calculate the correct PDU Set Size given the IP version conversion as well as other any possible functionalities in N6 that may impact PDU Set Size.

1. Support for NAT46/64 PDU Set Size corrections
Based on LS reply from SA2 and previous discussions from SA4#125/SA4#125-e RTC Ad-hoc calls [3], [4], it is important to first note that an IP mismatch would occur if and only if the 5GS and the AS support simultaneously an unmatched single IP stack (e.g., 5GS supports IPv6 only and AS supports IPv4 only or vice versa) requiring NAT46/64 conversion within a CSP network.
To support this use case in Release 18, two potential options are envisioned:
· Option #1: RTP sender forward-corrected reporting:
· An AS configured with a NAT46/64 in its path is requested to amend the PDU Set Size based on the target UE IP version instead of its own IP version. For instance, an AS would add an offset of 20 bytes per PDU of a PDU Set to the PDU Set Size information when considering IPv6 at the UPF and IPv4 at the AS.
· Pros: No additional signaling involved over the control plane towards the NEF. 
· Cons: AS requires information on IP version to use when calculating the PDU Set Size. In addition, An AS cannot be aware of all the N6 functionality (e.g., additional NATs in the operator domain) that may modify the PDU Set size and thus may erroneously indicate the PDU Set Size in the RTP HE for PDU Set marking. 
· 

· Option #2: UPF corrected PDU Set Size
· An AS configured with a NAT46/64 in its path signals the PDU Set Size based on its origin IP version as specified in TS 26.522 and conditionally adds the optional information element indicating the number of PDUs in the PDU Set to the PDU Set marking RTP HE. The AF requesting the QoS session for the AS signals this origin IP version as part of the protocol description within the PDU Set marking configuration. The UPF is configured with the SMF N4 rules containing the PDU Set marking configuration and can detect the AS origin IP version and any corresponding mismatch to the N6 IP version of the incoming PDUs. The UPF uses this information and the optionally added number of PDUs of a PDU Set to correct on-the-fly (i.e., without any additional buffering) the PDU Set Size indication in the GTP-U header.
· Pros: Does not rely on NAT detection protocols. UPF adjusts the PDU set size if an IP version mismatch is detected. Simple UPF processing and robustness against additional functionality at N6 that may impact PDU Set Size other than CSP NAT46/64.
· Cons: Additional overhead of including the number of PDUs in a PDU set in the RTP header extension when PDU set size is included. Origin IP version is always needed to be provided in a session request towards the NEF.

Observation: Given the SA2 reply LS information and the above pros and cons, it is proposed to consider Option #2 for support in Release 18 of cases where NAT46/64 may provide PDU Set Size mismatches between an AS and the UPF.
4	 Proposal
The proposal is to discuss contents of Sections 2 and 3 and decide on the proposed way forward.
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