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1 Introduction
This contribution discusses the SA2 response LS on “PDU Set Size and signalling aspects” (S2-2311897), specifically the NAT64 issue and its identification. 
2 Typical NAT deployments
Network Address Translators (NATs) have been introduced to overcome IP address shortages, for example to allow more IP hosts within a subnetwork than available public IP addresses. NATs are also used to convert between IP versions, e.g. allow IPv6 host to connection via an IPv4 network or be reachable via an IPv4 network.
There are different forms or NATs, which differ on binding and forwarding behaviour. NATs can be deployed in form of a Source NAT (SNAT) or in form of a Destination NAT (DNAT) [1],[2]. An SNAT replaces the Source IP address of a packet from a client to a server, while a DNAT replaces the destination IP address of a packet. 
· SNATs are commonly used by Internet Service Providers (like 5G System providers) to increase the IPv4 address space of the ISP, e.g. to provide additional privacy and for migration to IPv6. 
· DNATs are commonly used within Cloud Environments to decouple the public IP address space from the Cloud internal network. Cloud Servers are typically allocated with private IP addresses. To make a Cloud Server (like a Split Rendering server) available with a Public IP address, a DNAT is configured with a forwarding rule from a public IP to the private IP. This dynamic assignment of IP addresses is sometime called Floating IP addresses or elastic IP addresses.
The two forms of NATs and their typical deployment are depicted in the figure below. 
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Figure 1: Typical NAT deployments within “first mile” and “last mile” networks
NATs are typically only deployed within a last mile (SNAT, between a Client Host and the Internet) or the first mile (DNAT, between the Internet and the Server Host) network. Host which a NATed environment are not aware about the presence of a NAT. However, the network provider (First and last mile) is aware about the presence of NATs within the own network and can configure nodes accordingly. 

3 Discussion
The receiver of the PSU Set Size marking is the scheduler within the Radio Network, which may influence its scheduling decision based on the QOS properties for the PDU Set Size. The PDU Set Size needs to contain all PDU Header information, i.e. all IPv4 headers in case of PDU Session Type IPv4.
Two cases for the PDU Set Size can be separated:
· Case 1: The RTP Sender includes the IP headers within the PDU Set Size value of the RTP Header Extension. In this case, RAN can use the PDU Set Size value from the RTP HE “as is”, when the RTP sender uses the same IP version for the PDU Set Size calculation as used within the 5G System. However, when there is one NAT64 in the path (or better “an odd number of NAT64s”), then the RTP sender has used a different IP version for the PDU Set Size calculation as using within the 5G System.
· Case 2: The RTP Sender does NOT include the IP headers within the PDU Set Size value of the RTP Header Extension. In this case, RAN (or UPF) needs to correction the PDU Set Size value with the sum of IP headers. When the IP headers are not considered, the RAN (or UPF) needs to apply this correction for every PDU Set Size value. The Number of PDUs within the PDU Set is needed for this case.
In both cases, the RTP sender is configured to add RTP Header Extension to the RTP Headers. In case 1, the RTP sender may use the IP version from it local interface or the RTP Sender relies on an IP version configuration. The latter (IP version configuration) may be beneficial, when the RTP Sender is deployed behind a DNAT64 and the PDU Set Size value should use the IP version of the external network. 
Observation 1: Presence of NAT44 or NAT66 (i.e. no IP version change) has no influence on the PDU Set Size calculation. Only the IP addresses (and ports) change, but the same IP header version and size is used. 
Observation 2: The RTP Sender can be configured to use a different IP version for the PDU Set Size calculation, than used by its local connectivity. The RTP Sender can be configured to use a smaller RTP Payload size, than indicated by its local MTU of the IP stack. 
Observation 3: As long as the IP version, used to calculate the PDU Set Size value of the RTP header extension is the same IP version as used within the 5G System, the presence of NAT64 or NAT46 within the path has no influence on the correctness of the PDU Set Size (assuming, that the RTP Sender selects sufficiently small RTP Payload sizes to avoid IP fragmentation).
Observation 4: Correction of the PDU Set Size value within RAN or UPF adds additional processing (even when simple mathematical operations). 

4 Proposal
It is proposed to add the Number of PDUs within a PDU Set as optional parameter into the RTP Header Extension. The Number of PDUs within the PDU Set should be present, when the PDU Set Size field is present.
It is proposed to add the used IP version, which was considered when calculating the PDU Set size, as additional parameter within the Protocol Description. When the UPF (or RAN) knows the IP version, it can detect an IP version change and only apply the correction, when an IP version change is detected.
It is proposed to send an Reply LS to SA2, indicating the identified solution and ask SA2, whether the IP version, which was used by the RTP sender to calculate the PDU Set Size, can be added into the Protocol Description. 
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