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**** First Change ****
[bookmark: _Toc143795952]2	References
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**** Next Change ****
[bookmark: _Toc143795966]4.4.2.3	Two-byte RTP Header Extension Format
The two-byte RTP Header Extension for the marking of PDU Sets and End of Bursts is defined as follows:
       0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0x100         |  |appbits |           length              |	Comment by Thorsten Lohmar 06/11/23: Appbits should be 4 bits, not 5bits.
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |      ID       |      L=6      |E| EDB |  PSI  |      PSSN      
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
          |    PSN    |                   PSSize                      |
      +-+-+-+-+-+-+-+-+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+

**** Next Change ****
[bookmark: _Toc143795972]4.4.2.6.3	PDU Set Size Field
The PDU Set Size field may be present in the RTP HE for PDU Set marking if appropriately enabled for an RTP sender as per Clause 4.4.2.5. In case the PDU Set Size is enabled the application shall express the PDU Set Size in bytes as per the PSSize semantics defined in Clause 4.4.2.4.
The PDU Set Size value of a PDU Set should be determined by the RTP sender based on the RTP payload corresponding to the PDU Set, transmission path MTU Size, or alternatively, maximum RTP SDU size, and network IP transport configuration. 
The RTP sender should follow the corresponding steps in determining the PDU Set Size.
1.	The RTP sender should receive from a media encoder (e.g., a H.264 encoder, a H.265 encoder) an RTP payload data corresponding to a PDU Set. It is recommended that all Non-VCL NAL units (e.g. SPS NAL unit) are handled together with the associated VCL NAL units within the same PDU Set.The size of the received RTP payload data (R) should be determined in bytes.	Comment by Thorsten Lohmar 06/11/23: For discussion: The term "RTP Payload" seems to refer to the payload before fragmentation. We also need to have a term for the payload after fragmentation.
2.	The RTP sender should perform next RTP fragmentation and packetization of the RTP payload data (R). The maximum size of an RTP packet SDU (S) should be determined given a transmission path MTU size, or alternatively, a preconfigured maximum RTP SDU payload size less than the path MTU size. The RTP sender should determine the number of RTP packets (P) post-fragmentation given S and a packetization configuration of the RTP payloader. The RTP payloader should implement the payload formatting according to the corresponding payload type of the PDU Set (e.g., RFC 6184 [5] for H.264, RFC 7798 [6] for H.265) and the packetization configuration to yield the P RTP packets’ SDUs.  P corresponds to the number of PDUs of the PDU Set.
NOTE 1:	Some WebRTC implementations [7] in commercial user agents configure a maximum RTP SDU size of 1200 bytes compliant also with the recommendations of RFC 8200 and further corresponding to an MTU Size of 1280 bytes. Other valid configurations exploiting larger MTU Size based on path MTU discovery protocols, RFC 1191, or RFC 8201, may apply up to the RTP stack implementation capabilities.
NOTE 2:	It is generally assumed that the configuration of the RTP payloader ensures RTP packets resulting from packetization do not violate the MTU Size. In addition, the RTP payloader may be configured by applications to favor low-latency delivery. For example, in some cases of RTP H.264 payload types, the RTP payloader may be configured to operate in packetization-mode 1 (i.e., "non-interleaved mode" as per RFC 6184 Clause 6.3) to allow for RTP packets to contain NAL units in decoding order and to map an RTP packet to a single NAL unit packet (as per RFC 6184, Clause 5.6), a STAP-A packet (as per RFC 6184, Clause 5.7.1) or a FU-A packet (as per RFC 6184, Clause 5.8). In other cases, applications may select other RTP payloader configuration up to implementation and application requirements. 
3.	The RTP sender should determine for each one of the P RTP packets the size of the RTP header overhead including any header extensions overhead (Rh_p) as configured based on the SDP offer-answer negotiation.
NOTE 3:	It may be possible for different PDUs in a PDU Set to contain distinct RTP header extensions besides the common RTP HE for PDU Set marking such that Rh_p may differ among different PDUs of a PDU Set.
4.	The RTP sender should further determine per RTP packet the size of the UDP/IP headers overhead associated with an OS UDP socket sending out the RTP packets. This may be done by the RTP sender using UDP socket options available programmatically over OS network stack API calls or based on SDP-configured IP endpoints and corresponding transmission IP addresses. The RTP sender should determine the type of the underlying IP version used for transport, i.e., IPv4 or IPv6, and determine accordingly the IP header overhead (Ih_p) for each encapsulated RTP packet. If IPv4 options are configured for the UDP socket, or alternatively, if IPv6 header extensions are sent over the UDP socket, the RTP sender should consider the additional incurred size these have to the IP header overhead (Ih_p) of each RTP packet.  The RTP sender should consider a fixed size UDP header overhead (Uh) of 8 bytes for each RTP packet.
NOTE 4:	In case no IPv4 header options are used, the RTP sender should consider Ih_p corresponding to 20 bytes per RTP packet for IPv4. Whereas, in case no IPv6 extension headers are used, the RTP sender should consider Ih_p corresponding to 40 bytes per RTP packet for IPv6.
NOTE 5:	For example, in case of Linux-based open-source OSs, any additional IPv4 options up to 40 bytes may be set and accessed programmatically based on socket API calls and predefined socket options [8] (e.g., setsockopt/getsockopt, IP_OPTIONS). Similarly, any additional IPv6 header extensions sent out as control messages to a remote may be set and accessed programmatically based on socket API calls [9] (e.g., sendmsg, IPV6_DSTOPTS etc.). The RTP sender may make use of these APIs or other ones up to the RTP sender implementation to determine additional optional overheads to the IP header overhead, Ih_p.
5.	The RTP sender should determine the PDU Set Size as the sum in bytes of all RTP/UDP/IP headers overhead of each one of the P packets and the received RTP payload corresponding to the PDUs of the PDU Set, e.g., PSSize =R + (Ih_p + Uh_p + Rh_p) . The value should be indicated in the PSSize field of the RTP HE for PDU Set marking for all PDUs of the PDU Set before the corresponding RTP PDUs are sent over the UDP socket.
In case any of the above steps fails to determine for a PDU Set any of the Ih_p, Uh_p, Rh_p, P, or R, the RTP sender should set the PSSize to 0 for the PDU Set.
NOTE 6:	The PDU Set Size guidelines above are generally applicable to video and audio media payload types.
[bookmark: _Toc143795973]4.4.2.7	Guidelines for AS
This clause describes guidelines for an AS that is on the media path between two or more UEs, e.g., an MRF, MCU etc. Such an AS may receive media over RTP with PDU set marking HE added by the sender UE. 
NOTE: These detailed guidelines are FFS.

**** Next Change ****
[bookmark: _Toc143795978]Annex A (informative):
Guidelines for PDU Set identification without PDU Set RTP HE
[bookmark: _Toc143795979]A.0 General
This informative annex provides guidelines for network functions like the UPF, which needs to determine PDU Set information, as described in TS 23.501 [X], Clause 5.37.5. The network function is typically provisioned with at least the Service Data Flow Filter to identify the Service Data Flow, and optionally additional information about the presence of RTP header extensions according to IETF RFC 8285 [11], the used RTP Payload Type, the used RTP Payload Format and other information.
When the RTP sender multiplexes RTP data and control packets onto the same Service Data Flow using a single port, the RTP Sender should implement the Payload Type separation according to IETF RFC 5761, Clause 4 [10] and the network function should separate RTP data from RTCP data accordingly.  
[bookmark: _Hlk150239074]To avoid IP fragmentation, the RTP sender should select a sufficiently small RTP payload. 
A.1 Leveraging RTP Header Extensions 
When the PDU Set related RTP Header Extensions are available within the RTP headers, the network function only needs parse the RTP header and the RTP header extensions. The RTP Header Extension for PDU Set Marking are defined in Clause 4.4.2.  
An intermediate network function determines based on the RTP header X bit being set to 1, whether the optional header extension fields are present in the RTP packet, after the SSRC and the (optional) CSRC fields in the RTP header. All information for the PDU Set identification is present within the RTP Header Extension and the network function does not need to know the RTP Payload format. The RTP Payload may be encrypted (i.e. SRTP).
When multiple RTP header extensions are present within the RTP header, the network function uses the RTP Header Extendion ID for finding the PDU Set related HE. 
Editor’s Note: It is ffs, whether guideline on the usage of the Protocol Description is needed.

A.2 Obtaining PDU Set information from RTP Payload
A.2.0	General
When the PDU Set based RTP Header Extension is not available, some or all of PDU Set information can be derived by from the RTP/SRTP header, header extension and/or payloads, e.g., by a network function like the UPF. The possible PDU Set information to be derived based on the RTP/SRTP header, header extension and the payloads are provided as following.

[bookmark: _Toc143795980][bookmark: _Hlk143786911]A.2.1 RTP/SRTP header
When RFC 6184 [5] or RFC 7798 [6] are used as payload formats, a network function can obtain some of the PDU Set information from RTP headers by following these guidelines.
[image: ]
Figure XA.2.1-1 RTP header fields as defined in RFC 3550 [4]
When the RTP/SRTP is used to convey the video content and when the PDU Set represents a video frame, the video frame may be identified based on the RTP header fields as following:
[bookmark: _Hlk124104753]-	The "marker (M)" bit is used with the video payload formats in clause 2A.2 to indicate the frame boundary, by setting the M bit on the last PDU of a frame. With the "M" bit and the sequence number in RTP header, the Indication of End PDU of a PDU Set and PDU SN within a PDU Set/frame can be derived. The network function should monitor the preceeding packets to detect and compensate for potential packet reordering.
-	The "timestamp" field indicates the sampling instant of the first octet in the RTP data packet and all RTP packets in the video frame is generally marked with the same timestamp. Therefore, with the "timestamp" field and the sequence number in RTP header, the Indication of End PDU of a PDU Set and PDU SN within a PDU Set/frame can be derived.

NOTE 1:	When multiple RTP streams multiplexed over a single RTP session, the "M" bit,  /"timestamp" field, and sequence number information can be used together with the ssynchronization source (SSRC) in the RTP header to identify the boundary of video frame for each of the RTP streams that can be separated by their different SSRC values.
NOTE 2:	For the timestamp-based solution, generally, the end PDU of the PDU Set can only be determined when a PDU with new RTP timestamp arrives, which may introduce additional latency. 
-	The PDU Set/frame size can only be determined by a network function with reception of the last PDU belonging to the PDU Setand t, by summing up the individual PDU contributions to the PDU Set size. The PDU Set importance cannot be derived by the RTP header fields.
[bookmark: _Toc143795981]A.2.2 RTP payload
[bookmark: _Toc143795982]A.2.2.1 General
When the RTP Payload is not encrypted, intermediate network functions may obtain additional information from the RTP payload. 
The PDU Set information identification based on the RTP payload format is presented in this clause, including information on the RTP payload formats for H.264/AVC [5] and H.265/HEVC [6] codecs. The information about the used RTP Payload format for a service data flow is provided It is assumed that the 5GC (i.e. UPF) is aware of the RTP payload format in advance to 5GC (e.g., UPF).
It is generally recommended that the network function consideres Non-VCL NAL units (e.g. SPS NAL unit) as part of the PDU Set of the associated VCL NALUs, e.g. identified by the same timestamp.
NOTE:	This clause applies only when the RTP payload is not encrypted. 
[bookmark: _Toc143795983]A.2.2.2	RTP payload for H.264/AVC codec
For a video slice content with H.264 RTP payload, the PDU Set Information can be realized by following approach.
According to RFC 6184 [5], the first octet in the RTP payload within the RTP packet, the NAL unit type in the NAL unit header can indicates the content of the NAL RTP unitpayload, e.g. coded slice of an IDR frame, coded slice of a P frame, and also the possible structures of the RTP payload, e.g. single NAL unit packet, aggregation packet, and fragmentation unit (FU). Depending on the indication of the first octet of the RTP payload, a second octet (the FU header) should also be processed. 
· For single NAL unit packet and aggregation packet, it can be easily detected that each RTP packet can be treated as a single complete PDU Set when the NAL unit first type field of Figure A.2.2-1 is less than 28.
· In case of aggregation packets, the network function may need to process all embedded NAL units.
· When NAL unit the first type Type field in Figure A.2.1-1 is 28 or 29, one NAL unit is carried over multiple RTP packets. In this case, the first byte of RTP payload is also named the fragmentationed unit (FU) indicator and the following byte is the FU header. The NAL unit type is contained in the Type field of the FU header (Figure A.2.2-1).  In the FU header, the "S" bit and "E" bit separately represents the start and end of the NAL unit. Therefore, based on the NAL unit type (also known as FU indicator for fragmentationed unit) and the FU header, the start/end of the PDU Set can be identified.


Figure A.2.2-1 RTP header [4] and NALU unit header format for H.264 [2]
With the RTP payload (i.e. NALU unit header and optionally Fragmentation Unit (FU) header) and the sequence number in the RTP header, the indication of the End PDU of the PDU Set and the PDU SN within a PDU Set can be derived.
When using Fragmentation Units (Type equals 28 or 29), the size of the NALU can only be determined after reception of the last packet of this Fragmentation Unit. Thus, a network function can only determine the PDU Set Size with the reception of the last PDU of this fragmentation unit. 
As described in clause 4.4.2.6.2.2, the Type and NRI value in the NAL unit header indicates the relative transport priority and can be used to set the PDU Set importance. Besides, different NRI values can also indicate different requirements, which can be used to provide different protections against transmission losses, e.g. reliabilities (tolerable frame/slice error rate), and priorities. 
The PDU Set Size in bytes cannot be derived based on the RTP payload for a H.264/AVC codec.
[bookmark: _Toc143795984]A.2.2.3	RTP payload for H.265/HEVC codec
For a video slice content with H.265 RTP payload, the identification of the PDU Set can be realized by following approach.
According to RFC 7798 [6], within the RTP packet, the first two octets of the RTP payload NAL unit header can indicate the content of NAL unitRTP packet. Besides, it can also indicates the possible structures of the RTP payload, e.g. single NAL unit packet, aggregation packet (APs), fragmentation unit (FUs) and Payload Content Information (PACI) carrying RTP packet. 
-	For single NAL unit packet and aggregation packet, it can be easily detected that each RTP packet can be treated as a single PDU Set when the NAL unit type is less than 49.	Comment by Thorsten Lohmar r2: What, when aggregated NALUs have different LayerIds or TID values?
-	When NAL unit type is 49, one NAL unit is carried over multiple RTP packets. In this case, the first two-byte of RTP payload is also named the payload header (denoted as NALU header) and the following byte is the FU header. In the FU header, the "S" bit and "E" bit separately represents the start and end of the NAL unit. The FuType field contains the actual NAL unit type. Therefore, based on the NAL unit tType field of the first two octets (also known as FU indicator for fragmented unit) and the FU header, the start/end of the PDU Set can be identified.
-	When NAL unit type is 50, this is a PACI packet which may carry a single NAL unit packet or FU. In this case, the first two-byte of RTP payload is also named as the PACI header (denoted as NAL Unit header). In the following two bytes, the "A" bit is the copy of "F" bit and cType field is the copy of Type field in the PACI payload NAL unit. Then the following is the PHES field, whose length is determined by the PHSize. Finally, the following is the PACI payload NAL unit, during which the first byte is FU header when cType (within the PACI payload header) is 49. Therefore, based on the PACI header and PACI payload NAL unit, the start/end of the PDU Set can be identified.
[image: ]
Figure A.2.3-1 The Structure of the HEVC NAL Unit Header [6]
[image: ]
Figure A.2.3-2 The Structure of FU Header
With the RTP payload (i.e. NAL unit header and optionally FU header) and the sequence number in the RTP header, the indication of the End PDU of the PDU Set and the PDU SN within a PDU Set can be derived.
As described in clause 4.4.2.6.2.3, the Type field and the TID field in the NAL unit header indicates the relative transport priority and can be used to be mapped to the PDU Set importance. While tThey can also indicate different requirements, which can be used to provide different protections against transmission losses, e.g. reliabilities (tolerable frame/slice error rate), and priorities. 
When using Fragmentation Units (Type equals 49, or 50 where cType is 49), the size of the NALU can only be determined after reception of the last packet of this Fragmentation Unit. Thus, a network function can only determine the PDU Set Size with the reception of the last PDU of this fragmentation unit.
The PDU Set Size in bytes cannot be derived based on the RTP payload for a H.265/HEVC codec.	
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