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[bookmark: _Toc103873012][bookmark: _Toc103873891][bookmark: _Toc103876415][bookmark: _Toc151022459]1	Introduction
It was decided to run permanent document on the side of the above referred work item to investigate the commonality and differences between TS 26.501 and TS 26.506 especially for the functionalities, interfaces, procedures, and resources associated and document them in TS 26.506 using the progress and findings on a common stage-3 specification.
[bookmark: _Toc151022460]2	Initial Background
Commonalities across different work items are summarized in the following. For Media Delivery, extensions to the 5G System architecture were developed to address media delivery. This includes different delivery systems including download, streaming, real-time communication, etc. Key in the media delivery is that the media is time-continuous. Streaming points to the fact that the media is predominantly sent only in a single direction and consumed as it is received. Real-time communication refers more to bi-directional traffic for which media is delivered in both directions.
Generalized Media Support within the 5G System is shown in Figure 1 and Figure 2 below.


[bookmark: _Ref135044022]Figure 1 – Generalized Media Support within the 5G System 


[bookmark: _Ref135044115]Figure 2 Generalized 5G Media Delivery Architecture 
Functional definitions may be generalized as follows:
-	Media AF: An Application Function as defined in TS 23.501, clause 6.2.10, dedicated to Media Delivery.
-	Media AS: An Application Server dedicated to Media Delivery.
-	Media Client: A UE internal function dedicated to Media Delivery. 
-	Media Session Handler: A function on the UE that communicates with the Media AF in order to establish, control and support the delivery of a media session. 
-	Media Access Function: A UE internal function A function on the UE that communicates with the Media AS in order to access and deliver media content. The media access function for example may be further sub-divided into content delivery protocols, codecs, media types and metadata representation. 
The following interfaces and APIs may be defined for Media Delivery:
-	M1 (Provisioning API): External API, exposed by the Media AF which enables the Media Application Provider to provision the usage of the 5G Media Delivery and to obtain feedback.
-	M2 (User Plane interface): External interface provided by the Media AS and used when the Media AS in the trusted DN to exchange data media data with the application service provider.
-	M3: (Server Configuration API): API used to exchange information between Media AF and Media AS for configuration purposes.
-	M4 (Media Delivery Interface): Interface and reference point between media access function and Media AS in order to exchange media content.
-	M5 (Session Handling API): APIs exposed by a Media AF to the Media Session Handler for media session handling, control, reporting and assistance that also include appropriate security mechanisms, e.g. authorization and authentication.
-	M6 (Client Configuration APIs): APIs exposed by a Media Session Handler to the Application and media access function for client-internal communication.
-	M7 (Media Access APIs): APIs exposed by a Media Access function to configure and communicate with the Media access function.
-	M8 (Application reference point): application interface used for information exchange between the Media Application and the Media Application Provider. 
While on architecture and interface level, commonalities are pretty obvious, questions may arise what is common on the next level. For this, the core functions are further divided into 
 -	Media Delivery Functions including codecs, content delivery protocol, encapsulation
-	Media Session Handling functions
What has been of lower priority until now, but is getting more importance and never found a real home, are aspects around HTTP versions, HTTP headers in use, the usage and configuration for HTTP and QUIC for media user plane services, secure media delivery, and so on. While some of those aspects may be dealt specifically for a stack, some layering is needed, and also components, extensions and profiling of these stacks is needed.
A summary what may be useful for either of the frameworks is provided in Table 1.
[bookmark: _Ref135049892]Table 1 Overview of media and media handling functions in different service scenarios
	Feature
	Downlink media streaming
	Uplink media streaming
	Real-time communication

	Media Delivery Functions and Protocols

	CMAF
	Yes
	yes
	No

	DASH/HLS
	Yes
	No
	No

	MP4
	Yes
	No
	No

	RTP/AVP
	Not until now
	Not until now
	No

	webRTC
	Not until now
	Not until now
	yes

	HTTP/1.1 and TCP/IP
	Yes
	Yes
	No

	HTTP/2
	Yes
	Yes
	No

	HTTP/3 and QUIC
	Yes
	Yes
	No

	UDP/IP
	Yes
	Yes
	yes

	Media Handling Functions

	Service Access
	Yes
	Yes
	Yes
In form of configuration information

	Content hosting
	Yes
	No
	???

	Content publishing
	No
	Yes
	???

	Content preparation
	Yes
	No
	???

	Network assistance
	Yes
	Yes
	Yes

	Dynamic policies
	Yes
	Yes
	Yes

	Remote control
	No
	Yes
	???

	Consumption reporting
	Yes
	No
	Yes

	QoE metrics reporting
	Yes
	???
	???

	Service URL Handling
	Yes
	Yes
	Yes

	Edge Computing
	Yes
	Yes
	Yes

	eMBMS delivery
	Yes
	No
	???

	Data Collection
	Yes
	???
	???

	MBS delivery
	Yes
	No
	???

	Event exposure
	Yes
	Yes
	???



At the end, many of the features collected above may be considered a toolbox which are applicable to different service scenarios. Differences for the different service scenarios in the content delivery protocols as well as in the applicable tools.
[bookmark: _Toc151022461]3	Generalized Media Delivery architecture
[bookmark: _Toc151022462]3.1	Generalized Media Delivery in the 5G System
Due to the similarity of the 5GMS architecture (as defined in the present document) to the architecture for Real-Time Communication (RTC) defined in TS 26.506 [X], the RTC functions and 5GMS functions may share or may make use of many common functionalities for both media session handling and media delivery. While a full integration of 5GMS and RTC is not addressed in the present document, a generalized 5G media architecture that integrates 5GMS and RTC can be represented as shown in figure 3.1-1.


Figure 3.1-1: Generalized media support within the 5G System
In this representation:
-	The 5GMS AF is one possible realisation of the general Media AF.
-	the 5GMS AS is one possible realisation of the general Media AS.
-	The 5GMS Client is part of the general Media Client.
[bookmark: _Toc151022463]3.2	Reference architecture for Media Delivery
A functional description with additional details as well as reference points is provided below, as illustrated in figure 3.2-1.


NOTE 1:	Exposed APIs are named in italics.
NOTE 2:	If the Media Client is deployed as a monolithic functional block, it may choose not to expose interfaces externally at reference point M11.
Figure 3.2-1: Generalized 5G Media Delivery architecture
[bookmark: _Toc151022464]3.3	Network Functions and UE entities
Functional definitions may be generalized as follows:
-	Media AF: An Application Function similar to that defined in clause 6.2.10 of TS 23.501 [Y] dedicated to Media Delivery.
-	Media AS: An Application Server dedicated to Media Delivery.
-	Media Client: A UE internal function dedicated to Media Delivery comprising:
-	Media Session Handler: An entity on the UE that communicates with the Media AF in order to establish, control and support the delivery of a media session.
-	Media Access Function: An entity on the UE that communicates with the Media AS in order to access and deliver media content. The media access function for example may be further sub-divided into content delivery protocols, codecs, media types and metadata representation.
-	Media-aware Application: An application entity on the UE that makes use of 3GPP-defined APIs to invoke the Media Session Handler and/or the Media Access Function in order to support Media Delivery.
NOTE:	An application (e.g., a web browser application) that does not invoke either the Media Session Handler or the Media Access Function using 3GPP-defined APIs is not considered a Media-aware Application and is not mapped into the generalized Media Delivery reference architecture.
Table 3.3-1 Mapping of 5GMS functions to generalized Media Delivery architecture
	Generalized media architecture function
	5GMSd function
	5GMSu function
	RTC function

	Media AF
	5GMSd AF
	5GMSu AF
	RTC AF

	Media AS
	5GMSd AS
	5GMSu AS
	RTC AS

	Media Client
	5GMSd Client
	5GMSu Client
	RTC endpoint

	
	Media Session Handler
	Media Session Handler
	RTC Media Session Handler

	
	Media Access Function
	Media Stream Handler (Media Player)
	Media Stream Handler (Media Streamer)
	WebRTC Framework

	Media Application Provider
	5GMSd Application Provider
	5GMSu Application Provider
	RTC Application Provider

	Media-aware Application
	5GMSd-Aware Application
	5GMSu-Aware Application
	Native WebRTC App



[bookmark: _Toc151022465]3.4	Reference points
The following reference points are defined for Media Delivery:
M1:	Reference point between the Media Application Provider and the Media AF for the provisioning of Media Delivery.
M2:	Reference point between the Media Application Provider and the Media AS for the purposes of ingesting media into the Media AS or egesting media from the Media AS.
NOTE 1:	Reference point M2 is not defined by the RTC architecture in this release.
M3:	Reference point between the Media AF and the Media AS for the purposes of Media AS configuration and/or for media session handling in relation to Media Delivery.
NOTE 2:	Reference point M3 is defined by the RTC architecture in this release but specification is for future study.
M4:	Reference point between the Media AS and the Media Access Function in the UE for the purpose of downlink transport of media from the Media AS to the Media Access Function ("content distribution") or uplink transport of media from the Media Access Function to the Media AS ("content contribution").
NOTE 3:	Session setup signalling at reference point RTC‑4 lies outside the scope of reference point M4.
M5:	Reference point between the Media AF and the Media Session Handler in the Media Client for the purpose of media session handling in relation to Media Delivery.
M6:	Reference point between the Media-aware Application and the Media Session Handler for the purpose of configuring the Media Session Handler.
M7:	Reference point between the Media-aware Application and the Media Access Function for the purpose of media access control.
M8:	Reference point between the Media-aware Application and the Media Application Provider.
NOTE 4:	Reference point M8 is private and therefore beyond the scope of standardisation.
M9:	Reference point between one instance of the Media AF and another for the purpose of Media AF instance chaining.
NOTE 5:	The details of reference point M9 are for future study.
NOTE 5bis:	Reference point M9 is not defined by the 5GMS architecture in this release.
NOTE 5ter:	Reference point M9 is not defined by the RTC architecture in this release.
M10:	Reference point between one instance of the Media AS and another for the purpose of peer-to-peer media transport between different Media Clients.
NOTE 6:	Reference point M10 is not defined by the 5GMS architecture in this release.
NOTE 6bis:	Reference point M10 is not defined by the RTC architecture in this release.
M11:	Reference point between the Media Session Handler and the Media Access Function (both in the Media Client) for the purpose of configuring the Media Session Handler and/or media access control.
Table 3.4-1 Mapping of 5GMS reference points to generalized 5G Media Delivery architecture
	Generalized media architecture reference point
	5GMSd reference point
	5GMSu reference point
	RTC
reference point

	M1
	M1d
	M1u
	RTC‑1

	M2
	M2d
	M2u
	Not defined

	M3
	M3d
	M3u
	RTC‑3

	M4
	M4d
	M4u
	RTC‑4

	M5
	M5d
	M5u
	RTC‑5

	M6
	M6d
	M6u
	RTC‑6

	M7
	M7d
	M7u
	RTC‑7

	M8
	M8d
	M8u
	RTC‑8

	M9
	Not defined
	Not defined
	Not defined

	M10
	Not defined
	Not defined
	Not defined

	M11
	M6d, M7d
	M6u, M7u
	Unlabelled
RTC‑11?



[bookmark: _Toc151022466]3.5	Interfaces and APIs
[bookmark: _Toc151022467]3.5.1	Interfaces and APIs supporting media session handling
The Media AF exposes the following network service interfaces for media session handling:
-	Provisioning API (Maf_Provisioning): External API, exposed to the Media Application Provider by the Media AF at reference point M1 to provision the usage of the Media Delivery and to obtain feedback.
-	Media Session Handling API (Maf_SessionHandling) exposed by a Media AF to the Media Session Handler at reference point M5 and/or to the Media AS at reference point M3 for media session handling, control, reporting and assistance that also include appropriate security mechanisms, e.g. authorization and authentication.
The Media Session Handler exposes the following UE APIs for media session handling:
-	Media Session Handling Client API: exposed by the Media Session Handler to the Media-aware Application at reference point M6 and to the Media Access Function at reference point M11, for configuring media session handling, including service launch.
[bookmark: _Toc151022468]3.5.2	Interfaces and APIs supporting media transport
The Media AS exposes the following network service interfaces to support media transport:
-	Media Application Server Configuration API (Mas_Configuration) used by the Media AF at reference point M3 to configure the Media AS.
The Media AS exposes the following media transport interfaces:
-	Application Provider media transport interface between the Media AS and the Media Application Provider, used to exchange media data using a media transport protocol at reference point M2.
-	Client-facing media transport interface between the Media Access Function and the Media AS, used to exchange media data using a media transport protocol at reference point M4.
The Media Access Client exposes the following UE APIs for media access control:
-	Media Access Control API exposed by the Media Access Function to the Media-aware Application at reference point M7 and to the Media Session Handler at reference point M11, in order to configure and communicate with the Media Access Function.
[bookmark: _Toc151022469]3.5.3	Interfaces and APIs supporting application functionality
The Media Application Provider exposes the following network service interfaces to support application functionality:
-	Application-private API used for information exchange between the Media-aware Application and the Media Application Provider at reference point M8.
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[bookmark: _Toc151022470]4	Refactoring the OpenAPI
[bookmark: _Toc151022471]4.1	Media Delivery provisioning APIs
It is proposed to refactor the APIs for provisioning the 5GMS AF at reference point M1 to the following Media AF provisioning APIs:
	Rel-17 API name
	Rel-17 base URL
	Proposed Rel-18 API name
	Proposed Rel-18 base URL

	M1_ProvisioningSessions
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/
	Maf_Provisioning_‌ProvisioningSessions
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌provisioning-sessions/

	M1_ContentProtocolsDiscovery
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌protocols
	Maf_Provisioning_‌ContentProtocols
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌content-protocols

	M1_ServerCertificates‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌certificates/
	Maf_Provisioning_‌ServerCertificates
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌server-certificates/

	M1_PolicyTemplates‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌policy-templates/
	Maf_Provisioning_‌PolicyTemplates
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌policy-templates/

	M1_ContentPreparationTemplates‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌content-preparation-templates/
	Maf_Provisioning_‌ContentPreparationTemplates
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌content-preparation-templates/

	M1_ContentHostingProvisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌content-hosting-configuration
	Maf_Provisioning_‌ContentHosting
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌content-hosting-configuration

	(New in Rel-18)
	(New in Rel-18)
	Maf_Provisioning_‌ContentPublishing
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌content-publishing-configuration

	M1_ConsumptionReporting‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌consumption-reporting-configuration
	Maf_Provisioning_‌ConsumptionReporting
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌consumption-reporting-configuration

	M1_MetricsReporting‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌metrics-reporting-configuration
	Maf_Provisioning_‌MetricsReporting
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌metrics-reporting-configurations/

	M1_EdgeResources‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌edge-resources-configurations/
	Maf_Provisioning_‌EdgeResources
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌edge-resources-configurations/

	M1_EventDataProcessing‌Provisioning
	{apiRoot}/3gpp-m1/{apiVersion}/‌provisioning-sessions/‌{provisioningSessionId}/‌event-data-processing-configurations/
	Maf_Provisioning_‌EventDataProcessing
	{apiRoot}/3gpp-maf-provisioning/{apiVersion}/‌event-data-processing-configurations/



[bookmark: _Toc151022472]4.2	Network Media Session Handling APIs
It is proposed to refactor the APIs for media session handling at reference point M5 (and M3) as follows.
-	In each case, an alternative base URL is proposed corresponding to the linked proposal in S4-231642 to make these API endpoints session-oriented.

NOTE: 	During SA4#126 it was agreed to use the first option in the Proposed base URL column in the design moving forward unless strong concerns are raised in an upcoming meeting that this decision has deficiences and the second option can address those.

	Rel-17 API name
	Rel-18 base URL
	Proposed API name
	Proposed base URL

	M5_ServiceAccessInformation
	{apiRoot}/3gpp-m5/{apiVersion}/‌service-access-information/‌{provisioningSessionId}
	Maf_SessionHandling_‌ServiceAccessInformation
	{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌service-access-informations/‌{externalServiceId}
or
{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌sessions/‌{sessionId}

	M5_DynamicPolicies
	{apiRoot}/3gpp-m5/{apiVersion}/‌dynamic-policies/
	Maf_SessionHandling_‌DynamicPolicy
	{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌dynamic-policies/
or
{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌sessions/‌{sessionId}/‌dynamic-policies/

	M5_NetworkAssistance
	{apiRoot}/3gpp-m5/{apiVersion}/‌network-assistance-sessions/
	Maf_SessionHandling_‌NetworkAssistance
	{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌network-assistance-sessions/
or
{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌sessions/‌{sessionId}/‌network-assistance-sessions/

	M5_MetricsReporting
	{apiRoot}/3gpp-m5/{apiVersion}/‌metrics-reporting
	Maf_SessionHandling_‌MetricsReporting
	{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌metrics-reporting
or
{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌sessions/‌{sessionId}/‌metrics-reporting

	M5_ConsumptionReporting
	{apiRoot}/3gpp-m5/{apiVersion}/‌consumption-reporting
	Maf_SessionHandling_‌ConsumptionReporting
	{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌consumption-reporting
or
{apiRoot}/3gpp-maf-session-handing/‌{apiVersion}/‌sessions/‌{sessionId}/‌consumption-reporting



[bookmark: _Toc151022473]5	General Agreements
[bookmark: _Toc151022474]5.1 	During SA4#126
It was agreed to 
1. To revise TS 26.501 CR0074 and TS 26.506 CR0001 to align with the revised generalised architecture as described clause 3.
2. the 5GMS or RTC architecture has precedence over the generalised architecture in case of misalignment between the two.
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