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* * * * 1st change * * * *
[bookmark: _Toc129708869]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	ITU-T Rec H.264: "Advanced video coding specification".
https://www.itu.int/rec/T-REC-H.264-202108-I/en
[3]	ITU-T Rec H.265: "High efficiency video coding specification ".
https://www.itu.int/rec/T-REC-H.265-202108-I/en
[x1]	Chromium WebRTC Implementation https://source.chromium.org/chromium/chromium/src/+/main:third_party/webrtc/media/base/media_constants.cc;l=17?q=kVideoMtu&ss=chromium
[x2]	Linux Manual Page - Linux IPv4 protocol implementation                                                                  https://man7.org/linux/man-pages/man7/ip.7.html
[x3]	Linux Manual Page - Linux IPv6 protocol implementation                              https://man7.org/linux/man-pages/man7/ipv6.7.html
…
* * * * End of 1st change * * * *

* * * * 2nd change * * * *
4.4.2.4	Semantics
The semantics of the fields of the RTP Header Extension for the marking of PDU Set and End of Bursts are defined as follows:
-	End PDU of the PDU Set [E] (1 bit): This field is a flag that shall be set to 1 for the last PDU of the PDU Set and set to 0 for all other PDUs of the PDU Set.
-	End of Data Burst [EDB] (3 bits): The EDB field is 3 bits in length and indicates the end of a Data Burst. The 3 bits encode the End of Data Burst indication as per the encoding and guidelines provided in Clause 4.4.2.6.1.
-	PDU Set Importance [PSI] (4 bits): The PDU Set Importance field indicates the importance of this PDU Set compared to other PDU Sets within the same QoS flow. Lower values shall indicate a higher importance PDU Set with the highest importance PDU Set indicated by 0 and the lowest importance PDU Set indicated by 15.
NOTE 1:	A complete set of guidelines for setting the PSI field for various audio/video codecs are provided in Clause 4.4.2.6.2
Editor’s Note: AS/UE are unaware of QoS flows and so the above text needs to be revised to remove the term. The PSI value needs to be set considering one or more RTP streams (depending on multiplexing and other aspects that are under discussion in reference to the guidelines).  Once the guidelines are finalized, the text above will be revised possibly with the introduction of a new term in place for QoS flow that consists of one or more RTP streams.
-	PDU Set Sequence Number [PSSN] (10 bits): The field encodes the sequence number of the PDU Set to which the current PDU belongs acting as a 10-bit numerical identifier for the PDU Set.
NOTE 2:	This value wraps around at 1023, however, using the RTP packet sequence number and PSSN pair a receiver may uniquely distinguish between any PDU Sets.
-	PDU Sequence Number within a PDU Set [PSN] (6 bits): The sequence number of the current PDU within the PDU Set. The PSN shall be set to 0 for the first PDU in the PDU Set and incremented monotonically for every PDU in the PDU set in order of transmission from the sender. 
NOTE 3:	A receiver may use the RTP packet sequence number together with the PSN to distinguish between PDUs within a PDU Set that contains more than 64 PDUs.
-	PDU Set Size [PSSize] (24 bits): The PDU Set Size indicates the total size of all PDUs of the PDU Set to which this PDU belongs. This field is optional and subject to an SDP signaling offer/answer negotiation, where the Application Server may indicate whether it will be able to provide the size of the PDU Set for that RTP stream. If not enabled, the field should not be present. If enabled, but the Application Server is not able to determine the PDU Set Size for a particular PDU Set, it should set the value to 0 in all PDUs of that PDU Set. The PSSize shall indicate the size of a PDU Set including RTP/UDP/IP header encapsulation overhead of its corresponding PDUs. The PSSize is expressed in bytes. 
NOTE 4:	This field may be optionally present given the signaling of the “pdu-set-size” extension attribute in the SDP offer/answer negotiation as per Clause 4.4.2.5.
NOTE 5:	Guidelines to set the PDU Set Size in bytes by an Application Server are provided in Clause 4.4.2.6.3.
* * * * End of 2nd change * * * *

* * * * 3rd change * * * *

4.4.2.6.3	PDU Set Size Field
The PDU Set Size field may be present in the RTP HE for PDU Set marking if appropriately enabled for an RTP sender as per Clause 4.4.2.5. In case the PDU Set Size is enabled the application shall express the PDU Set Size in bytes as per the PSSize semantics defined in Clause 4.4.2.4.
The PDU Set Size value of a PDU Set should be determined by the RTP sender based on the RTP payload corresponding to the PDU Set, transmission path MTU Size, or alternatively, maximum RTP SDU size, and network IP transport configuration. 
The RTP sender should follow the corresponding steps in determining the PDU Set Size.
1. The RTP sender should receive from a media encoder (e.g., a H.264 encoder, a H.265 encoder) an RTP payload corresponding to a PDU Set. The size of the received RTP payload (R) should be determined in bytes.
2. The RTP sender should perform next RTP fragmentation and packetization of the RTP payload. The maximum size of an RTP packet SDU (S) should be determined given a transmission path MTU size, or alternatively, a preconfigured maximum RTP SDU payload size less than the path MTU size. The RTP sender should determine the number of RTP packets (P) post-fragmentation given S and a packetization configuration of the RTP payloader. The RTP payloader should implement the payload formatting according to the corresponding payload type of the PDU Set (e.g., RFC 6184 for H.264, RFC 7798 for H.265) and the packetization configuration to yield the P RTP packets SDUs.  P corresponds to the number of PDUs of the PDU Set.
NOTE 1: Some WebRTC implementations [x1] in commercial user agents configure a maximum RTP SDU size of 1200 bytes compliant also with the recommendations of RFC 8200 and further corresponding to an MTU Size of 1280 bytes. Other valid configurations exploiting larger MTU Size based on path MTU discovery protocols, RFC 1191, RFC 8201, or may apply up to the RTP stack implementation capabilities.
NOTE 2: It is generally assumed that the configuration of the RTP payloader ensures RTP packets resulted post-packetization do not violate the MTU Size. In addition, the RTP payloader may be configured by applications to favor low-latency delivery. For example, in some cases of RTP H.264 payload types, the RTP payloader may be configured to operate in packetization-mode 1 (i.e., “non-interleaved mode” as per RFC 6184 Clause 6.3) to allow for RTP packets to contain NAL units in decoding order and to map an RTP packet to a single NAL unit packet (as per RFC 6184, Clause 5.6), a STAP-A packet (as per RFC 6184, Clause 5.7.1) or a FU-A packet (as per RFC 6184, Clause 5.8). In other cases, applications may select other RTP payloader configuration up to implementation and application requirements. 
3. The RTP sender should determine for each one of the PRTP packets the size of the RTP header overhead including any header extensions overhead (Rh_p) as configured based on the SDP offer-answer negotiation.
NOTE: It may be possible for different PDUs in a PDU Set to contain distinct RTP header extensions besides the common RTP HE for PDU Set marking such that Rh_p may differ among different PDUs of a PDU Set.
4. The RTP sender should further determine per RTP packet the size of the UDP/IP headers overhead associated with an OS UDP socket sending out the RTP packets. This may be done by the RTP sender using UDP socket options available programmatically over OS network stack API calls or based on SDP configured IP endpoints and corresponding transmission IP addresses. The RTP sender should determine the type of the underlying IP version used for transport, i.e., IPv4 and IPv6, and determine accordingly the IP header overhead (Ih_p) for each encapsulated RTP packet. If IPv4 options are configured for the UDP socket, or alternatively, if IPv6 header extensions are sent over the UDP socket, the RTP sender should consider the additional incurred size these have to the IP header overhead (Ih_p) of each RTP packet.  The RTP sender should consider a fixed size UDP header overhead (Uh) of 8 bytes for each RTP packet.
NOTE 1: In case no IPv4 header options are used, the RTP sendershould consider Ih_p corresponding to 20 bytes per RTP packet for IPv4. Whereas, in case no IPv6 extension headers are used, the RTP sender should consider Ih_p corresponding to 40 bytes per RTP packet for IPv6.
NOTE 2: For example, in case of Linux-based open-source OSs, any additional IPv4 options up to 40 bytes may be set and accessed programmatically based on socket API calls and predefined socket options [x2] (e.g., setsockopt/getsockopt, IP_OPTIONS). Similarly, any additional IPv6 header extensions send out as control messages to a remote may be set and accessed programmatically based on socket API calls [x3] (e.g., sendmsg, IPV6_DSTOPTS etc.). The RTP sender may make use of these APIs or other ones up to the RTP sender implementation to determine additional optional overheads to the IP header overhead, Ih_p.
5. The RTP sender should determine the PDU Set Size as the sum in bytes of all RTP/UDP/IP headers overhead of each one of the P packets and the received RTP payload corresponding to the PDUs of the PDU Set, e.g., PSSize =R + (Ih_p + Uh_p + Rh_p) . The value should be indicated in the PSSize field of the RTP HE for PDU Set marking for all PDUs of the PDU Set before the corresponding RTP PDUs are sent over the UDP socket.
In case any of the above steps fails to determine for a PDU Set any of the Ih_p, Uh_p, Rh_p, P, R, the RTP sender should set the PSSize to 0 for the PDU Set.
NOTE: The PDU Set Size guidelines above are generally applicable to video and audio media payload types.
NOTE: These detailed guidelines are FFS.
* * * * End of 3rd change * * * *

