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1. [bookmark: _Toc504713888]Introduction
As part of the objectives of the 5GMS_Pro_Ph2 work item, this document introduces HTTP/3 support for use in 5GMS protocols.
This document uses the current text for HTTP/2 support as a template for HTTP/3. 
1. [bookmark: _Hlk72962228]Changes to 26.512
The following Clauses of TS 26.512 are to be updated:
=====  CHANGE  =====
[bookmark: _Toc73951168]2	References
[24]	IETF RFC 72309112: "HTTP/1.1Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing", June 2022.
[25]	IETF RFC 72319110: "HTTP SemanticsHypertext Transfer Protocol (HTTP/1.1): Semantics and Content", June 2022.
[26]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".Void
[27]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".Void
[28]	IETF RFC 72349111: "HTTP Hypertext Transfer Protocol (HTTP/1.1): Caching".
[29]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".Void
[30]	IETF RFC 52468446: "The Transport Layer Security (TLS) Protocol V8rsion 1.32", August 2018..
[31]	IETF RFC 75409113: "Hypertext Transfer Protocol Version 2 (HTTP/2)", June 2022..
[QUIC]	IETF RFC 9000: "QUIC: A UDP-Based Multiplexed and Secure Transport", May 2021.
[QUIC-TLS]	IETF RFC 9001: "Using TLS to Secure QUIC", May 2021.
[HTTP/3]	IETF RFC 9114, " HTTP/3", June 2022
[bookmark: _Hlk88005488]=====  CHANGE  =====
[bookmark: _Toc68899554][bookmark: _Toc71214305][bookmark: _Toc71721979][bookmark: _Toc74859031][bookmark: _Toc74917160]6.2	Usage of HTTP
[bookmark: _Toc68899555][bookmark: _Toc71214306][bookmark: _Toc71721980][bookmark: _Toc74859032][bookmark: _Toc74917161]6.2.1	HTTP protocol version
[bookmark: _Toc68899556][bookmark: _Toc71214307][bookmark: _Toc71721981][bookmark: _Toc74859033][bookmark: _Toc74917162]6.2.1.1	5GMS AF
Implementations of the 5GMS AF shall expose both HTTP/1.1 [24] and HTTP/2 [31] endpoints at interfaces M1 and M5, including support for the HTTP/2 starting mechanisms specified in section 3 of RFC 7540 [9113 [31]. In both protocol versions, TLS [29] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
Implementations of the 5GMS AF shall expose HTTP/3 [HTTP/3] endpoints at interfaces M1 and M5, including support for the HTTP/3 starting mechanisms specified in section 3 of [HTTP/3]. In HTTP/3, the QUIC protocol [QUIC] is used for transport, and TLS [QUIC-TLS] is used for the initial handshake and key exchange.
The 5GMS Application Provider may use any supported HTTP protocol version at interface M1.
The Media Session Handler may use any supported HTTP protocol version at interface M5.
All responses from the 5GMS AF that carry a message body shall include a strong entity tag in the form of an ETag response header and a modification timestamp in the form of a Last-Modified response header.
All endpoints shall support the conditional HTTP requests If-none-Match and If-Modified-Since.
[bookmark: _Toc68899557][bookmark: _Toc71214308][bookmark: _Toc71721982][bookmark: _Toc74859034][bookmark: _Toc74917163]6.2.1.2	5GMS AS
Implementations of the 5GMS AS shall expose HTTP/1.1 [24] endpoints at interfaces M2 and M4 and may additionally expose HTTP/2 [31] endpoints at these interfaces. In both protocol versions, TLS [30] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
Implementations of the 5GMS AS may expose HTTP/3 [HTTP/3] endpoints at interfaces M2 and M4, In HTTP/3, the QUIC protocol [QUIC] is used for transport, and TLS [QUIC-TLS] is used for the initial handshake and key exchange.  
[bookmark: _Hlk90219706]For pull-based content ingest, the 5GMS Application Provider shall expose an HTTP/1.1-based origin endpoint to the 5GMSd AS at interface M2 and may additionally expose an HTTP/2-based origin endpoint. The 5GMS Application Provider may additionally expose an HTTP/3-based origin endpoint to the 5GMSd AS at interface M2.
For push-based content ingest, the 5GMS Application Provider may use any supported HTTP protocol version at interface M2.
NOTE:	Any supported HTTP protocol version can be used for HTTP pull-based content ingest over the M2 interface, but DASH-IF push-based content ingest is described in "Specification of Live Media Ingest" [3], and this protocol is defined for HTTP/1.1 only. The intent is that if and when that specification is updated to support HTTP/2 and or HTTP/3, these HTTP versions can also be used for push-based content ingest over interface M2 in 5G deployments. 
The Media Stream Handler may use any supported HTTP protocol version at interface M4.
=====  CHANGE  =====
[bookmark: _Toc68899559][bookmark: _Toc71214310][bookmark: _Toc71721984][bookmark: _Toc74859036][bookmark: _Toc74917165]6.2.3	Usage of HTTP headers
[bookmark: _Toc68899560][bookmark: _Toc71214311][bookmark: _Toc71721985][bookmark: _Toc74859037][bookmark: _Toc74917166]6.2.3.1	General
Standard HTTP headers shall be used in accordance with clause 5.2.2 of TS 29.500 [21] for both HTTP/1.1, and HTTP/2 and HTTP/3 messages.
===== END CHANGES =====

1. Proposal
It is proposed to produce a CR at the next SA4 meeting proposing the above changes on 26.512.

	 


