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=====  CHANGE =====
[bookmark: _Toc68899465][bookmark: _Toc71214216][bookmark: _Toc71721890][bookmark: _Toc74858942][bookmark: _Toc123800650]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

…
[X]	CTA-5005: "Web Application Video Ecosystem – DASH-HLS Interoperability Specification".
=====  CHANGE =====
[bookmark: _Toc68899533][bookmark: _Toc71214284][bookmark: _Toc71721958][bookmark: _Toc74859010][bookmark: _Toc123800729]4.7.2.1	General
[bookmark: _MCCTEMPBM_CRPT71130110___7]Service Access Information is the set of parameters and addresses needed by the 5GMSd Client to activate reception of a downlink media streaming session or by a 5GMSu Client to activate an uplink media streaming session for contribution. The data model of the ServiceAccessInformation resource acquired by the Media Session Handler of the 5GMS Client is shown in clause 11.2.3. Service Access Information additionally includes configuration information to allow the Media Session Handler to invoke procedures for dynamic policy (see clause 4.7.3), consumption reporting (clause 4.7.4), metrics reporting (clause 4.7.5) and network assistance (clause 4.7.6).
For downlink media streaming, the Media Session Handler may obtain Service Access Information from either the 5GMSd-Aware Application (via M6d) or the 5GMSd AF (via M5d). In the former case, the Service Access Information is initially acquired by the 5GMSd-Aware Application from the 5GMSd Application Provider via M8d. In the latter case, the Service Access Information is derived by the 5GMSd AF from the Provisioning Session established via M1d.
Typically, the Service Access Information for downlink media streaming includes a media entry point (e.g. a URL to a DASH MPD or a URL to a progressive download file) that can be consumed by the Media Player and is handed to the Media Player through M7d. According to clause 4.2.3 of TS 26.501 [2], a set of pointers to documents may be provided that each define an equivalent media presentation, e.g. MPD for DASH content or URL to a video clip file. Each member of the set may specify additional details to aid selection by the 5GMS Client, including content type, profile indicators and precedence.
[bookmark: _MCCTEMPBM_CRPT71130111___7]If an Edge Resources Configuration with client-driven management (EM_CLIENT_DRIVEN) is provisioned in the applicable Provisioning Session, the 5GMSd AF shall convey the ClientEdgeResources‌Configuration to the Media Session Handler (via M5d) as part of the Service Access Information.
NOTE:	The requirements on an edge-enabled Media Session Handler are defined in clause 4.5.2 of TS 26.501 [2].
For downlink media streaming exclusively via eMBMS and for hybrid 5GMSd/eMBMS services as defined in clauses 5.10.2 and 5.10.5 respectively of TS 26.501 [2], the Service Access Information indicates that the 5GMSd Client acts as an MBMS-Aware Application.
For dynamically provisioned downlink media streaming via eMBMS as defined in clause 5.10.6 of TS 26.501 [2], the 5GMSd AS creates a presentation manifest that is regularly polled by the Media Player for a potential update. When an eMBMS User Service carrying the 5GMSd content is dynamically provisioned or removed by the 5GMSd AF, the 5GMSd AS shall update the presentation manifest with the locations where the updated manifest and the media segments are now available, for example to add or change to the media server in the MBMS Client.
For uplink media streaming, the 5GMSu Client may obtain Service Access Information from either the 5GMSu-Aware Application (via M6u/M7u) or the 5GMSu AF (via M5u). In the former case, the Service Access Information is initially acquired by the 5GMSu-Aware Application from the 5GMSu Application Provider via M8u. In the latter case, the Service Access Information is derived by the 5GMSu AF from the Provisioning Session established via M1u.
This clause specifies the procedures whereby the 5GMS Client fetches Service Access Information from the 5GMS AF.
=====  CHANGE =====
[bookmark: _Toc68899548][bookmark: _Toc71214299][bookmark: _Toc71721973][bookmark: _Toc74859025][bookmark: _Toc123800744]4.10	Procedures of the M8d interface
This clause defines basic procedures for M8d.
No specific procedures are defined but it is expected that the 5GMSd Application Provider can provide media session entry points to a 5GMSd-Aware Application through M8d. The 5GMSd-Aware Application would then initiate the media session by providing such an entry point to the 5GMSd Client through M7d. Multiple alternative entry points of the same media service may be provided.
=====  CHANGE =====
[bookmark: _Toc68899614][bookmark: _Toc71214365][bookmark: _Toc71722039][bookmark: _Toc74859091][bookmark: _Toc123800824]7.6.3.1	ContentHostingConfiguration resource
[bookmark: _MCCTEMPBM_CRPT71130281___7]The data model for the ContentHostingConfiguration resource is specified in table 7.6.3.1-1 below:
Table 7.6.3.1-1: Definition of ContentHostingConfiguration resource
	Property name
	Data Type
	Cardinality
	Description

	name
	[bookmark: _MCCTEMPBM_CRPT71130282___7]String
	1..1
	A name for this Content Hosting Configuration.

	ingestConfiguration
	[bookmark: _MCCTEMPBM_CRPT71130283___7]Object
	1..1
	Describes the 5GMSd Application Provider's origin server from which media resources will be ingested via interface M2d.

		pull
	[bookmark: _MCCTEMPBM_CRPT71130285___7]Boolean
	1..1
	Indicates whether to the 5GMSd AS shall use Pull or Push for ingesting the content.

		protocol
	[bookmark: _MCCTEMPBM_CRPT71130286___7]Uri
	1..1
	A fully-qualified term identifier allocated in the name space urn:3gpp:5gms:content-protocol that identifies the content ingest protocol.
The set of supported protocols is defined in clause 8.

		baseURL
	AbsoluteUrl
	0..1
	A base URL (i.e. one that includes a scheme, authority and, optionally, path segments) from which content is ingested at reference point M2d for this ingest configuration.
In the case of Pull-based content ingest (pull flag is set to True), the base URL shall be provided to the 5GMSd AF to indicate the location from which content is to be pulled for this Content Hosting Configuration. A request received at reference point M4d is mapped by the 5GMSd AS to a URL at reference point M2d whose base is the value of this property.
In the case of Push-based content ingest (pull flag is set to False), this property is populated by the 5GMSd AF and returned to the 5GMSd Application Provider to indicate the base URL to which content for this Content Hosting Configuration is to be published.

	distributionConfigurations
	[bookmark: _MCCTEMPBM_CRPT71130288___7]Array(Object)
	1..1
	Specifies the distribution method and configuration for the ingested content.
More than one distribution may be configured for the ingested content, e.g. to offer different distribution configurations such as DASH and HLS.

		entryPoint	Comment by Thomas Stockhammer: There needs to be the ability to signal that multiple entry points share common resources.
	M1‌Media‌Entry‌Point
	0..1
	The Media Entry Point when this distribution configuration is used to describe a single content item.
Omitted when this distribution configuration describes multiple content items.

			relativePath
	RelativeUrl
	1..1
	A relative path (i.e. without a scheme or any leading forward slash characters) to the resource for the Media Entry Point. The semantics are dependent on the value of ingestConfiguration.protocol, as specified in clause 8.
The path shall be valid at reference point M2d when appended to the ingest base URL and at reference point M4d when appended to the distribution base URL.

			contentType
	String
	1..1
	The MIME content type of the Media Entry Point.
Used by the 5GMS Client to select a distribution configuration.

			profiles
	Array(Uri)
	0..1
	An optional list of conformance profile identifiers associated with the Media Entry Point, each one expressed as a URI. A profile URI may indicate an interoperability point, for example.
Used by the 5GMS Client to select a distribution configuration.
If present, the array shall contain at least one item.

		contentPreparationTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130289___7]ResourceId
	0..1
	Indicates that content preparation prior to distribution is requested by the 5GMSd Application Provider. It identifies the Content Preparation Template that shall be used as defined in clause 7.4.

		supplementary‌Distribution‌Networks
	[bookmark: _MCCTEMPBM_CRPT71130290___7]Array(<Distribution‌NetworkType, DistributionMode>
	0..1
	Specifies that the content for this distribution configuration is to be distributed via one of more supplementary networks. Each member of the array is a duple mapping a type of distribution network to a mode of distribution.
The same DistributionNetworkType value shall appear at most once in the array.

		canonicalDomainName
	[bookmark: _MCCTEMPBM_CRPT71130291___7]String
	0..1
	All resources of the current distribution shall be accessible through this default Fully Qualified Domain Name assigned by the 5GMSd AF.

		domainNameAlias
	[bookmark: _MCCTEMPBM_CRPT71130292___7]String
	0..1
	The 5GMSd Application Provider may assign another Fully-Qualified Domain Name through which media resources are additionally accessible at M4d.
This domain name is used by the 5GMSd AS to select an appropriate Server Certificate to present at M4d, and to set appropriate CORS HTTP response headers at M4d.
If this property is present, the 5GMSd Application Provider is responsible for providing in the DNS a CNAME record that resolves domainNameAlias to canonicalDomainName.

		baseURL
	AbsoluteUrl
	0..1
	A base URL (i.e. one that includes a scheme, authority and, optionally, path segments) from which content is made available to 5GMS Clients at reference point M4d for this distribution configuration.
The value is chosen by the 5GMSd AF when the Content Hosting Configuration is provisioned. It is an error for the 5GMSd Application Provider to set this.

		pathRewriteRules
	[bookmark: _MCCTEMPBM_CRPT71130293___7]Array(Object)
	0..1
	An ordered list of rules for rewriting the request URL paths of media resource requests handled by the 5GMSd AS.
If multiple rules match a particular resource's path, only the first matching rule, in order of appearance in this array, shall be applied.

			requestPathPattern
	[bookmark: _MCCTEMPBM_CRPT71130294___7]String
	1..1
	A regular expression [5] against which the path part of each 5GMSd AS request URL, including the leading "/", and up to and including the final "/", shall be compared. (Any leaf path element following the final "/" shall be excluded from this comparison.)
In the case of Pull-based ingest, the M4d download request path is used in the comparison.
In the case of Push-based ingest, the M2d upload request path is used in the comparison.
In either case, if the request path matches this pattern, the path mapping specified in the corresponding mappedPath shall be applied.

			mappedPath
	[bookmark: _MCCTEMPBM_CRPT71130295___7]String
	1..1
	A replacement for the portion of the 5GMSd AS request path that matches requestPathPattern.
In the case of Pull-based ingest, ingestConfiguration.entryPoint is concatenated with the mapped path and any leaf path element from the original M4d download request to form the M2d origin request URL.
In the case of Push-based ingest, canonicalDomainName (and, optionally, domainNameAlias) are concatenated with the mapped path and any leaf path element from the original M2d upload request to form the distribution URL(s) exposed over M4d.

		cachingConfigurations
	[bookmark: _MCCTEMPBM_CRPT71130296___7]Array(Object)
	0..1
	Defines a configuration of the 5GMSd AS cache for a matching subset of media resources ingested in relation to this Content Hosting Configuration.

			urlPatternFilter
	[bookmark: _MCCTEMPBM_CRPT71130297___7]String
	1..1
	A pattern that will be used to match media resource URLs to determine whether a given media resource is eligible for caching by the 5GMSd AS. The format of the pattern shall be a regular expression as specified in [5].

			cachingDirectives
	[bookmark: _MCCTEMPBM_CRPT71130298___7]Object
	1..1
	If a urlPatternFilter applies to a resource, then the provided cachingDirectives shall be applied by the 5GMSd AS at M4d, potentially overwriting any origin caching directives ingested at M2d.

				statusCodeFilters
	[bookmark: _MCCTEMPBM_CRPT71130299___7]Array(Integer)
	0..1
	The set of HTTP origin response status codes to which these cachingDirectives apply. The filter shall be provided as a regular expression as specified in [5].
If the list is empty, the CachingDirectives shall apply to all HTTP origin response status codes at M2d.

				noCache
	[bookmark: _MCCTEMPBM_CRPT71130300___7]Boolean
	1..1
	If set to True, this indicates that the media resources matching the filters shall not be cached by the 5GMSd AS and shall be marked as not to be cached when served by the 5GMSd AS at M4d.

				maxAge
	[bookmark: _MCCTEMPBM_CRPT71130301___7]Integer
	0..1
	The caching time-to-live period that shall be set on ingested media resources matching the filters. This determines the minimum period for which the 5GMSd AS shall cache matching media resources as well as the time-to-live period signalled by the 5GMSd AS at interface M4d when it serves such media resources.
The time-to-live for a given media resource shall be calculated relative to the time it was ingested.

		geoFencing
	[bookmark: _MCCTEMPBM_CRPT71130302___7]Object
	0..N
	Limit access to the content to the indicated geographic areas.

			locatorType
	[bookmark: _MCCTEMPBM_CRPT71130303___7]Uri
	1..1
	The type of the locators shall be indicated using a fully-qualified term identifier URI from the controlled vocabulary urn:3gpp:5gms:‌locator‑type, as specified in clause 7.6.4.6, or else from a vendor-specific vocabulary.

			locators
	[bookmark: _MCCTEMPBM_CRPT71130304___7]Array(String)
	1..1
	Array of locators from which access to the resources is to be allowed. The format of the locator strings shall be determined by the value of locatorType, as specified in clause 7.6.4.6.

		urlSignature
	[bookmark: _MCCTEMPBM_CRPT71130305___7]Object
	0..1
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content resource at M4d.

			urlPattern
	[bookmark: _MCCTEMPBM_CRPT71130306___7]String
	1..1
	A pattern that shall be used  by the 5GMSd AS to match M4d media resource URLs. The 5GMSd AS shall not serve a matching media resource at M4d unless it includes a valid authentication token calculated over the portion of the M4d request URL that matches this pattern. The format of the pattern shall be a regular expression as specified in [5].

			tokenName
	[bookmark: _MCCTEMPBM_CRPT71130307___7]String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the authentication token when required to do so.

			passphraseName
	[bookmark: _MCCTEMPBM_CRPT71130308___7]String
	1..1
	The name of the query parameter that is used to refer to the passphrase when constructing the authentication token.
Note that the token is not included in the cleartext part of the M4d URL query component.

			passphrase
	[bookmark: _MCCTEMPBM_CRPT71130309___7]String
	1..1
	The shared secret between the 5GMSd Application Provider and the 5GMSd AS for this distributionConfiguration.
The passphrase is used in the computation and verification of the M4d authentication token but is never sent in-the-clear over that interface.

			tokenExpiryName
	[bookmark: _MCCTEMPBM_CRPT71130310___7]String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the token expiry field.

			useIPAddress
	[bookmark: _MCCTEMPBM_CRPT71130311___7]Boolean
	1..1
	If set to True, the IP address of the UE is included in the computation of the authentication token for resources that match urlPattern and access to matching media resources shall be allowed by the 5GMSd AF only when the M4d request is made from a UE with this IP address.

			ipAddressName
	[bookmark: _MCCTEMPBM_CRPT71130312___7]String
	0..1
	The name of the M4d request query parameter that is encoded as part of the authentication token if the useIPAddress flag is set to True.
Note that the IP address is not passed in the cleartext part of the M4d URL query component.

		certificateId
	[bookmark: _MCCTEMPBM_CRPT71130313___7]ResourceId
	0..1
	When content is distributed using TLS [16], the X.509 [8] certificate for the origin domain is shared with the 5GMSd AF so that it can be presented by the 5GMSd AS in the TLS handshake at M4d. This attribute indicates the identifier of the certificate to use.



=====  CHANGE =====
[bookmark: _Toc68899651][bookmark: _Toc71214402][bookmark: _Toc71722076][bookmark: _Toc74859128][bookmark: _Toc123800876]11.2.3.1	ServiceAccessInformation resource type
The data model for the ServiceAccessInformation resource is specified in table 11.2.3.1-1 below. Different properties are present in the resource depending on the type of Provisioning Session from which the Service Access Information is derived (as indicated in the provisioningSessionType property) and this is specified in the Applicability column.
Table 11.2.3.1‑1: Definition of ServiceAccessInformation resource
	Property name
	Type
	Cardinality
	Usage
	Description
	Applicability

	provisioningSessionId
	[bookmark: _MCCTEMPBM_CRPT71130443___7]ResourceId
	1..1
	RO
	Unique identification of the M1 Provisioning Session.
	All types

	provisioningSession‌Type
	[bookmark: _MCCTEMPBM_CRPT71130444___7]Provisioning‌Session‌Type
	1..1
	RO
	The type of Provisioning Session.
	All types.

	streamingAccess
	[bookmark: _MCCTEMPBM_CRPT71130445___7]Object
	0..1
	RO
	
	downlink

	entryPoints
	Array(M5‌Media‌Entry‌Point)
	0..1
	RO
	A list of alternative Media Entry Points for the 5GMS Client to choose between.
	

		locator
	[bookmark: _MCCTEMPBM_CRPT71130447___7]AbsoluteUrl
	1..1
	RO
	A pointer to a document at reference point M2 that defines a media presentation e.g. MPD for DASH content or URL to a video clip file.
	

		contentType
	String
	1..1
	RO
	The MIME content type of this Media Entry Point.
	

		profiles
	Array(Uri)
	0..1
	RO
	An optional list of conformance profile URIs with which this Media Entry Point is compliant.
If present, the array shall contain at least one item.
	

	   selectionPriority
	UnsignedInt
	0 .. 1
	RO
	A relative priority among the entry points. Higher values indicate higher priority to select a certain entry type.
	Downlink

	[bookmark: _MCCTEMPBM_CRPT71130448___2]eMBMS‌Service‌Announcement‌Locator
	[bookmark: _MCCTEMPBM_CRPT71130449___7]AbsoluteUrl
	0..1
	RO
	A pointer to a document that defines a User Service Announcement for eMBMS where the service announcement file is available.
	[bookmark: _MCCTEMPBM_CRPT71130450___7]Downlink

	clientConsumptionReporting‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130451___7]Object
	0..1
	RO
	
	downlink

	[bookmark: _MCCTEMPBM_CRPT71130452___2]reportingInterval
	[bookmark: _MCCTEMPBM_CRPT71130453___7]DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between consumption report messages being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	[bookmark: _MCCTEMPBM_CRPT71130454___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130455___7]Array(AbsoluteUrl)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) where the consumption reporting messages are sent by the Media Session Handler. See NOTE.
Each address shall be an opaque base URL, following the 5GMS URL format specified in clause 6.1 up to and including the {apiVersion} path element.
	

	[bookmark: _MCCTEMPBM_CRPT71130456___2]locationReporting
	[bookmark: _MCCTEMPBM_CRPT71130457___7]Boolean
	1..1
	RO
	Stipulates whether the Media Session Handler is required to provide location data to the 5GMSd AF in consumption reporting messages (in case of MNO or trusted third parties).
	

	[bookmark: _MCCTEMPBM_CRPT71130458___2]accessReporting
	[bookmark: _MCCTEMPBM_CRPT71130459___7]Boolean
	1..1
	RO
	Stipulates whether the Media Session Handler is required to provide consumption reporting messages to the 5GMSd AF when the access network changes during a media streaming session.
	

	[bookmark: _MCCTEMPBM_CRPT71130460___2]samplePercentage
	[bookmark: _MCCTEMPBM_CRPT71130461___7]Percentage
	1..1
	RO
	The percentage of media streaming sessions that shall send consumption reports, expressed as a floating point value between 0.0 and 100.0.
	

	dynamicPolicyInvocation‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130462___7]Object
	0..1
	RO
	
	downlink,
uplink

	[bookmark: _MCCTEMPBM_CRPT71130463___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130464___7]Array(AbsoluteUrl)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) which offer the APIs for dynamic policy invocation sent by the Media Session Handler. See NOTE.
Each address shall be an opaque base URL, following the 5GMS URL format specified in clause 6.1 up to and including the {apiVersion} path element.
	

	[bookmark: _MCCTEMPBM_CRPT71130467___2]validPolicyTemplateIds
	[bookmark: _MCCTEMPBM_CRPT71130468___7]Array(ResourceId)
	1..1
	RO
	A list of Policy Template identifiers which the 5GMS Client is authorized to use.
	

	[bookmark: _MCCTEMPBM_CRPT71130469___2]sdfMethods
	[bookmark: _MCCTEMPBM_CRPT71130470___7]Array(SdfMethod)
	1..1
	RO
	A list of recommended service data flow description methods (descriptors), e.g. 5-Tuple, ToS, 2-Tuple, etc., which should be used by the Media Session Handler to describe the service data flows for the traffic to be policed.
	

	[bookmark: _MCCTEMPBM_CRPT71130471___2]externalReferences
	[bookmark: _MCCTEMPBM_CRPT71130472___7]Array(String)
	0..1
	RO
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the media streaming session.
Example: "HD_Premium".
	

	clientMetricsReporting‌Configurations
	[bookmark: _MCCTEMPBM_CRPT71130473___7]Array(Object)
	0..1
	RO
	
	downlink,
uplink

	metricsReporting‌ConfigurationId
	ResourceId
	1..1
	RO
	The identifier of this metrics reporting configuration, unique within the scope of provisioningSessionId.
The value shall be the same as the corresponding identifier provisioned at reference point M1.
	

	[bookmark: _MCCTEMPBM_CRPT71130474___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130475___7]Array(AbsoluteUrl)
	1..1
	RO
	A list of 5GMS AF addresses to which metrics reports shall be sent. See NOTE.
Each address shall be an opaque base URL, following the 5GMS URL format specified in clause 6.1 up to and including the {apiVersion} path element.
	

	scheme
	Uri
	1..1
	RO
	The metrics reporting scheme that metrics reports shall use (see clause 4.7.5).
	

	[bookmark: _MCCTEMPBM_CRPT71130476___2]dataNetworkName
	[bookmark: _MCCTEMPBM_CRPT71130477___7]Dnn
	0..1
	RO
	The DNN which shall be used when sending metrics reports. If not specified, the name of the default DN shall be used.
	

	[bookmark: _MCCTEMPBM_CRPT71130478___2]reportingInterval
	DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between metrics reports being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	[bookmark: _MCCTEMPBM_CRPT71130479___2]samplePercentage
	[bookmark: _MCCTEMPBM_CRPT71130480___7]Percentage
	1..1
	RO
	The percentage of media streaming sessions that shall report metrics, expressed as a floating point value between 0.0 and 100.0.
	

	[bookmark: _MCCTEMPBM_CRPT71130481___2]urlFilters
	[bookmark: _MCCTEMPBM_CRPT71130482___7]Array(String)
	0..1
	RO
	A non-empty list of URL patterns for which metrics reporting shall be done. The format of each pattern shall be a regular expression as specified in [5].
If not specified, reporting shall be done for all sessions.
	

	[bookmark: _MCCTEMPBM_CRPT71130483___2]Metrics
	[bookmark: _MCCTEMPBM_CRPT71130484___7]Array(String)
	1..1
	RO
	A list of metrics which shall be reported.
	

	networkAssistance‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130485___7]Object
	0..1
	RO
	
	downlink,
uplink

	[bookmark: _MCCTEMPBM_CRPT71130486___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130487___7]Array(AbsoluteUrl)
	1..1
	RO
	A list of 5GMS AF addresses (URLs) that offer the APIs for 5GMS AF-based Network Assistance, for access by the 5GMSd Media Session Handler. See NOTE.
Each address shall be an opaque URL, following the 5GMS URL format specified in clause 6.1 up to and including the {apiVersion} path element.
	

	client‌EdgeResources‌Configuration
	Object
	0..1
	RO
	Present only for Provisioning Sessions with client-driven edge computing management mode provisioned.
	Downlink,
uplink

		eligibilityCriteria
	Edge‌Processing‌Eligibility‌Criteria
	0..1
	RO
	Conditions for activating edge resources for media streaming sessions in the scope of this Service Access Information. (See clause 6.4.3.8.)
	

		easDiscoveryTemplate
	EAS‌Discovery‌Template
	1..1
	RO
	A template for the EAS discovery filter that shall be used by the EEC to discover and select a 5GMS EAS instance to serve media streaming sessions in the scope of this Service Access Information. (See clause 11.2.3.2.)
	

		easRelocation‌Requirements
	M5EAS‌Relocation‌Requirements
	0..1
	RO
	EAS relocation tolerance and requirements.
If absent, the EEC shall assume that relocation is tolerated by all 5GMS EAS instances in the scope of this Service Access Information. (See clause 11.2.3.3.)
	

	NOTE:	In deployments where multiple instances of the 5GMSd AF expose the Media Session Handling APIs at M5, the 5G System may use a suitable mechanism (e.g. HTTP load balancing or DNS resolution) to direct requests to a suitable AF instance.


=====  CHANGE =====
[bookmark: _Toc68899657][bookmark: _Toc71214408][bookmark: _Toc71722082][bookmark: _Toc74859134][bookmark: _Toc123800884]11.3.3.1	ConsumptionReport format
This type represents the format of consumption report instance. This structure is used by the Media Session Handler to report the consumption.
Table 11.3.3.1-1: Definition of ConsumptionReport format
	Property name
	Data type
	Cardinality
	Description

	mediaPlayerEntry
	AbsoluteUrl
	1..1
	Identifies the Media Entry Point.
In the case of DASH, this shall be the URL of the MPD at reference point M4d.

	reportingClientId
	string
	1..1
	Identifier of the reporting client that consumed the streaming media service associated with this consumption report.
If available to the Media Session Handler, a GPSI value (see clause 28.8 of TS 23.003 [7]); otherwise, a stable and globally unique string.

	consumptionReportingUnits
	Array(Consumption‌Reporting‌Unit)
	1..1
	An array of consumption reporting units.



=====  CHANGE =====
[bookmark: _Toc68899644][bookmark: _Toc71214395][bookmark: _Toc71722069][bookmark: _Toc74859121][bookmark: _Toc123800869]10.2	DASH Distribution
In the case of DASH distribution, M4d is relevant for the distribution as shown in figure 10.2-1.


Figure 10.2-1: M4d usage for DASH distribution
For DASH-based distribution according to TS 26.247 [4] and ISO/IEC 23009-1 [32], two main formats are of relevance:
1)	The Media Presentation Description (MPD) that is processed in the DASH Access Client.
2)	The Segment formats that are passed through the DASH Access Client and processed in the Media Playback and Content Decryption Platform. Note that the DASH Access Client may parse Segments to extract for example Inband Events or producer reference times.
Other resources may be referenced in the MPD, for example DRM related information.
The Segment formats for DASH Streaming in the context of 5G Media Streaming are defined in TS 26.511 [35] based on the CMAF encapsulation. The DASH Access Client downloads the Segments from the 5GMSd AS based on the instructions in the MPD and the instructions from the 5GMSd-Aware Application through M7d (see clause 13 for details).
The interface between the DASH Access Client and the Media Playback and Content Decryption Platform as well as the 5GMSd Client requirements for media codecs are documented in TS 26.511 [35].
The following requirements apply for M4d:
1)	The Media Presentation Description (MPD) and Segments shall conform to an MPD according to ISO/IEC 23009-1 [32] or TS 26.247 [4].
2)	The Segment formats should conform to CMAF addressable resources as well as to the requirements in TS 26.511 [35].
3)	The Media Presentation should conform to the 5G Media Streaming DASH Interoperability Point as defined in clause 7.3.11 of TS 26.247 [4].
A 5GMSd Client shall support the 5G Media Streaming DASH Interoperability Point as defined in TS 26.247 [4], clause 7.3.11. A 5GMSd Client may support additional DASH profiles and interoperability points.
[bookmark: _MCCTEMPBM_CRPT71130441___7]The MPD may contain a one or several ServiceDescription elements that include operational parameters. The MPD may also include multiple configurations for the media (different codecs, different content protection, different resolutions, etc.), for example for playback under different operating policies. The handling of this information is documented in clause 13.2.
If the Segment formats conform to CMAF addressable resources as defined ISO/IEC 23000-19 [27], the same CMAF content may then provided for DASH and HLS. In order to support common deployment, the Segment content should conform to CTA-5005 [X].
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