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[bookmark: _Toc26271231][bookmark: _Toc36234901][bookmark: _Toc36234972][bookmark: _Toc36235044][bookmark: _Toc36235116][bookmark: _Toc41632786][bookmark: _Toc51790664][bookmark: _Toc61546974][bookmark: _Toc75606621]FIRST CHANGE
[bookmark: _Toc114658028]4.2	Functional entities for data collection and reporting
Figure 4.2‑1 below shows the reference architecture for data collection and reporting using reference point notation.


NOTE:	The Data Collection AF may be deployed outside the trusted domain, in which case the services it exposes to API invokers are mediated by the NEF. The logical relationships denoted by the reference points are unaffected by such deployment choices.
Figure 4.2‑1: Reference architecture for data collection and reporting in reference point notation
(SNIPPED)
The set of UE data to be collected and exposed by the Data Collection AF is determined by the intersection[footnoteRef:1] between its provisioning state provided at R1 and the current set of subscriptions. This is reflected in the data collection and reporting configuration exposed at reference points R2, R3 and R4, and the subscription-driven event notifications sent to consumer entities such as the NWDAF or Event Consumer AF of an Application Service Provider over reference points R5 and R6. The Data Collection AF is responsible for ensuring that access to UE data is controlled according to the rules indicated in its provisioning state. [1:  In the event that provisioning data and subscription data contain similar rules, with the exception of event exposure to the NWDAF of UE data associated with 3GPP-defined reporting domains for which ASP-defined provisioning rules are more restrictive than those specified in event subscription from the NWDAF, the permissible information to be exposed by the Data Collection Function shall be governed by the rule with more restrictive semantics.] 

(SNIPPED)
NEXT CHANGE
[bookmark: _Toc114658029]4.3	Reference points for data collection and reporting
The purposes of the reference points in the functional architecture defined in clause 4.2 above are as follows:
-	R1 supports the following interactions between a Provisioning AF in the Application Service Provider and the Data Collection AF:
-	Used by the Application Service Provider to provision data collection and reporting in a Data Collection AF instance by means of the Ndcaf_DataReportingProvisioning service defined in clause 4.4 of the present document (or else the equivalent service exposed by the NEF if the two functions are deployed in different trust domains). The provisioning information specifies what data is to be collected, and additionally may specify how that data should be reported (e.g., by format, time and location) and whether that data should be reported (e.g., by sample percentage) by data collection clients, how it is to be processed by the Data Collection AF and how it is to be exposed to event notification subscribers. A generic provisioning envelope for data collection and reporting is defined in clause 4.6 of the present document, but this is expected to be extended by individual reporting domains.
-	R2 supports the following interactions between the Direct Data Collection Client in the UE and the Data Collection AF:
-	Used by a Direct Data Collection Client instance to obtain its data collection and reporting configuration from the corresponding Data Collection AF instance by means of the Ndcaf_DataReporting service defined in clause 4.4 of the present document. A generic data collection and reporting configuration envelope is defined in clause 4.6.3 of the present document, but details of the configuration are specific to individual reporting domains and are specified elsewhere.
-	Subsequently used by the Direct Data Collection Client to send reports to its Data Collection AF instance by means of the Ndcaf_DataReporting service defined in clause 4.4 of the present document. A generic data reporting envelope is defined in clause 4.6.4 of the present document, but details of the reporting by format and other rules (e.g., by dimensions of time, location and sample percentage) are specific to individual reporting domains and are specified elsewhere.
NOTE 1:	This method of reporting corresponds to the direct data collection procedure defined in clause 6.2.8 of TS 23.288 [4].
(SNIPPED)
NEXT CHANGE
4.5.2	Data exposure restriction model
The Provisioning AF restricts the exposure of UE data over reference points R5 and R6 by configuring a set of Data Access Profiles for each Event ID to be exposed. A Data Access Profile specifies a set of data processing operations that need to be performed by the Data Collection AF on the collected UE data in order to synthesize the event data that will be exposed to the NWDAF and/or Event Consumer AF.
NOTE:	The data processing rules specified in an instance of Data Access Profile to be followed by the Data Collection Client regarding permitted event data exposure to the NWDAF for a given Event ID should apply only to the UE data specific to the ASP application (as identified by External Application Identifier). In other words, it should not be possible for the Data Access Profile to restrict exposure, to the NWDAF, of UE data related event information which pertain to 3GPP-defined reporting domains.
When subscribing to event exposure notifications for a particular Event ID, an NWDAF or Event Consumer AF goes through an authorisation procedure (see clause 5.8) with an Authorisation AS that determines the level of access the event subscriber is allowed to have by selecting one of the provisioned Data Access Profiles for the Event ID in question. If successful, the Authorisation AS supplies an access token to the subscriber which is presented to and validated by the Data Collection AF as part of the event subscription procedure.
NOTE:	The procedure for selecting an appropriate Data Access Profile is not specified in the present document.
Figure 4.5.2-1 depicts the static data model for the data collection provisioning with Data Access Profiles to restrict data exposure access.


Figure 4.5.2-1: Data exposure restriction domain model
(SNIPPED)
END OF CHANGES

NEXT CHANGE
[bookmark: _Toc123558670]4.3	Functional entities
[bookmark: _Toc123558671]4.3.1	General
The MBSF and MBSTF offer service layer functionality for sending data via MBS Sessions. The MBSF (clause 4.3.2) offers control plane functionality while the MBSTF (clause 4.3.3) offers user plane functionality. The MBSTF acts as a User Plane anchor when it sources IP multicast traffic. Reference point Nmb2 provides the means for the MBSF to configure the delivery methods in the MBSTF, and supports Object ingest at the MBSTF of User Service Announcements for delivery to the MBS Client via reference point MBS‑4‑MC (as described in clause 4.2.4).
Figure 4.3.1-1 shows the complete set of functional entities involved in supporting MBS User Services when the MBS Application Provider is deployed in the Trusted DN, including client functions in the UE.


NOTE:	When the MBS Application Provider is deployed outside the Trusted DN, it interacts with the MBSF via the NEF at reference point N33, as shown in figure 4.2.2‑1, instead of via Nmb10.

Figure 4.3.1-1 MBS User Service reference architecture
In the above architecture, MBS-specific functions such as the MBS AS and MBSF are shown as independent and standalone. In deployments, they may be co-located on physical devices with other functions. As an example, the MBS AS may be hosted in the MBS Application Provider domain, or it may be hosted in a 5GMS AS.
NEXT CHANGE
[bookmark: _Toc114658033]4.5.2	Data exposure restriction model
The Provisioning AF restricts the exposure of UE data over reference points R5 and R6 by configuring a set of Data Access Profiles for each Event ID to be exposed. A Data Access Profile specifies a set of data processing operations that need to be performed by the Data Collection AF on the collected UE data in order to synthesize the event data that will be exposed to the NWDAF and/or Event Consumer AF.
NOTE:	The data processing rules specified in an instance of Data Access Profile to be followed by the Data Collection Client regarding permitted event data exposure to the NWDAF for a given Event ID should pertain only to the UE data specific to the ASP application (as identified by External Application Identifier). In other words, it should not be possible for the Data Access Profile to restrict exposure, to the NWDAF, of event information regarding UE data pertaining to 3GPP-defined reporting domains.
When subscribing to event exposure notifications for a particular Event ID, an NWDAF or Event Consumer AF goes through an authorisation procedure (see clause 5.8) with an Authorisation AS that determines the level of access the event subscriber is allowed to have by selecting one of the provisioned Data Access Profiles for the Event ID in question. If successful, the Authorisation AS supplies an access token to the subscriber which is presented to and validated by the Data Collection AF as part of the event subscription procedure.
NOTE:	The procedure for selecting an appropriate Data Access Profile is not specified in the present document.
Figure 4.5.2-1 depicts the static data model for the data collection provisioning with Data Access Profiles to restrict data exposure access.


Figure 4.5.2-1: Data exposure restriction domain model
The Data Access Profile defines restrictions along the time, user, and location dimensions:
-	Restrictions along the time dimension determine the granularity of access to UE data along the time axis. The finest granularity allows access to events as they take place in time. The coarsest level of access aggregates all event data along the time axis to produce a single aggregated value.
-	Restrictions along the user dimension allow the Provisioning AF to restrict access to UE data related events based on groups. The finest granularity allows the event consumer to access events related to single users. Coarse granularity access exposes aggregated collected event data based on user groups. The coarsest granularity access exposes the data being aggregated for all users.
-	Restrictions along the location dimension allow the Provisioning AF to restrict access to UE data related events based on the geographical location of the data collection client during the event. The finest granularity allows the event consumer to access events individually, irrespective of the location. Coarse granularity access exposes aggregated collected event data based on a geographical area. The coarsest level of access aggregates all event data along the location axis to produce a single aggregated value for all locations.
The baseline set of aggregation functions is listed in table 4.5.2‑1:
Table 4.5.2‑1: Baseline aggregation functions
	Aggregation function
	Description

	None
	No aggregation is applied, and all reported data records are exposed as individual events.

	Count
	The number of reported data records is exposed to event consumers.

	Mean
	The mean average of the values in reported data records is exposed to event consumers.

	Maximum
	The maximal observed value in reported data records is exposed to event consumers.

	Minimum
	The minimal observed value in reported data records is exposed to event consumers.

	Sum
	The sum of the values in reported data records is exposed to event consumers.



The authorization URL, if present in the data exposure restrictions, is used to redirect subscription requests without a valid access token to an authorization server, which will perform the authorization for the requested Data Access Profile.
Upon successful authorization, the consumer entity obtains an access token, which contains an identifier of the Data Access Profile that is allowed for the event consumer. Upon successful subscription, the Data Collection AF shall apply the indicated aggregation functions of the corresponding Data Access Profile along the time and user dimensions on the collected data prior to exposing it to the event consumer.

NEXT CHANGE
[bookmark: _Toc123558702]5.4	Procedures for User Service advertisement/discovery
At this point, the MBS User Service Session is advertised to the MBSF Client, as shown in figure 5.4‑1 below.


Figure 5.4‑1: Call flow for MBS User Service advertisement/discovery
The steps are as follows:
1.	The MBSF compiles a composite MBS User Service Announcement from the set of individual MBS Distribution Session Announcements compiled in step 14 of clause 5.3. The compiled MBS User Service Announcement describes the current set of MBS Distribution Sessions that comprise the active MBS User Data Ingest Session. The advertised start date–time is the next start time indicated in the MBS User Data Ingest Session schedule of active periods, or the current date–time if no schedule is provisioned.
2.	The MBS User Service Announcement is distributed using one or more of the following mechanisms:
a.	The MBS User Service Announcement is made available for unicast retrieval by the MBSF Client at reference point MBS‑5.
b.	The MBS User Service Announcement is made available via a suitable multicast/broadcast Session Announcement Channel at reference point MBS‑4‑MC.
c.	The MBS User Service Announcement is made available for multicast or broadcast delivery in the same MBS Distribution Session that carries the advertised MBS Application Service content. 
cd.	The MBS User Service Announcement is passed back to the MBS Application Provider by invoking the Nmbsf_MBSUserDataIngestSession_StatusNotify callback service operation at reference point Nmb10 (or Nmb5+N33, if invoked via the NEF).
	As a result, the MBS Application Provider advertises the MBS User Service Announcement to the MBS-Aware Application by private means at reference point MBS‑8.
The MBSF may rescind an MBS User Service Announcement at any time for operational reasons.
END OF CHANGES
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