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1. Introduction
[bookmark: _GoBack]S4-221055 proposes an initial draft TR with certain key issues extracted from the objectives of the network slicing study. This contribution describes some aspects related to service provisioning for proposed Key Issue #1, and outlines some questions for future direction of the study.  

2. Service Provisioning
Clause 5.3.2 of 3GPP TS 26501 describes the baseline service provisioning procedure. As part of the procedure, it is specified that the SLA agreements between the 5GMSd Application Provider and the 5GMS system provider are outside the scope of the specification. Further, in the same clause, it is specified that: 
“The 5GMSd AF may request the creation or reuse of one or more network slices for distributing the content of the provisioned session. If more than one network slice is provisioned for the distribution of the content of a session, the list of allowed S‑NSSAIs shall be conveyed to the target UEs (e.g. through URSP or through M5d or M8d).”  
Further, in clause 5.8.1 of TS 26501, for the dynamic policy based on network slicing for downlink media streaming procedure, it is specified that:
“The 5GMSd Application Provider requests the assignment of more than one network slice for the distribution of the service. The 5GMSd Application Provider indicates the desired network slice features that correspond to the Service Access Information. Upon successful assignment of the network slices for the service, the 5GMSd AF shall respond with the list of allowed S-NSSAIs to the 5GMSd Application Provider.”
For the above procedures, it is the expectation that a network slice is instantiated in the operator network, and the network slice is made available so the service provided by the 5GMSd Application Provider can be delivered to the end users in that network slice. However, there are no facilities provided to the 5GMSd Application Provider for requesting creation and controlling the network slice.  
A number of service requirements are specified by 3GPP SA1 in clause 6.10 (Network capability exposure) of TS 22.261. An excerpt of the requirements from clause 6.10.2 of TS 22.261 that apply to network slicing are listed below:

6.10.2	Requirements
..
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to create, modify, and delete network slices used for the third-party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to monitor the network slice used for the third-party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.
..
..
The 5G network shall provide suitable APIs to allow a trusted third-party to get the network status information of a private slice dedicated for the third-party, e.g. the network communication status between the slice and a specific UE.

The above requirements specify that the third-party be provided with appropriate APIs for creation, management, and termination of network slices in addition to knowing the network status information of a network slice. 
3GPP SA6, in TR 23.700-99, has documented above aspects where the service provider may request creation and control of network slice in the operator network through the NSCE (Network Slice Capability Enablement) server. In particular, the following key issues in TR 23.700-99 discuss about exposing network slice procedures to the third-party:
-	Key Issue #2: Application layer exposed network slice lifecycle management
-	Key Issue #4: Network slice fault management capability
-	Key Issue: #5: Communication service management exposure
-	Key Issue #7: Network slice related performance and analytics exposure
-	Key Issue #12: Network slice capability exposure in the edge data network
-	Key Issue #13: Delivery of the existing network slice information the to the trusted third-party
-	Key Issue #14: Network slice creation to the third-party and the UE
For the above key issues, a number of candidate solutions are also documented in TR 23.700-99. The normative specification for this work is being specified in TS 23.435. 
Given the service requirements in TS 22.261 and the study in TR 23.700-99, it is important that SA4 discuss whether such capabilities are to be provided to the 5GMSd Application Provider when the 5GMSd Application Provider acts as the third-party as described in SA1 and SA6 work above. Procedures such as below need to be considered for discussion:
-	Procedures for creation/modification/termination of network slice instances and network slice subnet instances
- 	Procedures for adding/modifying/removing slice properties (e.g., new functions)
-	Procedures for requesting network slice status information
-	Procedures for obtaining QoS status information
Few other procedures can also be identified by monitoring the study in 23.700-99 and TS 23.435.  

3. Proposal
We propose that SA4 discuss enhancing existing service provisioning procedures defined in TS 26501 with the procedures described in clause 2, and provide a guidance for including the above procedures in problem scope as part of Key Issue #1: Service Provisioning of TR 26.941. 
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