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1. [bookmark: _Toc504713888]Introduction
This document motivates the development of small extensions to xMB to support Emergency Alerts for 5G Broadcast and the ability to reference media services.
1. Use Cases
As an example, an overview of the new cell broadcast emergency system for Germany, referred to as DE-Alert[footnoteRef:1] is provided in Figure 1. The MoWAS system creates emergency alerts and acts as a Cell Broadcast Entity (CBE) and providers emergency alerts to different providers, more particular to each of their Cell Broadcast Centres (CBCs) using the CBE-CBC interface.  [1:  https://www.bundesnetzagentur.de/DE/Fachthemen/Telekommunikation/OeffentlicheSicherheit/DEAlert/start.html
] 
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[bookmark: _Ref111096344]Figure 1 DE-Alert Architecture

An Emergency Service Provider also wants to distribute the Emergency Alerts through LTE-based 5G Broadcast. This is for example relevant in at least two cases:
a) UE consumes service from broadcast network and hence is camped to the LTE-based 5G Broadcast ROM service and receives the SIB messages from this system 
b) MNO PLMN is not accessible and UE camps to broadcast network as it is the only available system, for example in disaster situations during which the mobile network is not up and running, or in remote coverage areas
In addition, an Emergency Media Broadcast Service may be provided. Assume the setup documented in Figure 1.  
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[bookmark: _Ref111096120]Figure 2 Potential Architecture for Emergency Warning through 5G Broadcast

On the emergency alerts on the LTE-based 5G Broadcast systems, through existing specifications and implementations, it has been shown that existing devices are capable to receive emergency alerts. The overview is shown in Figure 3. In this case, a SIB12 message was generated to be sent along with the LTE-based 5G broadcast message that triggers an alert on the device.
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[bookmark: _Ref111098107]Figure 3 Emergency alerts on existing 5G Broadcast reference devices

Beyond the basic use case, namely the emergency alerts being provided through 5G Broadcast, additional use cases may be considered
· Use case #2: 5G Broadcast Emergency Alerts refers to 5G Broadcast Media Service
· UE switches to Media Broadcast services
· Use case #3: MNO Emergency Alert refers to 5G Broadcast Media Service
· Reception of emergency-related multimedia content from broadcast infrastructure after PWS message from MNO PLMN is received.
· UE switches to broadcast PLMN to access the Emergency media service
In this case, in addition to the emergency alert, there needs to be the ability to reference a 5G Broadcast service that is accessed by the device, either autonomously or by user action.
1. Existing 3GPP Technologies
3GPP has a broad set of technologies specified to enable the use cases.
· The technical implementation of the cell broadcast service is described in the 3GPP specification TS 23.041
· The 2G-CBC (BSC) interface is described in 3GPP standard TS 48.049; however, non-standard implementations exist.
· The 3G-CBC (RNC) interface is described in 3GPP standard TS 25.419.
· The 4G-CBC (MME) interface is described in 3GPP standard TS 29.168.
· The 5G-CBC (AMF) interface is described in 3GPP standard TS 29.518.
· Broadcast messages are used in most countries to send emergency alerts, using as input a CAP (Common Alerting Protocol) message as specified by OASIS (organization) or Wireless Emergency Alerts (WEA) C-interface protocol, which has been specified jointly by the Alliance for Telecommunications Industry Solutions (ATIS) and the Telecommunications Industry Association (TIA).

For EPS 
· The cell broadcast centre (CBC) is part of the core network and connected to the MME via the SBc reference point. The interface between the CBC and the MME is described in 3GPP TS 29.168 and the interface between the MME and the eNodeB is described in 3GPP TS 36.413.
· The CBE and the interface between CBE and CBC are out of scope of 3GPP specifications.


Figure 4 EPS PWS architecture

The details of the SIB12 message in CMAS are defined in TS 36.331, clause 5.2.2.19 and clause 6.3.1.
· messageIdentifier --- Identifies the alphabet/coding and the language applied variations of a CMAS notification（16bits）.
· serialNumber --- Identifies the source and type of CMAS notification（16bits）.
· dataCodingScheme  --- Identifies variations of a CMAS notification（1bit，OPTIONAL）. 
· WarningAreaCoordinatesSegment --- If present, carries a segment, with one or more octets, of the geographical area where the CMAS warning message is valid（OPTIONAL）.

For the interface between the CBE and CBC, frequently the Common Alerting Protocol (CAP) is used, see Figure 5:
· The Common Alerting Protocol (CAP) is an XML-based data format for exchanging public warnings and emergencies between alerting technologies.
· The Common Alerting Protocol (CAP) is a simple but general format for exchanging all-hazard emergency alerts and public warnings over all kinds of networks.  
· CAP allows a consistent warning message to be disseminated simultaneously over many different warning systems, thus increasing warning effectiveness while simplifying the warning task.  
· CAP also facilitates the detection of emerging patterns in local warnings of various kinds, such as might indicate an undetected hazard or hostile act.  And CAP provides a template for effective warning messages based on best practices identified in academic research and real-world experience.
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[bookmark: _Ref111098769]Figure 5 CBE-CBC interface based on CAPv1.2
1. Possible Realization
In order to realize the use case based on the existing functionalities, Figure 6 provides a possible realization. In the case, the 5G Broadcast transmitter is receiving the emergency alerts through CAP from the emergency provider. The message includes a reference to an emergency media service delivered via broadcast. This can be accomplished using the MBMS-URLs defined in TS 26.347. On the receiving end, the alerts are consumed by the UE.
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[bookmark: _Ref111099465]Figure 6 Possible realization

The system is basically complete on the UE side, possibly requiring some detailed implementation requirements on how to execute on the referencing of the SIB messages to emergency alerts.

A few aspects that are unclear and missing in the current architecture are as follows:
· For LTE-based 5G Broadcast services, the northbound interface is typically restricted to xMB. To establish the CBE-CBC interface, it would be suitable to allow the xMB to establish this connection. The user plane can be handled using the regular CAP protocol, as an example.
· A second aspect is the establishment of MBMS User Service for the emergency broadcast service in a location. The SIB12 emergency alert message would contain a URL that points to the mbms user service. This URL needs to be generated by the BMSC. For this case, there are two options possible
· There is a placeholder resource provided in a CAP message, for example in <resource> and this is replaced by an MBMS URL that is then added to the SIB 12 message. 
· The mbms URL to the service can be provided to external and the CBE adds the resource to the Emergency Alerts.
· We believe the second option is more suitable as it would also allow to share the URL not only within the broadcast network, but also with the PLMN MNO network. The first option is likely also outside of the scope of 3GPP.
1. Proposal
It is proposed 
· to support the establishment of an emergency warning system through xMB based on the considerations in clause 4
· to address the necessary extensions on xMB in a TEI18 + CAPIF4xMB
· to inform CT4 on this update and ask to create the relevant extensions to TS 29.116 as TEI18 + AE_enTV-CT

If agreed, we will prepare an appropriate CR and draft LS for SA4#121-e.
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