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[bookmark: _Hlk94625087]=====  CHANGE  =====
[bookmark: references][bookmark: definitions][bookmark: _Toc88198110]5.4.2.3	Collaboration for uplink media streaming using HTTP/3
For this key topic, the discussion will focus on a media plane only collaboration scenario where the 5GMSu AS is deployed in the trusted domain. This collaboration scenario is described in clause 5.5.2.2 and illustrated in figure 5.5.2.2-1.
-	If HTTP/3 is used as the uplink application protocol at reference point M4u, the uplink media is streamed from the Media Streamer subfunction of an HTTP/3-enabled 5GMSu Client to an HTTP/3-enabled 5GMSu AS.
-	If HTTP/3 is used as the media egest application protocol at reference point M2u, the egest media is sent from an HTTP/3-enabled 5GMSu AS to an HTTP/3-enabled 5GMSu Application Provider.
Editor’s Note: Clause 5.5.2.7, describing a "hybrid, i.e. end-to-end form of collaboration across uplink media streaming and downlink media streaming services", and clause 5.2.4.3 on "Content preparation between uplink ingest and downlink streaming", would be useful to cover in clause 5.4 as well.
Editor’s Note: Uplink ingest formats are also a key topic in this study, and clause 5.2.1 names several existing uplink ingest formats to be studied. Even for the formats not routinely carried over HTTP (e.g. RTP-based RIST [20], [21], [22] and SRT [82]), discussions are underway in the Internet Engineering Task Force to specify direct mappings onto QUIC (for instance, [80] and [81] for RTP and [83] for SRT). If these uplink ingest formats are included in the final TR, a new 5.4.2.X clause should be added, describing the impact of encapsulating these non-HTTP protocols in QUIC.
[bookmark: _Toc88198111]=====  CHANGE  =====
[bookmark: _Toc88198112]5.4.3.1	General
[bookmark: _Hlk87956622]Editor’s Note: Clause 6.2.1.2 of TS 26.512 [15] describes the required and supported versions of HTTP for the 5GMS AF and 5GMS AS. For these functions to use HTTP/3, that clause must be updated in a separate contribution, to add HTTP/3 as a supported HTTP version. This clause will assume that HTTP/3 has been added to the same 5GMS functions, in the same way, as HTTP/2.
A minimal deployment architecture that would provide HTTP/3 as transport for downlink and uplink media streaming is shown in figure 5.4.3.1-1.


Figure 5.4.3.1-1: Deployment Architecture for HTTP/3
The addition of HTTP/3 as a supported protocol at reference points M2 and M4 in the 5G media streaming architecture has little effect on the overall architecture. For example, a 5G System using HTTP/3 would resolve Fully-Qualified Domain Names (FQDNs) in the same way as with previous versions of HTTP, as described in annex B of TS 26.501 [15].
The biggest impact would be on implementations adjusting the endpoints they expose.
[bookmark: _Hlk87951306]To use HTTP/3 for downlink or uplink media streaming, the 5GMS AS exposes HTTP/3 endpoints at reference points M2 and M4. This is in addition to the HTTP/1.1 and (optionally) HTTP/2 endpoints, as described in clause 6.2.1.2 of TS 26.512 [15].
In the following discussion, the term HTTP/3 client is used for the entity that initiates an HTTP/3 connection, and the term HTTP/3 server is used for the entity that the HTTP/3 client wishes to communicate with.
[bookmark: _Toc88198113][bookmark: _Hlk94652117][bookmark: _Toc88198120]=====  CHANGE  =====
5.4.5.3	3GPP-specific impediments to HTTP/3 deployment
One well-recognized impediment to HTTP/3 deployment in the broader Internet is that it is carried over QUIC, which is a well-behaved transport protocol that detects and responds to path congestion, but QUIC runs over the UDP protocol, which is not understood to be well-behaved. Traditional UDP protocols have been query–response protocols, such as DNS domain name resolution ("what is the IP address for this domain name?" followed by "This is the IP address for that domain name"), and normally use well-known port numbers (if you send a UDP packet to port 53, network firewalls will assume that it is a DNS query, and unlikely to cause congestion).
HTTP/3, like any other protocol running over QUIC, will look like a highly encrypted UDP protocol, and it might use the UDP port number that matches the TCP port number of the same protocol running over TCP, but that is not a requirement, so network operators often investigate UDP packets being sent to an unfamiliar port number, especially if that traffic does not seem to be simple query-response traffic.
If their investigation is not reassuring, they may block UDP packets being sent to an unfamiliar port number at an unfamiliar IP address, and even if they don’t block that traffic, they may rate-limit the traffic to prevent their network links being overwhelmed by unknown traffic that might not respond to congestion indications. So, on the Internet, HTTP applications that attempt to use HTTP/3 are prepared to fall back to HTTP/2 or even HTTP/1.1 over TCP, which is more reassuring for network operators.
=====  CHANGE  =====
5.4.5.6	Addition of HTTP/3 as a supported HTTP/3 version in 3GPP specifications
Clause 6.2.1.2 of TS 26.512 [15] describes the required and supported versions of HTTP for the 5GMS AF and 5GMS AS. For these functions to use HTTP/3, that clause must be updated, to add HTTP/3 as a supported HTTP version. 
In addition to that update, it will be necessary to decide whether support for HTTP/3, and use of HTTP/3, should be required, encouraged, or permitted, over each of the relevant reference points.
Given our expectations for the pace of HTTP/3 deployment in 3GPP environments, our recommendation would be to permit HTTP/3 over most of the relevant reference points, in order to allow operators to plan for, and gain operational experience with, HTTP/3 usage in their environments.
5.4.5.7	Pace of HTTP/3 deployment in 3GPP environments
HTTP/3 is ready at this time for use by some 3GPP operators with some types of 5GMS streaming applications, but the actual pace of deployment at any specific 3GPP operator will be based on 
1.	The availability of HTTP/3 implementations on UEs, 5GMS AFs, and 5GMS ASes. 
2.	The ability of operators and end users to see improvements in QoE with HTTP/3, which depends on the choice of streaming protocols in use, and support for HTTP/3 transport in those streaming protocols.
3.	The benefits of HTTP/3 on specific interfaces – media plane interfaces (M2, M4) may realize more benefit than control plane interfaces (M1, M5), although, for example, there may be benefits from multiplexing M5 transactions into a single long-lived HTTP/3 session.
4.	The readiness of a 3GPP operator to support HTTP/3 and the underlying QUIC protocol, which may involve more than 5G Media Streaming – if the operator plans to use HTTP/3 in Service-Based Architecture, or plans to use QUIC in ATSSS, the operator may choose to deploy HTTP/3 for 5GMS with those other usages in mind.
[bookmark: _Toc88198123]=====  CHANGE  =====
5.4.7	Conclusion and Recommendations
Editor’s Note: Summarize conclusions.
The study of this Key Issue has explored the ways in which the latest version of HTTP, HTTP/3, can be deployed to support the 5G Media Streaming Architecture, and the potential open issues arising from this deployment. 
1.	Because the architectural impact of moving from HTTP/1.1 or HTTP/2 to HTTP/3 on any 5GMS reference point is limited, this study has focused on minimal collaboration scenarios and deployment architectures for simplicity.
The study of this Key Issue makes the following recommendations:
1.	SA4 should begin work on updating 5GMS stage three specifications for reference points that currently use HTTP to allow the use of HTTP/3, to allow early deployment and to identify any unforeseen open issues with using HTTP/3 in a 5G System.
2.	At this time, support for HTTP/3 in 5GMS specifications, and usage of HTTP/3, should be allowed, but not required.	Comment by Richard Bradbury: Now, or in some future release?
Are you proposing to amend Rel-16 and Rel-17 retrospectively to allow HTTP/3?	Comment by Spencer Dawkins: Definitely in “some future release”. 



.===== END CHANGES =====
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