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=====  CHANGE  =====
[bookmark: _Toc80964476]4.4	Reference points and interfaces
Editor’s Note: Description of the reference points .
4.4.1	Northbound Interfaces
This section deals with:
3.	Provide the relevant functions and protocols for northbound interfaces based on the xMB API defined in TS 26.348.
For the northbound interfaces the following is agreed:
· Reuse to the most extent the definitions from TS 26.348.
· Modify TS 26.348 with the following functionalities:
· An MBS User Service may consist of multiple flows.
· Provide the ability to configure all defined MBS Delivery Methods.
· Simplify and remove any unnecessary functionalities.
· Take the concepts from xMB-C and to re-cast them as a more modern API design.
· Separate Nmb10 (xMB-C) and Nmb8 (xMB-U) as they are quite different.
4.4.2	Nmb2
This section deals with:
4.	Define the separation of the User Plane and Control Plane Functionalities of “BM-SC” (now MBSF and MBSTF) and define the API between MBSF and MBSTF (named 'Nmb2'). 
For Nmb2, it is agreed:
· To reuse the findings in TR 26.802, Table 5.3.1.5-2, as the baseline.
· Identify the configuration parameters for each delivery method and use those to configure MBSTF. It is expected that MBSF:
· Generates the MBS Delivery Session information.
· Generates the MBS Session information.
· Provides this to the MBSTF for configuration of the delivery method.
· “Translates” generic service requirements into exact MBSTF Delivery Method parameters.
· Create a binding of MBS Application Data sessions to MBS Delivery Sessions.
· Configure the Nmb8 ingest session.
4.4.3	Client APIs
This section deals with:
5.	Define the User Plane and Control Plane Functionalities/APIs of the 5MBS Client based on the MBMS Client functions as defined in TS 26.347 (Clause 6 is control, clause 7 is user-plane).
For client APIs, it is agreed:
· Reuse TS 26.347 as is, but update the mapping description between user service parameters and APIs.
· Generalize the service APIs across different MBS Delivery Methods,
· Add low-latency streaming to the user plane interface, supporting:
· Chunked HTTP delivery.
· Possibly partial access to data.
· Create signalling and APIs that make the application as “unaware” as possible of specific 5MBS delivery. Expected that there are two options:
· MBMS-Aware mode: MBS-Aware Application wakes up the MBS Client based on MBS Application-Service announcement information it has received via MBS-8.
· Transparent proxy mode: MBSF Client is a background service that monitors service announcements and intercepts application HTTP requests for unicast to include MBS delivery.	Comment by Thomas Stockhammer: Suggest other name if you feel confused.
· Service announcement aspects of the client APIs follow a subscribe–notify design pattern similar to those of the 5GMS Media Session Handler.

=====  CHANGE  =====

[bookmark: _Toc80964477]4.54	Domain model
Based on the above discussion, the following definitions are proposed:
MBS Application Service: An end-user service for which parts or all of the data are accessible by joining an MBS User Service.
MBS User Service: A transport-level service configured by the MBSF and using one or more MBS Delivery Sessions, possibly in combination with unicast delivery methods to deliver an Application Service.
MBS Delivery Session: time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration and use an MBS Session (either an MBS Broadcast Session or an MBS Multicast Session as defined in TS 23.247) for the delivery of an MBS Application Data Session. (NEEDS UPDATE)
MBS Application data session: time, protocols and protocol state (i.e. parameters) provided by an 5MBS application provider for delivery over 5MBS and provided to the 5MBS aware application. (Should be as transparent as possible)
This concept is now also presented in the below figure.


Figure X: Service and Session Oriented Architecture
Initial session and service procedures are provided in Figure 6-1.


Figure 6-1 5MB User Service Workflow (add parallel workflows)
Editor’s Note: This diagram needs some updates to express parallel workflows and so on.
In this case
1. The MBS Application Service is provisioned though Nmb10.
2. The MBSF provisions the MBS Delivery Session(s) in the MBSTF.
3. The MBS User Service announcement is prepared for being accessed by the MBSF Client.
4. The MBS Application Service is announced to the MBS-Aware Application.
5. Application data is ingested as part of an MBS Application Data Session.
NOTE:	The actual data ingest (Step 5) may happen after the session announcement (Step 7) or even after the session join (step 9) in case of multicast sessions.
6. The MBS-Aware Application requests to join an MBS User Service.
7. The MBSF Client discovers the service.
NOTE:	The MBSF Client may have already discovered the MBS User Service at an earlier point.
8. The MBSF Client provides the session information to the MBSTF Client.
9. The MBSTF Client based on this information joins the service.
NOTE:	In broadcast the joining is not sent to the MBSTF, but only happens on the device
10. Ongoing handling of the MBS User Services session between the MBSF Client and the MBSF.
11. The MBS Delivery Session is in place.
12. The MBSTF provides the information about the MBS User Services session to the MBS-Aware Application through MBS-7.
13. The MBS User Services session is controlled by the MBS-Aware Application.

=====  CHANGE  =====
[bookmark: _Toc80964480]4.7	Security
Editor’s Node: How MBS User Services makes use of the security primitives studied by SA3 in TR 33.850.
Based on some initial discussions in S4-211312 and some initial conclusions on security were agreed
1) to await progress in SA3 transport security aspects, but potentially communicate with SA3 on any needs that they see arising in the design of the 5MB User Service.
2) Start collecting requirements and considerations and reach out to SA3. We may need to think also about file delivery, such as MCData. 
3) To defer content layer security to the 5MBS Application. As an example, the Common encryption (CENC) approach for content security (as defined in TS 26.511) enables different service/content protection modes and multiple DRM systems with a common content format and may be used as a reference for other applications as well.
4) In consequence of the above, also agree that the exchange with the key management/DRM system happens over unicast and no specific measures are needed in 5MBS content security
5) Analyze potential aspects on unicast scalability for key exchange in the context of 5GMS-EXT key issues.
6) Analyse other aspects of service layer security (e.g. user privacy) that may only be met by robust transport layer security mechanisms and identify if SA4 or other 3GPP groups define such functionalities.
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