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[bookmark: _Toc75447853]Annex A (informative):
Collaboration scenarios for data collection and reporting
A.1	General
This annex documents a set of collaboration scenarios that illustrate potential deployments of the data collection and reporting architecture as defined in the present document.
In deployment, it is possible that some UE data is provided to the Data Collection AF using the direct data reporting method at reference point R2, while other (application-private) UE data is collected via reference R8 and provided to the Data Collection AF via the indirect data reporting method at reference point R3 (R3′ in Collaboration D). In certain domains, UE data is collected in the first instance by an AS and therefore needs to be provided to the Data Collection AF at reference point R4 (R4′ in Collaboration D). Hence, all three data reporting reference points are potentially in scope for all of the documented collaboration scenarios.
NOTE 1:	In all of the documented collaboration scenarios, reference point R2 traverses the data plane between the Direct Data Collection Client and the Data Collection AF regardless of whether the latter is deployed inside or outside the trusted domain.
NOTE 2:	In all of the documented collaboration scenarios, reference point R8 traverses the data plane between the UE Application the the Application Service Provider. The traffic carried at this reference point is tunnelled transparently through the trusted domain without interacting with any control plane entities.
A.2	Collaboration A
In this collaboration scenario all of the functions are deployed inside the trusted domain. This corresponds to the case where the the functional entities of the Application Service Provider as well as the Application Server (AS) are internal to the 5G System.	Comment by LoC: In this case, might consider renaming the blue box as “Application Service Provider (ASP)” and add a box within the blue box called “ASP server” at which R8 is terminated. This suggestion also applies to all remaining collaboration scenarios.	Comment by TL2: I agree. It is cleaner to add another box into the ASP. Maybe “Application Server (AS)” is more consistent.	Comment by Richard Bradbury (rev3): I opted to rename the blue box, but didn’t think it worthwhile to create a subfunction to terminate R8.	Comment by Richard Bradbury (rev3): I did, however, add a “Provisioning AF” subfunction to terminate R1, and renamed the R6 terminator as “Event Consumer AF”.
NOTE:	Although deployed within the trusted domain, and granted privileged access to certain Network Functions in the 5G System, the Application Service Provider and/or the AS may or may not be under direct control of the MNO in this collaboration scenario. For example, management of one or more of the functional entities may be delegated to a trusted third-partty service provider.
[image: ]
Figure A.2‑1: Collaboration A with all functions deployed inside the trusted domain	Comment by TL2: Maybe woth noting, that the UE application is controlled by the MNO here, at least for Data Collection.	Comment by Richard Bradbury (rev3): Added a NOTE above the figure.
A.3	Collaboration B
In this collaboration scenario the functional entities of the Application Service Provider are deployed outside the trusted domain. Interactions between these functions and the Data Collection AF must therefore be mediated by the NEF.
Editor's Note: Need to check with SA2 that the proposed new Ndcaf service can be exposed via NEF.
[image: ]
Figure A.3‑1: Collaboration B with all functions of Application Service Provider
deployed outside the trusted domain
A.4	Collaboration C
This collaboration scenario illustrates the case where the Application Server (AS) is also deployed outside the trusted domain (in addition to the functional entities of the Application Service Provider per Collaboration B). In this case, the AS must therefore additionally interact with the Data Collection AF via the NEF.
Editor's Note: Need to check with SA2 that the proposed new Ndcaf service can be exposed via NEF.
[image: ]
Figure A.4‑1: Collaboration C with all functions of Application Service Provider
and Application Server deployed outside the trusted domain

A.5	Collaboration D
In this collaboration scenario, the Data Collection AF itself is deployed outside the trusted domain and interactions with functions inside the trusted domain occur via the NEF. This scenario corresponds to the "Procedure for Data Collection from AF via NEF" defined in clause 6.2.2.3 of TS 23.288 [4]. Specifically:
-	The externally deployed Data Collection AF registers with the NRF inside the trusted domain using the Nnef_NFManagement service via the NEF.
NOTE:	In practice, the Data Collection AF is instantiated as a subfunction of a domain-specific Application Function. The enclosing Application Function should include data collection and reporting capabilities in its own registration with the NRF on behalf of the enclosed Data Collection AF rather than making a separate registration for the subfunction.
-	The NWDAF inside the trusted domain uses the Nnef_EventExposure service (as specified in clause 5.2.6.2 of TS 23.502 [3]) to subscribe to and receive events exposed by the externally deployed Data Collection AF.
[image: ]
Figure A.5‑1: Collaboration D with Data Collection AF deployed outside the trusted domain
The functional entities of the Application Service Provider, as well as the Application Server (AS), interact with the externally deployed Data Collection AF using interfaces that are outside the scope of 3GPP specification. However, the interactions at reference points R1′, R3′, R4′ and R6′ are expected to be functionally equivalent to those at R1, R3, R4 and R6 respectively.	Comment by LoC: Suggest rewording to something like “Hence, the reference points R1’, R3’, R4’ and R6’and associated interactions over those reference points are expected to be functionally similar to R1, R3, R4 and R6 and their associated interactions, but are outside the scope of 3GPP specification	Comment by Richard Bradbury (rev3): Good idea to be more explicit. I have had a go.
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