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Abstract
SA2 has asked SA4 for advice on whether the scope of the 5GMS AF can be expanded to accommodate the collection and reporting of information from the UE that is not related to 5G Media Streaming, as well as indirect reporting of this information via an external Application Service Provider server. This paper discusses an architectural approach that achieves these objectives without overloading the well-defined purpose of the 5GMS AF.
1.	Background
The 5G Media Streaming architecture specified in Release 16 [1] already supports two different forms of reporting:
1. Metrics reporting from the Media Session Handler to the 5GMS AF.
2. Consumption reporting from the Media Session Handler to the 5GMS AF.
A Release 17 Work Item Description proposal [2] was contributed to (but not handled at) SA4#113-e to study event exposure for 5G Media Streaming. The proposed scope for the study includes publication of the above forms of 5GMS reporting information, along with other event information such as CDN access logs, dynamic policy invocation and network assistance support, to the 5GMS Application Provider, and also exposure to other functions in the 5G System via the NWDAF.
In connection with its study on enablers for network automation [3], SA2 has asked SA4 for advice [4] on whether the scope of the 5GMS AF can be expanded to accommodate:
1. Collection and reporting of information that is not related to 5G Media Streaming.
2. Indirect reporting via an external Application Service Provider server. (This is referred to as “indirect” because the reporting information is first conveyed from a UE application to the Application Service Provider’s server via a private interface such as M8, and then the reporting information is passed back in to an Application Function in the 5G System that exposes an interface to the Application Service Provider.)
NOTE:	There is a subtle difference between terminology used by SA2 and SA4 regarding reporting of UE information. SA2 refers to the process of UE information acquisition by the AF, either directly from the UE or indirectly via the Application Service Provider as data “collection”, whereas the term “reporting” refers specifically to the acquisition of previously collected UE information at the AF by an NF consumer (e.g. NWDAF) via Naf Event Exposure services.
Rather than expanding the scope of the 5GMS AF to deal with non-5GMS reporting tasks, the present document argues the case for defining a generic data collection and reporting architecture that is instantiated to support the needs of 5G Media Streaming, but which can also be instantiated for other purposes without overloading the narrowly defined role of the 5GMS AF.
2.	Proposed reference architectures for data collection and reporting
2.1	Generic reference architecture for data collection and reporting
Figure 1 below illustrates a possible generic reference architecture for data collection and reporting.
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Figure 1: Generic reference architecture for data collection and reporting
Remarks:
1. A function called the Data Collection Client is instantiated on the UE to provide reporting information packaged in the form of reports.
NOTE:	The format of these reports is domain-specific and is specified by individual 3GPP technical specifications.
2. An Application Function called the Data Collection AF is provided in the 5GC. This acts as a recipient of reports from both the UE and from the Application Service Provider.
In addition, the Data Collection AF exposes reporting information to the NWDAF (and potentially other network functions) using the SA2-defined Naf service-based API.
NOTE:	A specific instance of the Data Collection AF is able to unpack reports in the formats it understands. It is also able to manipulate the contained reporting information in domain-specific ways, such as repackaging the information for the purposes of (dis)aggregation and/or translating the format of the report for onward exposure.
3. The Data Collection Client retrieves a data collection and reporting configuration from the Data Colection AF at some domain-specific point(s) in time. This configuration instructs the Data Collection Client how to operate.
NOTE:	Although the envelope used to convey the data collection and reporting configuration is defined by the generic reporting architecture, the format of the reporting configuration contained in the envelope is domain-specific.
4. Reference point R2 is used for direct reporting from the Data Collection Client on the UE to the Data Collection AF.
NOTE:	Direct reporting could, for example, be realised using HTTP(S) POST to an DataCollection_Reporting API service-based API exposed by the Data Collection AF. It could use the HTTP message body as the envelope and signal the format of the report in the MIME content type of the message body.
5. Reference point R1 is used for indirect reporting by the UE-based Data Collection Client to the Data Collection AF via an external Application Service Provider.
NOTE:	For symmetry, indirect reporting at R1 would likely use the same envelope as direct reporting at R2, and similar procedures (albeit with different security).
6. Reference point R1 is also used by the Data Collection AF to publish reports to an external Application Service Provider server using the Event Exposure service.
NOTE:	Exposure of reporting events to external ASPs could, for example, use a publish–subscribe message exchange pattern.
7. In order to support delivery of reports to the Application Service Provider, reference point R1 also needs to support provisioning of the reporting mechanism. This includes configuration of the desired report manipulations by the Reporting AF and subscription management.
NOTE:	In certain domains (e.g. 5G Media Streaming, see below) this generic provisioning mechanism may be supplemented by a domain-specific provisioning mechanism.
8. Reference point R3 is exposed by the Reporting AF towards Application Functions and/or Application Servers in the Trusted DN that are sources of reporting information in certain domains (e.g. 5GMS).
NOTE:	The reporting procedures and envelope at interface at R3 are likely to be similar to those at R2 and R1.
2.2	Instantiation of generic reference architecture for 5G Media Streaming
Figure 2 below illustrates how the generic reference architecture described in section 2.1 above could potentially be instantiated within the 5G Media Streaming architecture.
[image: ]
Figure 2: 5G Media Streaming instantiation of
generic reference architecture for data collection and reporting
Remarks:
1. Existing mechanisms from [1] are used to provision 5GMS metrics reporting and consumption reporting at reference point M1.
2. The reporting provisioning mechanisms at R1 are used for generic reporting functionality, such as subscription management and configuring the recipes for repackaging reports.
3. The Data Collection Client is instantiated inside the Media Session Handler of the 5GMS Client and generates reports at reference point R2 as directed by the Media Session Handler.
NOTE:	The Data Collection Client realises at least the reporting aspects of the Metrics Collection & Reporting and the Consumption Collection & Reporting subfunctions of the Media Session Handler.
4. The Data Collection AF is instantiated inside the 5GMS AF. This provides the function for:
a. Receiving direct 5GMS metrics reports and consumption reports at reference point R2.
b. Receiving indirect 5GMS consumption reports at reference point R1.
c. Receiving 5GMS access logs from the 5GMS AS at reference point R3.
d. Collating information on the use of 5GMS dynamic policies and network assistance from the 5GMS AF via an internal interface.
e. Repackaging and/or (dis)aggregating the information in received 5GMS metrics reports and consumption reports for exposure to the NWDAF via Naf.
f. Packaging and/or aggregating information on the use of 5GMS dynamic policies and/or network assistance for exposure to the NWDAF via Naf.
g. Repackaging and/or (dis)aggregating the information in received 5GMS metrics reports, consumption reports and access logs for publication to the 5GMS Application Provider via R1.
This instantiation of the Data Collection AF is only aware of reporting formats relating to 5G Media Streaming and is designed to reject any other kinds of report.
5. It may be more appropriate for the Media Session Handler to configure the Data Collection Client via an internal interface in order to better accommodate the domain-specific reporting aspects of 5G Media Streaming. In this case, the configuration continues to arrive via M5 Service Access Information (per [1]) and R2 is not used for client-side configuration.
6. The M5_MetricsReporting and M5_ConsumptionReporting APIs defined in TS 26.501 [1] are deprecated in favour of a generic DataCollection_Reporting API (e.g. HTTPS POST). The metrics report and consumption report for 5G Media Streaming are distinguishable at this reference point (e.g. by their MIME content type).
7. The 5GMS AS can also provide reporting information to the Data Collection AF (e.g. to expose 5GMS access logs). This information may then be exposed to the NWDAF (via Naf) and/or published to the 5GMS Application Provider (via R1).
NOTE:	Exposure of access logs by the 5GMS AS is beyond the scope of 5G Media Streaming architecture in Release 16; it is a candidate Release 17 feature.
a. In the case where the 5GMS AS is deployed inside the Trusted DN, it reports to the Data Collection AF via reference point R3.
NOTE:	Reference point R3 could be subsumed into reference point M3, but mixing the two architectures in this way would result in a less clean separation of concerns.
b. In the case where the 5GMS AS is deployed in an untrusted External DN, indirect reporting to the Reporting AF occurs over reference point R1.
3.	Conclusion
The present document demonstrates that it is possible to define a generic reference architecture for reporting that is independent of 5G Media Streaming, but which can be instantiated within the 5G Media Streaming architecture in a domain-specific way that does not result in the 5GMS AF taking on irrelevant duties outwith its primary purpose.
4.	Proposal
The sources of this discussion paper propose that SA4:
1. Agrees the reference architecture in section 2 of the present document as the basis for further work.
2. Revises the Work Item Description [2] in line with the agreed reference architecture.
3. Drafts an outgoing LS to SA2 attaching this discussion paper and soliciting their views on this architectural approach.
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