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**===== 1st CHANGE =====**

## 5.3 Traffic Identification

### 5.3.1 Description

Besides the PFD related traffic identification method which identifies the 3-tuple and/or the domain name, the application detection filters required in the UPF can also be configured in the SMF and provided to UPF, which can be used to detect a specific 5-tuples streaming within one specific application, e.g. subtitles, video, audio and bullet screen comments. The 5GMS AF is able to provision, update and remove a dynamic PCC rule which contains flow description parameters for traffic handling and application/flow detection in the UPF.

The application detection filter can be configured in the SMF and the SMF shall provide it in the service data flow filter to the UPF, as well as flow description parameters for traffic handling in the UPF received from the dynamic PCC rule.

The flow description defines a packet filter for an IP flow with the following information as defined in the clause 5.3.8 of TS 29.214 [XX]:

* Source/destination IP address or IPv6 prefix.
* Source / destination port number.
* Protocol ID of the protocol above IP/Next header type.
* Packet Filter direction.

As shown in the figure below, the 5GMSd AF in the extrenal DN can send a request using Nnef\_AFsessionWithQos API to provision, update or remove a request to reserve resources for a specific application/flow with specific flow descriptions. After the AF request authorization, NEF interacts with the PCF, providing the flow description together with the QoS reference, the optional other parameters like Alternative Service Requirements, period of time or traffic volume, etc.

The PCF determines to derive the required QoS parameters based on the information provided by NEF/AF if this request is atuhorized. After AF Session With Required QoS Creatation Procedure, a transaction id is allocated by NEF to identify this AF Session. Then 5GMSd AF can invoke the Nnef\_AFSessionWithQoS\_Update API with this transaction ID to update the flow descrption.

Alternatively, the 5GMSd AF in the trusted/internal DN can directly send a request using Npcf\_PolicyControl API to provision, update and remove a request to reserve resources for a specific application/flow with specific flow descriptions.

Then the PCF initiates the PDU Session modification procedure to provide the updated PCC rule to the SMF and SMF will also update the PDRs in UPF for the application/traffic identification and policy handling.

However, when a first TCP connection is closed and a second one is opened, then the 5-Tuple in the Flow Description should be changed. This may be caused from factors like load balancing, multiple concurrent requests for different types of resources, shared TCP pool, etc. The 5GMSd AF can invoke the NEF/PCF related APIs with new flow description to update the PDRs installed in UPF to follow the application layer 5-tuples change for application/flow identification.



Figure 1 Traditional application/flow identification method
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