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1 Introduction

It has been a long for our discussion about the mapping from SA6 MEC architecture to the SA4 5GMS architecture. The main candidate mapping scheme can be seen in S4aI201111 (Telco, 17th Dec 2020). It is essential to make it clear whether the 5GMS entities, like 5GMS AF and 5GMS AS can be part of EES or EAS, or vice versa. Hence, this paper lists the detailed functionalities of these entities and try to solve this issue. 
In addition, for support of the SA6 defined procedures, like EAS discover/relocation, the potential gap analysis are also provided.

The following is from the email discussion of last Telco meeting.

Just one deployment….


Figure 1 Current discussed mapping scheme (from BBC, many thanks!)
2 Functionalities of SA6 MEC Entities
2.1 Edge application server

Edge Application Server (EAS) is the application server resident in the Edge Data Network, performing the server functions. The Application Client connects to the Edge Application Server in order to avail the services of the application with the benefits of Edge Computing.
It is possible that the server functions of an application are available only as an Edge Application Server. 

However, it is also possible that certain server functions are available both at the edge and in the cloud, as an Edge Application Server and an Application Server resident in the cloud respectively. The server functions offered by an Edge Application Server and its cloud Application Server counterpart may be the same or may differ; if they differ, the Application Data Traffic exchanged with the Application Client may also be different.

The Edge Application Server may consume the 3GPP Core Network capabilities in different ways, such as:

a) it may invoke 3GPP Core Network function APIs directly, if it is an entity trusted by the 3GPP Core Network;
b)
it may invoke 3GPP Core Network capabilities through the Edge Enabler Server; and

c)
it may invoke the 3GPP Core Network capability through the capability exposure functions i.e. SCEF or NEF.
Observer 1: The EAS in trusted DN can directly invoke the 3GPP Core Network function APIs. Or it may invoke the 3GPP Core Network Capability through the capability exposure functions, i.e. SCEF or NEF. And in SA4 perspective, only the 5GMS AF can directly invoke the 3GPP Core Network function APIs. 
2.2 Edge Enabler Server
Edge Enabler Server (EES) provides supporting functions needed for Edge Application Servers and Edge Enabler Client.
Functionalities of Edge Enabler Server are:

a)
provisioning of configuration information to Edge Enabler Client, enabling exchange of application data traffic with the Edge Application Server;

b)
supporting the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6];

c)
interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (e.g. via SCEF/NEF/SCEF+NEF);

d)
supporting the functionalities of application context transfer;
e)
supporting external exposure of 3GPP network and service capabilities to the Edge Application Server(s) over EDGE-3;

f)
supporting the functionalities of registration (i.e., registration, update, and de-registration) for the Edge Enabler Client(s) and the Edge Application Server(s); and

g) supporting the functionalities of triggering the EAS instantiation on demand.
Observer 2: The EES has many functionalities, like configuration information to EEC, functionalities of API invoker and API exposing function, functionalities of registration for EEC and EAS, triggering the EAS instantiation on demand..
2.3 Edge Enabler Client

Edge Enabler Client (EEC) provides supporting functions needed for Application Client(s).
Functionalities of Edge Enabler Client are:

a)
retrieval and provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

b)
discovery of Edge Application Servers available in the Edge Data Network. 

Observer 3: The EEC need to support the retrieval and provisioning of configuration, discovery of EAS in the EDN. These functionalities are also not relevant to 5GMS, neither. 
2.4 Application Client

Application Client is the application resident in the UE performing the client function. Details of the Application Client are out of this specification (SA6 MEC Specs). 
2.5 Edge Configuration Server

Edge Configuration Server (ECS) provides supporting functions needed for the Edge Enabler Client to connect with an Edge Enabler Server.

Functionalities of Edge Configuration Server are:

a)
provisioning of Edge configuration information to the Edge Enabler Client. The Edge configuration information includes the following:

1)
the information for the Edge Enabler Client to connect to the Edge Enabler Server (e.g. service area information applicable to LADN); and 

2)
the information for establishing a connection with Edge Enabler Servers (such as URI); and

NOTE:
The Edge Configuration Server can be deployed in the MNO domain or can be deployed in 3rd party domain by service provider. 

b)
supporting the functionalities of registration (i.e., registration, update, and de-registration) for the Edge Enabler Server(s); 

c)
supporting the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6]; and

d)
interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (e.g. via SCEF/NEF/SCEF+NEF).

2.6 Summary and Analysis
If the SA6 MEC functions are running as a part of 5GMS functions:

1. Additional interface design is needed, like the interface between 5GMS AS and 3GPP core network to support the direct interaction between the EAS and 3GPP core network.  
2. The MSH, 5GMS AF, 5GMS AS need to support the functionalities of SA6 MEC functions.
Therefore, it is recommended that 5GMS entities are deployed on the top of SA6 entities, e.g. MSH on EEC, 5GMS AF on EES and 5GMS AS on EAS. The SA6 related Entities can be seen as the General Function Layer and 5GMS related Entities can be seen as the Specific Function Layer accordingly running on top of the General Function Layer as shown below.
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Figure 2 Converged Model
The proposed mapping architecture can be found as below:
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Figure 3 Potential mapping architecture
The EEC, EES, EAS and ECS can follow the SA6 specification to realize the service provisioning, registration, EAS discovery, Service Continuity and so on. 5GMS functions can help to trigger the corresponding procedures. 

3 Key Procedures of SA6 MEC 
The main procedures defined in SA6 are listed here. The potential gaps and requirements are also provided at the end.
3.1 Service Provisioning:

Service Provisioning allows configuring the EEC with the information about available ECS, based on the hosting UEs location, service requirements, service preferences and connectivity. This configuration includes the necessary address information for the Edge Enabler Client to establish connection with the Edge Enabler Servers.

3.2 Registration:

a) An Edge Enabler Client performs registration with an Edge Enabler Server in order to use Edge Computing services offered by the Edge Enabler Server, e.g. discovering Edge Application Servers in an area in an area of interest. The procedure also enables initialization or update of the Edge Enabler Client Content information at the Edge Enabler Server. 

b) The Edge Application Server Registration procedure allows an Edge Application Server to provide its information to an Edge Enabler Server in order to enable its discovery by an Edge Enabler Client.
c) The Edge Enabler Server Registration procedure allows an Edge Enabler Server to provide information to an Edge Configuration Server in order to enable provisioning Edge Enabler Server(s) to an Edge Enabler Client.
3.3 EAS discovery procedure 

Pre-conditions:

1.
The Edge Enabler Client has received information (e.g. URI, IP address) related to the Edge Enabler Server;

2.
The Edge Enabler Client has received appropriate security credentials authorizing it to communicate with the Edge Enabler Server; and
3.
The EES is configured with ECSP's policy for EAS discovery.
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2. Authorization check


1. The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular Edge Application Server(s) or a category of Edge Application Servers, e.g. gaming applications. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. When EAS discovery filters are not provided, then:

-
if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;

-
EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the EES is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the service provisioning request and respond with an appropriate failure cause.
If the UE is located outside the Geographical or Topological Service Area of an Edge Application Server, then the Edge Enabler Server shall not include this Edge Application Server in the discovery response.

3.
If the processing of the request was successful, the Edge Enabler Server sends an Edge Application Server discovery response to the Edge Enabler Client, which includes information about the discovered Edge Application Servers. For discovered Edge Application Servers, this includes endpoint information. Depending on the EAS discovery filters received in the Edge Application Server discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

3.4 Service Continuity

During the EAS relocation procedure, the service continuity is needed. 

The Triggers for the EAS relocation may be due to UE mobility, load balancing of EAS or EDN or graceful shutdown of an Edge Application Server.

To support the need of application context relocation, following entity roles are identified:

-
detection entity, detecting the need of application context relocation;

-
decision-making entity, deciding that the application context relocation is required; and

-
execution entity, executing application context relocation.

The detection role can be potentially performed by the following entities:

-
Application Client;

-
Edge Enabler Client;

-
Edge Enabler Server; and

-
Edge Application Server.

A decision-making entity determines that application context relocation is required and instructs the execution entity to perform application context relocation.

An execution entity performs application context relocation as and when instructed by the decision-making entity.

After successful application context relocation:

-
The Edge Enabler Server is informed of the completion by the Edge Application Server; and

-
The Edge Enabler Client is informed of the completion by the Edge Enabler Server. 

A high level overview of application context relocation is illustrated as below.
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Figure 4 High level overview of application context relocation procedure

3.5 Gap analysis and Requirements
Exchanges between general function layer and specific function layer may be needed.

a) The EAS discovery filters may be needed for support of EAS discovery request from EEC. How these filters are derived would be FFS.
b) The discovered EAS information returned to EEC also need to be visible for 5GMS AF. The way that the EES let 5GMS AF see the discovery results is FFS.

c) The 5GMS AF should be able to trigger the EES to execute the EAS relocation procedure. 
4 Proposal

We propose to take the above into account and accept Clause 2.6 and 3.5 as the basis for further study.
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