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**** First Change ****
Annex X		Dynamic policy parameter propagation (informative)
X.1	End-to-end model
Figure X.1‑1 below depicts an end-to-end model for the propagation of dynamic policy parameters. The arrows indicate the main information flow. The interfaces specified in TS 26.501 [2] are used throughout. However, there are additional interfaces (i.e. P1 or U1), which are not in the 5GMS Architecture.
[image: ]
Figure X.1‑1: End-to-end model for dynamic policy parameter propagation
The interfaces involved and their roles in this feature are as follows:
· M1: Provisioning interface between the 5GMS Application Provider and the 5GMS AF.
· P1: The 5GMS Application Provider provisions the DASH MPD generator, e.g. by annotating the MPD with Service Descriptors.
· U1: User Interface to the 5GMS-Aware Application.
NOTE: The 5GMS Application Provider controls the application, i.e. controls the GUI choices.
· M8: Non-standardized input from the 5GMS Application Provider to the 5GMS-Aware Application, such as country-specific application behaviours (languages, on-demand catalogue, etc).
-	Input on subscriptions (e.g. 4K subscription versus SD subscription).
-	Device-specific content selection rules (e.g. SmartPhone versus Smart TV).
-	Additional service offering features (e.g. background download possible).
· C1 (one of M6 or M7): Information from the 5GMS-Aware Application to the 5GMS Client, e.g. user content selections.
· M6: Information flow from the DASH Player to the Media Session Handler.
· M7: Information flow from the Media Session Handler to the DASH Player.
· M5_1: Information flow into the Media Session Handler for parameter provisioning (Policy Descriptions, which originate from 5GMS AF and 5GMS Application Provider). The Policy Descriptions contain or reference the detailed Service Access Information, i.e. URLs to activate a certain policy.
· M5_2: Information flow from the Media Session Handler to the 5GMS AF. This includes:
-	input to create the Traffic Detection InformationService Data Flow Templates  (see TS 23.501 503 [X], clause 5.8.2.4.2) for identifying the application data flows within a PDU Session,
-	an identifier for the Dynamic Policy instance (e.g. QoS, Conditional Zero-rating, charging, etc) and
-	optionally, Network Assistance information, e.g. bit rate recommendations.
In its Annex K, the DASH standard [Y] specifies so-called “Service Descriptors” . The purpose of Service Descriptors is to provide additional information to a DASH player to influence its “Selection Logic”, e.g. a DASH player should prefer a certain set of representations within an adaptation set. It is assumed in the following that the DASH MPD can be annotated using Service Descriptors to give hints for subscription models and different device types.	Comment by Richard Bradbury: ISO/IEC 23009-1 (4th edition).
The 5G System specifies a number of different means to detect application flows. When activating a Dynamic Policy, the Media Session Handler provides Traffic Detection Informationa Service Data Flow Template to the 5GMS System, which are identifying the application flow(s) to the 5GMS System. It is assumed here that multiple applications are executing simultaneously on a given UE and that each application may independently access the network. Therefore, the Media Session Handler needs to provide (and update) this Traffic Detection InformationService Data Flow Templates in order that the application traffic can be treated according to the corresponding Dynamic Policy.
[ The UPF contains a Traffic Detection Function as described in TS 23.501 [X] clause 5.8.2.4. The SMF provides the Traffic Detection Information to the UPF in the form of Packet Detection Rules (PDRs). Traffic Detection Information is called Service Data Flow Detection in the PCC rules (TS 23.503 [Z], clause 6.2.2.2). Service Data Flow Detection is either based on Service Data Flow Filters or on Packet Flow Descriptions (PFDs).
The Traffic Detection Information to detect application flows within a PDU Session can be:
-	the 5-Tuple of client and server IP address, protocol, and client and server ports.
-	a Type of Service (ToS) value (including a mask) for IPv4, or a flow label for IPv6.
-	a security parameter indexes.
-	a Packet Flow Descriptions (PFDs), which references via the application identifier in the PCC rule (TS 23.501 [X] clause 5.8.2.8.4 and TS 23.503 [Z] clause 6.3.1). A Packet Flow Description can contain contain significant parts of a URL (e.g. hostname) or a domain name. PFDs can be managed by the 5GMS AF using the “PFD Management API” of the NEF.
Depending on the selected Traffic Detection Information, the Media Session Handler may either provide 5-Tuples of newly created TCP connections or mark the outgoing traffic using, for example, a flow lable or a ToS field value. Alternatively, the Media Session Handler may provide the server IP address or the server domain name, when all traffic to that server/domain should be treated according to the Dynamic Policy.
]
In the following clauses, the parameter propagation for a number of different use cases is described.
X.2	Premium QoS dynamic policy
X.2.1	General
To realise a Premium QoS service offering, the 5GMS Client should activate a QoS bearer Flow with characteristics matching the service needs. It is assumed that the DASH content is prepared for different subscription levels, e.g. 4K, HDR or SD, and for different target device types, e.g. SmartPhone or SmartTV. When commencing playback of a DASH presentation according to a particular subscription level (e.g. 4K), the 5GMS Client needs to activate a dedicated bearer QoS Flow with a matching bit rate setting.
NOTE:	The 5GMS Client may choose to activate a bearer QoS Flow with a lower bit rate than the maximum supported by the 5G System, e.g. a small screen SmartPhone may activate a different bearer QoS settings from a large screen device.
The per-title quality and the subscription levels of an example on-demand catalogue are illustrated in the figure below. The subscription levels in this example are 4K, FullHD, HD,  and SD and 480p. Only devices entitled to activate a 4K quality should actually select the according representations from the MPDs. In this example, all titles are available in at least SD and HD quality. Often, not all titles are available in 4K quality. Thus, a device with a 4K subscription can only activate reqception of the HD or SD representations.
 [image: ]
Figure X.2.1‑1: Subscription Levels for Premium QoS
The bit rate required to sustain a certain quality varies from title to title. In the figure, the bitrate needed for title4Title4 in HD_hd is in the same range as SD quality of other titlesTitle3.
The Network Subscription Levels (Operation Ranges of Policy Template configurations) are illustrated on the right side of the figure. The Policy Template for SD subscription level (sd_opSD Operation Range) is authorized to activate a maximal bit rate of btr#1. The Policy Template for 4K subscription level is authorized to activate between any low bitrate and a maximal bitrate of btr#3. 
When activating a Dynamic Policy instance, the 5GMSd Client provides a desired bit rate for the selected title. The desired bit rate can be smaller than the maximal bit rate allowed by the Policy Template. The 5GMSd Client always activates a Dynamic Policy instance from its assigned Network Subscription Level, even when the desired bitrate justifies a different Policy Template. 
When activating a QoS Flow for a certain subscription level and title, the 5GMSd Client should preferably select a desired bit rate matching the quality needed. For example, a device with a HD subscription needs a higher desired bit rate when consuming title3 in _hd HD quality and a lower desired bit rate when consuming title4 in _hdHD quality.
In some cases, the system rejects a QoS Flow or drops an established QoS Flow. The 5GMSd Client can then try to activate a different QoS flow with a lower desired bit rate.
X.2.2	Procedure
The procedure for activating a Premium Qos dynamic policy is illustrated in figure X.2.2‑1 below.


Figure X.2.2-1: Procedure for activating Premium QoS dynamic policy
Steps
1. The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates (using M1). Each Policy Template is identified by a Policy Template identifier and contains information about how to activate the corresponding policy within the 5G System (e.g. N5 URLs and parameters). 
2.	The 5GMS Application Provider interacts with its DASH content generation function (e.g. an MPD provider) to annotate the DASH MPD with Service Descriptors (using P1). The Service Descriptors define the Operational Ranges within the Media Player should operate. The DASH MPD and the DASH Media Segments are then ingested by the 5GMS AS (steps 1 and 2).
[bookmark: _Hlk43192839]3.	The 5GMS-Aware Application is configured via M8 (step 3) with information about the available content catalogue (e.g. resolving MPD URLs), the available subscription identifiers (e.g. the user has a 4K subscription or the user has an SD subscription), device type identifiers and network policy identifiers. Each Policy Template is identified by a Policy Template identifier and contains information about how to activate the according policy within the 5G System (e.g. N5 URLs and parameters).	Comment by Richard Bradbury: Duplicate of sentence in previous paragraph.	Comment by TL1: Where?
The subscription identifiers and the device type identifiers are collectively referred to as Service Description Filters in the following.
NOTE 1:	It is for further study whether network policy identifiers are embedded in the MPD Service Descriptors or derived from the Service Descriptors.
NOTE 2:	The network policy identifier can be equal to a Policy Template identifier when the 5GMS-Aware Application is aware about its usage (e.g. for QoS streaming or background download). It is assumed here, that a unique network policy identifier is assigned to each subscription level.
4.	When the user selects an item via the User Interface (U1), the 5GMS-Aware Application translates the input to the needed 5GMSd API calls.
5.	When a user selects via U1 a video (step 4), tThe 5GMS-Aware Application provides input (via C1) on the selected presentation entry (i.e. MPD URL) together with a Network Policy Identifier (the value indicates here a “HD quality Premium QoS” policy (alternative Network Policy Identifiers can refer to e.g. 4K quality), i.e. make the Media Session Handler request a QoS bearer) and Service Description Filters (step 5). The Service Description Filter is used by the Media Player to identify the usable Service Descriptors from the MPD. The Network Policy Identifier is used by the Media Session Handler to find the according Policy Description containing information on the Dynamic Policy Instantiation method (i.e. procedure and parameters such as Policy Template identifier).
Step 66: The DASH player fetches the MPD.
7.	 and The Media Player selects the Service Descriptor and applies the Service Descriptor Filter (step 7).
8	Step 8: The DASH player indicates to the Media Session Handler (M6) that a “HD Premium QoS” network service should be activated (value of the Network Policy Identifier). The DASH player provides input on bitrate ranges (which may depend on the device type and the title quality). The Media Session Handler has received one ore more Policy Descriptions together with matching Service Access Information (via M5_1). When the Media Session Handler has received the policy indication (step 8), the Media Session Handler uses the Network Policy Identifier to find the procedure and the parameters to activate the Dynamic Policy instance (i.e. find the matching Policy Description). Here, the Network Policy Id indicates a Premium QoS policy. The Media Session Handler should activates a dynamic policy instance in the 5GMS AF, providing packet detection service data flow templates filters of the DASH media flows (audio, video, etc) and to provide the target desired bitrate of the video.
9.	Step 9: The Media Session Handler activates a Dynamic Policy instance with the 5GMS AF. The 5GMS AF uses the Policy Template identifier to look up the matching Policy Template in order to create the PCF or NEF API invocation. As result, the Media Session Handler receives the enforcement bit rate in the 5GMS AF response. The 5GMS Client should not exceed this bit rate threshold.
The Service Access Information (via M5_1) includes a list of recommended traffic detection methods. The Media Session Handler selects a traffic detection Service Data Flow description method (e.g. 5-Tuples). When the Media Session Handler selects:
-	5-Tuples: For each new TCP connection, the Media Session Handler updates the Dynamic Policy instances and adds a new 5-Tuple. For each closed TCP connection, the Media Session Handler updates the Dynamic Policy instances and removes the 5-Tuple of the closed TCP connection.
-	TOS or Traffic Class: The Media Session Handler sets the TOS or Traffic Class for each new TCP connection.
-	domain name: The Media Session Handler provides the domain name with the Dynamic Policy Instance.
X.2.3	Example parameters
Table X.2.3‑1: M5_1 parameters for Policy Descriptions (used by the Media Session Handler)
	Parameter
	Type
	Purpose
	Example Values

	Policy Description
	Object
	
	

	Network Policy Id
	String
	Identifies the Policy Description.
	“4K Premium QoS 4K” or “HD Premium QoS”.

	Service Access Information URL
	URL
	References the associated Service Access Information.
	


Table X.2.3‑2: M5_1 parameters for Service Access Information
	Parameter
	Type
	Purpose
	

	Service Access Information
	Object
	
	

	Policy Template identifier
	String
	Identifies the Policy Template.
	“HD QoS”.

	5GMS AF URL
	URL
	Used to invoke the 5GMS AF.
	

	Mandatory Request M5 information
	List
	Desired bit rate, which should be provided by the network for the application.
	Policy Template identifier, Desired Bit rate, Packet Detection Filters.

	M5 Response information
	List
	Information to the Media Session Handler on the response parameters.
	OK (requested Bit rate is accepted), Proposed Lower Bit rate (the requested bit rate cannot be provided).

	trafficDetectionMethodsdfMethod
	[String]
	Indication, which traffic detection Service Data Flow Description methods are recommended to use by the media session handler.
	“5-Tuple”, “domainName”, “TOS=xx”, etc.


X.3	(Conditional) Zero Rating dynamic policy
X.3.1	General
In the case of (Conditional) Zero Rating, the quality of a video streaming service must not exceed a certain bit rate threshold (called the Policy Threshold). This can be realized by deploying a traffic shaper in the network (e.g. a policing function in the UPF) or by instructing the DASH Player to not exceed a certain bit rate policy threshold. The policy threshold maybe be network-specific, i.e. depending on the 5G System. The following realization assumes the latter, i.e. the DASH Player is not exceeding the bit rate policy and the UPF is just monitoring the compliance of the application flows (one or more TCP and/or UDP flows). The MPD is annotated using DASH Service Descriptor in such a way that the DASH Player can identify which maximal representation bandwidth still s comply with the policy threshold.
Figure X.3.1‑1 below illustrates the per-title quality and the policy threshold. For titles 1 and 2, the 5GMSd Client can activate the SD and HD representations. For title 3, the 5GMSd Client can activate the 480p and the SD representations. For title 14, the 5GMSd Client can activate all available representations (i.e. SD and HD). For title 2, the 5GMSd Client can only activate the SD representation. Title 3 cannot be activated, since no SD representation is available.
[image: ][image: ]
Figure X.3.1‑1: Policy threshold versus quality
When the 5GMSd Client receives the bit rate of the policy threshold from the network, the 5GMSd Client filters the MPD for possible representations.
X.3.2	Procedure
The procedure for activating a (Conditional) Zero Rating dynamic policy is illustrated in figure X.3.2‑1 below.

Figure X.3.2‑1: Procedure for activating (Conditional) Zero Rating dynamic policy
Steps
1.	The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates (step 1). Each Policy Template is identified by a Policy Template identifier and contains information mabout how to activate the corresponding policy within the 5G System (e.g. N5 URLs and parameters). 
2.	The 5GMS Application Provider also interacts with its DASH content generation function (e.g. an MPD provider) to annotate the DASH MPD with Service Descriptors (step 2). The intention of the Service Descriptors here is that the DASH Player can identify those representation combinations which do not exceed the bit rate requirement.
3.	The 5GMSAware Application is configured via M8 (step 3) with information about the available content catalogue (e.g. resolving MPD URLs), the available subscription identifiers (e.g. the user has a 4K content subscription or the user has an SD subscription), device type identifiers. Each Policy Template is identified by a Policy Template identifier and contains information, how to activate the according policy within the 5G System (e.g. N5 URLs and parameters).	Comment by Richard Bradbury: Duplicated sentence from previous paragraph.
The 5GMSd-Aware Application is configured via M8 about the available (Conditional) Zero Rating policy. This includes the Network Policy Ids.
4.	When a user selects (via U1) a title (step 4), an item via the User Interface (U1), the 5GMS-Aware Application translates the input to the needed 5GMSd API calls.
5.	Tthe 5GMS Aware Application provides input (via C1) on the selected presentation entry (i.e. MPD URL) and also on the Network Policy Id (the value in this case indicates a (Conditional) Zero-Rating policy, i.e. make the Media Session Handler request the policy threshold parameter from the network).
NOTE:	C1 is an abstract interface and indicates that the 5GMS-Aware Application may either first use M6 or M7 for the interactions with the 5GMS Client.
6.	Step 6: The Media Session Handler uses the Network Policy Identifier to find the procedure and the parameters to activate the Dynamic Policy Instance (here a (Conditional) Zero Rating policy). The Media Session Handler has received one ore more Policy Descriptions together with matching Service Access Information (via M5_1). The Media Session Handler uses the Network Policy Identifier as a key to find the correct Policy Description. Here, the Network Policy Identifier indicates a (Conditional) Zero Rating policy. The Media Session Handler should activate a dynamic policy in the 5GMS AF, providing traffic detection Service Data Flow Template information about the DASH media flows (audio, video, etc.) and retriving the bit rate threshold, which cannot be exceeded to comply with the policy. The Media Session Handler receives (as result of the Dynamic Policy activation) some information on the policy enforcement (enforcementMethod and/or enforcementBitrate), so that the representation selection logic (bit rate adaptation function) in the DASH Player can consider the effects of the enforcement scheme.	Comment by Richard Bradbury: Can’t use “shall” in an informative annex.	Comment by TL1: Well, that was not a standards “shall”. Anyhow, “cannot” also works.  
7.	 The Media Session Handler activates the Dynamic Policy instance on M5, providing a Policy Template identifier. Upon positive response, the Media Session Handler notifies the DASH Player, providing Service Description Filters (step 7). The Media Session Handler may receive the Service Description Descriptor Filters with the response, or it may look up the Service Description Descriptor Filter values by a response value. Alternatively, the Media Session Handler receives a maximum bit rate with the response and the Media Session Handler derives the Service Description Descriptor Filter. The Media Session Handler may also receive information about Policy Enforcement, e.g. what type of traffic shaper will throttle the bit rate.
The Media Session Handler may need to update the Dynamic Policy instance, depending on the selected traffic detection method. For example, when the Media Session Handler uses 5-Tuples, the Media Session Handler needs to update the Dynamic Policy instance with every newly opened and every closed TCP connection.
8.	The DASH Player fetches the MPD of the selected content.
9.	Step 9: The Service Description Descriptor Filter is used by the DASH Player to filter policy-compliant Service Descriptors from the MPD. The DASH Access Engine or Selection Logic (see ISO 23009-1 [Y] figure K.1) selects only adaptation sets and representations according to the filter. Here, the DASH Player fetches the MPD after the notification from the Media Session Handler.
X.3.3	Example parameters
Table X.3.3‑1: M5_1 parameters for Policy Descriptions (used by the Media Session Handler) 
	Parameter
	Type
	Purpose
	Example Values

	Policy Description
	Object
	
	

	Network Policy Id
	String
	Identifies the Policy Description.
	“(Conditional) Zero Rating”.

	Service Access Information URL
	URL
	References the associated Service Access Information.
	


Table X.3.3.‑2: M5_1 parameters for Service Access Information
	Parameter
	Type
	Purpose
	

	Service Access Information
	Object
	
	

	Policy Template Id
	String
	Identifies the Policy Template.
	“not exceed bit rate”

	5GMS AF URL
	URL
	Used to invoke the 5GMS AF.
	

	Traffic Detection sdfMethods
	[String]
	Indicates which traffic detection Service Data Flow Description methods are recommended for use by the Media Session Handler. 
	“5-Tuple”, “domainName”, “TOS=xx”, etc.

	Mandatory M5 Request information
	List
	
	Policy Template identifier, Packet Detection FiltersService Data Flow Template.

	M5 Response information
	List
	Information to the Media Session Handler on the response parameters.
	Bit rate Policy Threshold (upper bit rate bound, which should not be exceeded).


X.4	Background Download
X.4.1	General
In the case of Background Download, the asset is acquired in the background, prior to viewing. Many application services offer the capability of acquring a VoD item for later consumption. The 5GMS-Aware Application triggers the Media Session Handler to acquire the item, providing a background download network policy id.
NOTE:	Here, the DASH Player is handling the acquisition, since the DASH Player contains the MPD processing and the DASH Access engine parts. Other realizations would use a separate background download agent, which is not even try to decode and render the video.
Figure X.4.1‑1 below illustrates the representation marking for background download. The MPD may be annotated with Service Descriptors clearly identifying representations intended for download. Here, Title 1 should be downloaded in Full HD quality. All other titles in regular HD qualitytitles 2 and 3 should be downloaded in 4K quality; titles 1 and 4 in HD quality.
[image: ][image: ]
Figure X.4.1‑1: Background Download Representations
X.4.2	Procedure
The procedure for activating a Background Download dynamic policy is illustrated in figure X.3.2‑1 below.


Figure X.3.2‑1: Procedure for activating Background Download dynamic policy
Steps
1.	The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates (M1). Each Policy Template is identified by a Policy Template identifier and contains information about how to activate the according policy within the 5G System (e.g. N5 URLs and parameters).
2.	 The 5GMS Application Provider also interacts with its DASH content generation function (e.g. an MPD provider) to annotate the DASH MPD with Service Descriptors, e.g. to identify, which representation is intended for background download (step 2).
3.	The 5GMS-Aware Application is configured via M8 (step 3) with information about the available content catalogue (e.g. resolving MPD URLs), the available subscription identifiers (e.g. the user has a 4K subscription or the user has an SD subscription), device type identifiers. Each Policy Template is identified by a Policy Template identfier and contains information about how to activate the corresponding policy within the 5G System (e.g. N5 URLs and parameters).
The 5GMSdAware Application is configured via M8 about the available background download policy. This includes the Network Policy Id which hints a background download policy.

4.	When a user selects an item via the User Interface (U1), the 5GMS-Aware Application translates the input to the needed 5GMSd API calls.
4.	When a user selects (via U1) an asset itemt via the User Interface (U1) for Background Download (step 4) the 5GMS-Aware Application translates the input to the needed 5GMSd API calls.,
5.	 tThe 5GMS-Aware Application provides input (via C1 in step 5) on the selected presentation entry (i.e. MPD URL) and also on the Network Policy Identifier (indicating a background download policy, i.e. make the Media Session Handler request a bearer suitable for Background Download).
NOTE:	C1 is an abstract interface and indicates that the 5GMS-Aware Application may either first use M6 or M7 for the interactions with the 5GMS Client.
6.	Step 6: The Media Session Handler uses the Network Policy Identifier to find the procedure and the parameters to activate the Dynamic Policy Instance (here a Background Download policy). The Media Session Handler has received one or more Policy Descriptions together with matching Service Access Information (via M5_1). The Media Session Handler uses the Network Policy Identifier as a key to find the correct Policy Description. Here, the Network Policy Id indicates a Background Download policy. The Media Session Handler should activate a Dynamic Policy in the 5GMS AF, providing traffic detection Service Data Flow Template information of the media flows (audio, video, etc). The Media Session Handler can also receive information on a bit rate policing (enforcementMethod and/or enforcementBitrate), e.g. that the bit rate is actively limited.
7.	The Media Session Handler activates the Dynamic Policy instance on M5, providing the Policy Template identifier and additional parameters. Upon positive response, the Media Session handler notifies the DASH Player to start the Background Download (Step 7). The notification contains a Service Description Descriptor Filters, which is used by the DASH Player to filter policy-compliant Service Descriptors from the MPD. The Media Session Handler may receive the Service Description Descriptor Filters with the response or may look up the Service Description Descriptor Filter values by a response value (e.g. derived from a maximum bit rate indication).
The Media Session Handler may need to update the Dynamic Policy instance, depending on the selected traffic detection method. For example, when the Media Session Handler uses 5-Tuples, it needs to update the Dynamic Policy instance with every newly opened and every closed TCP connection.
8.	The DASH Player fetches the MPD of the selected content.
9.	Step 9: The DASH Access Engine / Selection Logic (see ISO 23009-1 [Y] figure K.1) selects only adaptation sets and representations according to the filter (i.e. suitable for Background Download). Here, the DASH Player fetches the MPD after the notification from the Media Session Handler.
X.4.3	Example parameters
Table X.4.3‑1: M5_1 Parameters for Policy Descriptions (used by the Media Session Handler) 
	Parameter
	Type
	Purpose
	Example Values

	Policy Description
	Object
	
	

	Network Policy Id
	String
	Identifies the Policy Description.
	“Background Download”.

	Service Access Information URL
	URL
	References the associated Service Access Information.
	


Table X.4.3‑2: M5_1 Parameters for Service Access Information
	Parameter
	Type
	
	

	Service Access Information
	Object
	
	

	Policy Template Id
	String
	Identifies the Policy Template.
	“backgrounddata”.

	5GMS AF URL
	URL
	Used to invoke the 5GMS AF.
	

	Traffic Detection sdfMethods
	[String]
	Indication, which traffic detection Service Data Flow Description methods are recommended to use by the media session handler.
	“5-Tuple”, “domainName”, “TOS=xx”, etc.

	Mandatory M5 Request information
	List
	Desired bit rate, to be provided by the network for the application.
	Policy Template Id, Average Bit rate, Packet Detection FiltersService Data Flow Template.

	M5 Response information
	List
	Information to the Media Session Handler on the response parameters.
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