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1 Introduction

In this contribution, we discuss the need for domain-based traffic filtering for media session.
2 Discussion

When applying policies that are negotiated and paid for by an Application Service Provider, it is important to ensure that only authorized traffic is allowed to make use of that negotiated policy. This is done by providing traffic filtering information to the MSH. The MSH may select the appropriate PDU session for the streaming session and provide the filtering information to the AF to pass to the PCF for enforcement. This Gating procedure is defined in TS 23.501.
The following figure depicts the procedures during a media streaming session, where each segment request may be redirected to a different edge server.
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Consequently, identifying a QoS flow through a 5-tuple may not be suitable for streaming sessions.
To ensure proper traffic detection, all traffic of the same streaming session shall be assigned the same QFI value in the PDU session. The MSH may use the procedure in section 6.6.2.3 to associate media session traffic to a specific QoS Flow and PDU session. The traffic is identified using one of the following rules as provisioned in the URSP rules:
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	Destination FQDN(s) or a regular expression as a domain name matching criteria.
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	


For streaming session purposes, the Domain descriptors are of specific importance as they allow to address situations where the edge server is determined dynamically.
3 Proposal

We propose to take the information in section 2 into account and to specify MSH-controlled traffic filtering for media sessions. [image: image2.png]
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