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**** Discussion ****
Introduction
TS 26.501 considers that the Media AF “may relay or initiate a request for different Policy or Charging Function (PCF) treatment or interact with other network functions”. In TR 26.891, Clause 6.4 introduces and discusses the concept of Dynamic Policies. Clauses 6.4.3 and 6.4.4 presents procedures. The proposal summary (Clause 6.4.8) is copied here for convenience: 
<copy>
The Application to Network Interaction concept (ANIF) introduces the possibility that a media client can interact with the system in order to change the delivery policy. It has been identified, that the new policy related function can leverage similar interaction concepts such as Network Assistance for DASH. 
[image: ]
Figure 13: Suggested Architecture
It is suggested to identify common network assistance functions, which are relevant for several media services such as 3GP DASH, 3GP Progressive Download, FLUS, etc. 
</copy>

General API Discussion for supporting different PCF treatments
The suggested architecture (Figure 13, above) depicts two types of interactions: (1) Interactions between the UE and the 5G Network Assistance function and (2) interactions with the Content Provider with the 5G Network Assistance function for general SLA authorization and other information.
For the 5GMS3 work, the Media AF is replacing the 5G Network Assistance functions, offering APIs of the M5d reference point to the Media Session Handler. 
Further, the Content Provider operates “Network External Media Application Servers” and we call it the Application Service Provider in the following (since it does not only provide content ). The Application Service Provider is responsible to provide the “UE external media function (e.g. App)” on the UE with correct application and content access information (i.e. URLs pointing to Media AFs or Media ASes or external ASes).  
The M1d interactions are needed to establish a general SLA between the MNO and the external provider (Application Service Provider). Further, the application service provider gets the needed Media AF / Media AS URLs during this step, which are then conveyed to the mobile device. For example, when the media session handler should interact with the Media AF using M5d, the mobile device needs to get the according M5d Urls. 
Note, this step is currently missing in the 5GMSA Stage 2 and a correction is proposed.

Discussion and Proposal of API Resource Structure
The CT groups follow a certain resource structures for the API design. The general resource structure is {apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}
The apiRoot is not defined by 3GPP and left for implementation. There are several ways to discover the apiRoot. Here it is assumed that CAPIF offers a self-on-boarding procedure for M1d APIs and then the M1d APIs are used to get the apiRoot part and / or the full URL for the M5d APIs.
The apiName is defined by 3GPP. The existing reference points T8 or Nnef do not add the reference point name (e.g. T8) into the apiName. Instead, the apiName points to the individual APIs of the reference point. The benefit of using individual APIs instead of the reference point as apiName is service separation and scalability. For example, it is possible to realize the individual APIs of a single reference point as different microservices. Alternatively, a single service can be able to handle multiple APIs from the same reference point. 
Proposal 1: It is proposed to select individual APIs names. In case of the M5d reference point (used for Media Session Handling), it is proposed to use purpose specific API names, such as 3gpp-policies or 3gpp-dynamicpolicies.
Further, different application service providers may have different service agreements with the network provider. The service agreement may contain information around, which allowed APIs or allowed parameters. In order to prevent database look-ups and security issues, it is beneficial to separate the application service providers already at API level and to include a unique “Network external media application provider id” (short aspId) into the API URL. 
Note, this aspId is inspired by the scsAsId URL path element in the T8 reference point (See TS 29.122).
Proposal 2: It is proposed to insert a unique “Network external media application server” provider identifier into the URL in order to allow design of microservices, which can handle all API call of a single application service provider. 
The M5d reference point offers services to many application instances of one application service provider at the same time. The application instance (one instance of the “UE external media functions” / “5G Media Functions (Trusted)”) may only have access to session information, which has been created by the application instance. For efficiency purpose (data base lookup for SLA information), it may still be beneficial to handle all M5d API transactions of the same application service provider within the same service instance. 
Proposal 3: It is proposed to insert a unique “UE external media functions” into the URL in order to allow design of microservices, which can handle all API call of a single application service provider.
The UE external media function (i.e. device application) and / or the Media Session Handler can request multiple policies for different application data flows at the same time. For example, the device may run a background download of data (e.g. pre-fetching a video) while streaming a foreground video. For example to set QoS properties for the forground DASH service are according to 26.247, Annex I “Signalling of DASH AVP values for QoS handling in the PCC”. Therefore, the URL structure should support different sessions in the URL structure, so that the device application can create one or more API resources on a need basis.
Proposal 4: It is proposed to allow separation of multiple sessions within the URL. Sessions should be created, queried, modified and deleted using HTTP transactions. 

Assession with 
Summary proposal: The following resource URIs are proposed for supporting the request of different policy or changing function treatment from the Media AF:
Resource Name: “New Dynamic Policy Applications”
URI: {apiRoot}/3gpp-dynamicpolicies/v1/{aspId}/apps
with apiName= 3gpp-dynamicpolicies
and apiSpecificResourceUriPart: {aspId}/apps
		GET: Forbidden to provide a response
		POST: Create a new “Dynamic Policy Sessions” resource

Resource: “Dynamic Policies” 
URI: {apiRoot}/3gpp-dynamicpolicies/v1/{aspId}/{appId}
		GET: Read Dynamic Policy Sessions Resource 
		POST: Create a new Individual Dynamic Policy Session Resource
[bookmark: _Hlk15911883]Resource: “Individual Dynamic Policy”
URL: {apiRoot}/3gpp-dynamicpolicies/v1/{aspId}/{appId}/sessions/{sessionId}/
with apiName= 3gpp-dynamicpolicies
and apiSpecificResourceUriPart: {aspId}/{appId}/sessions/{sessionId}/
		GET: Read the Individual Dynamic Policy Session Resource
		PUT: Replace an existing Individual Dynamic Policy Session Resource
		PATCH: Modify an existing Individual Dynamic Policy Session Resource
		DELETE: Delete an existing Individual Dynamic Policy Session Resource

The “New Dynamic Policy Application” resource is used by the Media Session Handler to subscribe itself to the Media AF in order to create Dynamic Policy Sessions. After successful subscription, the Media Session handler receives the “Dynamic Policy Sessions” Resource, which is used as bases for all subsequent dynamic policy session transactions.
Discussion and Proposal of API Payload data 
In order to request different QoS or charging policies dynamically at application run-time, the UE application needs to first subscribe to the Media AF. The Media Session Handler provides a unique identifier for the application service provider.

	Field
	Description

	Application Service Provider ID
	Identifier of the media application service provider (ASP), who is offering the application and the content for the application.



In order to activate different QoS or charging policies dynamically at application run-time, the device application needs to provide application flow descriptions for the to-be-policed-flows to the Media AF. 3GPP often uses 5-Tuples for flow descriptions. The 5-Tuple concept supports wild cards and range identifiers so that multiple flows can be groups and treated together. There can be other identifiers such as the SNI.
Further, the UE application needs to provide information on the type of policy for the traffic flows, such as background data or prioritized data, so that the Media AF can create the according requests towards the PCF / NEF. 
	Field
	Description

	Application Service Provider ID
	Identifier of the media application service provider (ASP), who is offering the application and the content for the application.

	Policy Type
	Identifier of the requested policy, such as QoS prioritization. Note that an application, offered by a single application service provider, may use different policies. 

	Application Flow Description
	An Application flow description, such as a (wildcarded) 5-Tuples of the user plane sessions or an SNI or other identifiers.





******* pCR text for agreement at SA4#105  *******
3.1	Definitions 
Application Service Provider Id: Unique identified of the provider of the network external media application servers.
[bookmark: _GoBack]
4.x Procedures of the M5d interface
4.x.y. Procedures of the resource management for dynamic policy 
These procedures are used by a Media Session Handler to perform the resource management of dynamic policies via the M5d interface. A dynamic policy consists of a Policy Type indication, a application flow description and an application service provider identifier (ASP Id).
A Policy Type indication identifies the requested policy for an application flow such as specific QoS, background data or different charging treatments. Possible values are defined in Clause []. The application flow description allows the identification and classification of the media traffic, such as the packet filter sets [TS 23.501 Clause 5.7.6].  
In order to create a resource for an individual dynamic policy, the Media Session Handler shall first create a new dynamic policy application instance and then create the resource for the individual dynamic policy. When the Media Session Handler needs several individual dynamic policies, it repeats the second step as often as needed.
The Media Session Handler creates a new dynamic policy application instance by sending an HTTP POST message to the Media AF. The body of the HTTP POST message shall include ASP Id to which the Media Session Handler is belonging. The Media AF creates a new Resource URL for the application instance. The Media AF shall respond to the Media Session Handler with a 201 Created message, including the URL for the created resource within the Location header field. 
The Media Session Handler shall use the URL for the dynamic policy application instance in subsequent requests to the Media AF to create individual dynamic policies. The request body contains at least the requested policy type of the dynamic policy and an application flow description. The Media AF shall respond to the Media Session Handler with a 201 Created message, including a Location header field containing the URL for the created individual dynamic policy resource and a message body. 
The Media Session Handler can modify the data of an individual dynamic policy resource using either the HTTP PUT or PATCH methods.
The Media Session Handler can delete an individual dynamic policy resource using the HTTP DELETE methods. The Media AF shall trigger the appropriated actions torwards other Network Functions like PCF or NEF.


******* pCR text start (for informaiton at SA4#105 ) *******


[bookmark: _Toc11247363]5.x	DynamicPolicies API
[bookmark: _Toc11247364]5.x.1	Overview
The DynamicPolicies API is a RESTful API that allows the media session handler to request a specific policy and charging treatment. The API defines a set of data models, resources and the related procedures for the creation and management of the dynamic policy request. The corresponding JSON schema for the representation of the resources and operations defined by the API is provided in its complete form in Annex ZZ.
[bookmark: _Toc11247365]5.x.2	Data model
[bookmark: _Toc11247366]5.x.2.1	Resource data types
<This section should define the possible properties>
[bookmark: _Toc11247439]5.x.2.1.1	Introduction
5.x.2.1.2	Type ZZZ

[bookmark: _Toc11247374]5.x.3	Resource structure
[bookmark: _Toc11247375]5.x.3.1	General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-dynamicpolicies/v1/
All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:
Table 5.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	Meaning

	New Dynamic Policy Applications
	3gpp-dynamicpolicies/v1/{aspId}/apps
	GET
	Forbidden

	
	
	POST
	Create a new “Dynamic Policy Sessions” resource

	Dynamic Policy Application Instance
	3gpp-dynamicpolicies/v1/{aspId}/{appId}
	GET
	Read Dynamic Policy Sessions Resource

	
	
	POST
	Create a new “Individual Dynamic Policy Session”

	Individual Dynamic Policy
	3gpp-dynamicpolicies/v1/{aspId}/{appId}/sessions/{sessionId}
	GET
	Read the Individual Dynamic Policy Session Resource

	
	
	PUT
	Replace an existing Individual Dynamic Policy Session Resource 

	
	
	PATCH
	Modify an existing Individual Dynamic Policy Session Resource

	
	
	DELETE
	Delete an existing Individual Dynamic Policy Session Resource
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