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================ First change =================
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5GMS
5G Media Streaming

5GS
5G Systems

AF
Application Function

ABR
Adaptive BitRate

API
Application Programming Interface

App
Application

AS
Application Server

CDN
Content Delivery Network

DASH
Dynamic and Adaptive Streaming over HTTP

DRM
Digital Rights Management

GPU
Graphics Processing Unit

MNO
Mobile Network Operator

MPD
Media Presentation Description

NA
Network Assistance

NR
New Radio

NEF
Network Exposure Function
OAM
Operation And Maintenance
PCF
Policy and Charging Function

SBA
Service based Architecture

================ Next change =================
4.2.1
Standalone – Non-Roaming 

This architecture represents the media architecture connecting UE internal functions and related infrastructure functions. The next sub-clauses depict the according network architectures for EPC and 5GC. 
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Figure 4.2.1-1: Media Architecture for unicast media downlink streaming

NOTE 1: The functions indicated by the yellow filled boxes are in scope of stage 3 specifications for 5GMS. The interfaces indicated by the red lines are in scope of stage 3 for 5GMS specifications. The stage 2 and 3 for the interfaced indicated in green lines are specified elsewhere and 5GMS stage 3 may include usage guidelines. The interfaces indicated with black lines are not in scope of 5GMS stage 3, but are considered as part of informative call flows. 

NOTE 2:
Red ovals indicate API provider functions. 

NOTE 3:
The Media AF may also interact with the NEF for NEF-enabled API access. However, within Release 16, only interactions with the Policy and Charging Function (PCF) are considered in 5GMS specifications.
NOTE 4:
Some information might also be exchanged via the OAM, although the OAM is not explicitly shown in the architecture.
The following functions are defined:

-
5G Media Functions (Trusted) on UE: Receiver of a unicast downlink media streaming service that are specified in 3GPP and may be accessed through well-defined interfaces/APIs. 

-
UE External Media Functions (e.g. an App): The 5G Media Functions component in the UE is typically controlled by the External Media Functions component, e.g. an App, which implements external application or content service provider specific logic. The App is not defined within 5G Media Streaming specifications. 

-
Media AS: An Application Server which hosts 5G media functions. Note that there may be different realizations of Media AS's.

-
Network External Media Application Servers: External application or content specific media functionality, e.g., media creation, encoding and formatting.. 

-
Media AF (e.g. Network Assistance (NA) Application Function (AF)): provides various control functions to 5G Media Functions on the UE and/or to Network External Media Application Servers. It may relay or initiate a request for different Policy or Charging Function (PCF) treatment or interact with other network functions.

-
Media Control Plane APIs: APIs exposed by a Media AF that also include appropriate security mechanisms e.g. authorization and authentication.

-
Media User Plane APIs: APIs exposed by a Media AS.

NOTE 4:
There may be multiple Media AFs residing within the Trusted Media Functions entity each exposing one or more APIs.

The following subfunctions are identified as a part of a more detailed breakdown of the Trusted Media Functions for further stage 3 specifications:

-
Adaptive Bit Rate (ABR) Encoder, Encryption and Encapsulator

-
Manifest (e.g. MPD) Generator and Segment (e.g. DASH) Packager

-
Origin Server

-
CDN Server (e.g. Edge Servers) 

-
DRM Server (e.g. DRM License Server) 

-
Metrics Server

-
Service Directory

-
Content Guide Server

-
Replacement content server (e.g. Ad content server)

-
Manifest Proxy, i.e. MPD modification server 

-
App Server

-
Session Management Server

The following subfunctions are identified as more detailed breakdown of the UE-based Trusted Media Functions:

-
Application

-
DASH access client

-
Manifest and Segment Parser

-
Decryptor and DRM client

-
Media Decoders for audio, video, media

-
Renderer (Display, GPU, Audio Rendering, etc.)

-
Metrics Collector

================ Next change =================
5.5
Metrics collection and reporting

Metrics collection and reporting can be done in different ways, depending on the relation between the Service Provider and the Network Operator. The following figures shows simplified signalling examples for two different use-cases.

In the first use-case, shown in figure 5.5-1 below, the MNO is controlling the metric reporting, using the out-of-band configuration and reporting option. Note that in this scenario the App is not actively involved in collection or reporting of the metrics, so metrics can be collected for any App which uses the trusted media functions in the UE, even when the media server is not under control of the MNO.
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Figure 5.5-1: Metrics collection using the out-of-band 5G control plane option

The different steps are explained below:

1: Overall metrics configuration is done on the network level, for instance defining which geographical areas that shall have metrics collection active. 

2: The metric configuration(s) is sent from the OAM to the RAN, which does not forward that information to the UE at this stage.

3: Time passes, and it assumes that the UE moves around during that period.

4: The UE enters an area (cell, location area, etc.,) which is inside the geographical constraint. This is discovered by the RAN, and it now needs to activate metric reporting for the UE.

5: The actual metric configuration is sent from the RAN to the metrics collection reporting function in the UE, via the 5G control plane.

6: Additional time passes, and it is assumed that the UE has a metrics configuration, but no streaming session has started.

7: A streaming session is started.

8: The session setup is done in conjunction with signalling transactions (not shown here). No metrics configuration is done during this setup.

9: Media is delivered and rendered, and...

10: ...more media is delivered...

11: Metrics are collected during the session according to the configuration, and reported via the 5G control plane with the frequency defined in the configuration.

12: The session continues...

13: more media is delivered...

14: One or more additional metrics collection and reporting transaction(s) are performed, until the session ends.

15: Time passes during which no streaming session is active.

16 to 23: Another session is started, and as the UE is still inside the collection area, this session will also be collecting metrics in the same way as in steps 7-14.

24: Time passes, the UE moves around.

25: The UE leaves the geographical area specified by the metrics configuration.

26: RAN sends metrics (de)configuration to the UE, to stop future metrics collection.
The second use-case, shown in figure 5.5-2 below, illustrates a scenario where the metrics collection is configured in-band. Thus together with the media there are metadata which describe how metrics shall be collected, and how they shall be reported. The Media OAM and Media AS functions can both be either trusted or untrusted (but not mixed).
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Figure 5.5-2: Metrics collection using the in-band metadata option

The different steps are explained below:

1: The content servers are set up, including any metrics configuration.

2: If the Media OAM and Media AS are located in a trusted domain, metadata regarding the metrics collection and reporting are sent to the AS. The procedure for configuring the Media AS, when the Media OAM and Media AS reside in an untrusted domain, is unspecified.

3: Time passes during which no streaming session is active...

4: A streaming session starts.

5: The App and the session handler initializes a new session.

6: The media access client requests any metadata, from the Media AS, which is needed for downloading the media content.
7: Metadata is returned to the access client and also forwarded to the App.

8: The metrics parts of the metadata is sent by the App to the metrics collection and reporting function.

9: The streaming session is running.

10: Media is delivered and rendered, and...

11: more media is delivered...

12: Metrics are collected during the session according to the configuration, and reported with the frequency defined in the configuration. The reporting method is defined in the configuration, for instance HTTP upload.

13: The session continues...

14: more media is delivered...

15: Occurrence(s) of additional metrics reporting, until the session ends.
