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START OF CHANGE: Corrections to clause 9.2.2
9.2.2
Architectures for QoS-based Content Delivery
9.2.2.1
General
In a 5G System (5GS), QoS flows are requested via the PCF (Policy Control Function). In an Evolved Packet System (EPS), QoS bearers are requested via the PCRF (Policy and Charging Rules Function). network entities can directly interact with the PCF / PCRF for QoS. In some cases, for example, depending on business agreements, a network entity such as a 3rd-party operated FLUS Sink acting as an AF (Application Function) might only be permitted to interact with a network mediation function for QoS requests. In 5GS, such mediation function is the NEF (Network Exposure Function) which translates the externally-received parameters to internal network parameters for subsequent interaction with the PCF, on behalf of the network entity, to request/establish QoS-based content delivery. In EPS, the mediation function is the SCEF (Service Capability Exposure Function) which performs similar translation and interaction with the PCRF on behalf of network entities not allowed to directly interact with the PCRF for QoS support.
9.2.2.2
QoS Control in IMS/MTSI-based FLUS
An architecture for an IMS / MTSI-based FLUS system is depicted in Figure 9.2.2.2-1 below. The Session Border Gateway forwards the SIP INVITE (call setup message) via potentially other IMS nodes to the FLUS Sink. The SB GW extracts QoS information such as bitrate from the SIP INVITE message (paring the SDP file) and triggers the establishment of a QoS bearer / QoS flow via the PCRF/PCF and subsequent QoS enforcement via the PCEF (Policy and Charging Enforcement Function) or the SMF (Session Management Function). The 5-Tuple(s) for the (uplink) UDP sessions are forwarded as well.
[image: image2.emf]FLUS

Source

P-CSCF

3GPP 

System

PCRF/

PCF

FLUS

Sink

MTSI

Sender

MTSI

Receiver

QoS

(GBR, MBR, QCI, …)

Rx or Npcf

PCEF/SMF

RAN


Figure 9.2.2.2-1: IMS / MTSI based architecture (considering QoS terminology)

9.2.2.3
QoS Control in non-IMS/MTSI-based FLUS, Trusted AF
An example architecture of an HTTP(S)-based FLUS system is depicted in Figure 9.2.2.3-1 below. Here, the FLUS Sink (aka HTTP Server) is able to directly interact with the PCRF/PCF to trigger the establishment of a QoS bearer / QoS flow, with subsequent QoS enforcement performed by the PCEF/SMF. The FLUS sink needs to wait for the F-U establishment in order to know the 5-Tuple of the session. The FLUS Sink derives the QoS parameters from earlier provisioning steps or from the initialization information of the HTTP FLUS session (i.e. from the existing bitrate ('btrt') box in the codec configuration (e.g. the 'avcC' box for H.264 or a new box for dedicated signaling).
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Figure 9.2.2.3-1: HTTP based Architecture (or other OTT protocols), direct interaction between AF and PCRF/PCF
9.2.2.4
QoS Control in non-IMS/MTSI-based FLUS, Untrusted AF, Implementation A
Another example architecture of an HTTP(S)-based FLUS system is depicted below in Figure 9.2.2.4-1. In this example, the Live Uplink Streaming service, based on FLUS, is assumed to be operated by a 3rd-party application service provider (e.g. Facebook Live). The FLUS Sink acts as an AF and is required to interact with, for QoS support, in the case of EPS, the SCEF (Service Capability Exposure Function) via the T8 reference point. In in the case of 5GS, for QoS support, the FLUS Sink must interact with the NEF (Network Exposure Function) via the Npcf service-based interface. The SCEF/NEF in turn acts an agent of the AF and proxy of the PCRF/PCF in requesting and receiving approval from the PCRF/PCF for the establishment of a QoS bearer/QoS flow, with subsequent QoS enforcement performed by the PCEF/SMF. The FLUS sink needs to wait for the F-U establishment in order to know the 5-Tuple of the session. The FLUS Sink derives the QoS parameters from earlier provisioning steps or from the initialization information of the HTTP FLUS session (i.e. from the existing bitrate ('btrt') box in the codec configuration (e.g. the 'avcC' box for H.264 or a new box for dedicated signaling).
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Figure 9.2.2.4-1: HTTP based Architecture (or other OTT protocols), indirect interaction between AF and PCRF/PCF via SCEF/NEF
END OF  CHANGE

