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1. INTRODUCTION

3GPP TS 26.234 for Release 5 specifies the ways to handle the functionality of ‘Capability Exchange’. This is currently described in section 5.2 and in Annex A.3. We would like to propose certain corrections to section 5.2. These corrections are summarized below and are meant to correct some ambiguities as well as add an attribute.

2. PROPOSED CHANGES

The attached is an extract from 26.234 section 5.2, with the proposed changes marked in it. Altogether there are 7 changes detailed below:

1. Adding the attribute ‘MaximumBitrate’ to signal the maximum bitrate as supported by the device itself. This is needed to increase interoperability with devices, regardless of the current network bitrate limitations.

2. Clarifying a situation when device profile information is received in a state when the server cannot appropriately process it (e.g., not during session initialisation).

3. Making the recommendation to avoid using uncompressed “profile-diff” less restrictive, by recommending not using “large profile-diff”.

4. Fixing ‘wap-profile-diff’ to ‘x-wap-profile-diff’ (on the same line).

5. Removing ambiguity in coverage of possible order between profiles and profile-diffs.

6. Aligning the clarification of “resolution rules” with the explanation before: Not always “override”.

7. Ignoring unrecognised attributes in order to enhance interoperability, e.g., in case of using proprietary attributes.

5.2.3.2
PSS base vocabulary

 . . .

Attribute name:

MaximumBitrate
Attribute definition:
The maximum bitrate for streaming as supported by the device itself, ignoring network limitations. Values are interpreted as bits-per-second.
Component:


Streaming

Type:




Number

Legal values:


Integer value greater than zero. 

Resolution rule:

Locked

EXAMPLE 10:
<MaximumBitrate>9600</MaximumBitrate>
5.2.3.3
Attributes from UAProf
 . . .

5.2.4
Extensions to the PSS schema/vocabulary

 . . .

5.2.5 Signalling of profile information between client and server

When a PSS client or server support capability exchange it shall support the profile information transport over both HTTP and RTSP between client and server as defined in clause 9.1 (including its subsections) of the WAP 2.0 UAProf specification [38] with the following additions:

-
The "x-wap-profile" and "x-wap-profile-diff" headers may not be present in all HTTP or RTSP request. That is, the requirement to send this header in all requests has been relaxed.

-
The defined headers may be applied to both RTSP and HTTP.

-
The "x-wap-profile-diff" header is only valid for the current request. The reason is that PSS does not have the WSP session concept of WAP.

-
Push is not relevant for the PSS.

The following recommendations are made to how and when profile information should be sent between client and server:

-
PSS content servers supporting capability exchange shall be able to receive profile information in all HTTP and RTSP requests. A server shall be able to process the received profile information while in a session initialization state (e.g., processing is not mandatory if profile information is attached to an RTSP PLAY request).
-
The terminal should not send large "x-wap-profile-diff" header over the air-interface since there is no compression scheme defined. 

-
RTSP: the client should send profile information in the DESCRIBE message. It may send it in any other request.

If the terminal has some prior knowledge about the file type it is about to retrieve, e.g. file extensions, the following apply:  

-
HTTP and SDP: when retrieving an SDP with HTTP the client should include profile information in the GET request. This way the HTTP server can deliver an optimised SDP to the client.

-
HTTP and SMIL: When retrieving a SMIL file with HTTP the client should include profile information in the GET request. This way the HTTP server can deliver an optimised SMIL presentation to the client. A SMIL presentation can include links to static media. The server should optimise the SMIL file so that links to the referenced static media are adapted to the requesting client. When the "x-wap-profile-warning" indicates that content selection has been applied (201-203) the PSS client should assume that no more capability exchange has to be performed for the static media components. In this case it should not send any profile information when retrieving static media to be included in the SMIL presentation. This will minimise the HTTP header overhead. 

5.2.6
Merging device capability profiles

Profiles need to be merged whenever the PSS server receives multiple device capability profiles. Multiple occurrences of attributes and default values make it necessary to resolve the profiles according to a resolution process.

The resolution process is the same as defined in UAProf [38] clause 6.4.1. 

-
Resolve all indirect references by retrieving URI references contained within the profile.

-
Resolve each profile and profile-diff document by first applying attribute values contained in the default URI references and by second applying overriding attribute values contained within the category blocks of that profile or profile-diff.

-
Determine the final value of the attributes by applying the resolved attribute values from each profile and profile-diff in order, with the attribute values determined by the resolution rules provided in the schema. Where no resolution rules are provided for a particular attribute in the schema, values provided in profiles or profile-diffs are assumed to override values provided in previous profiles or profile-diffs. 

When several URLs are defined in the "x-wap-profile" header and there exists any attribute that occurs more than once in these profiles the rule is that the attribute value in the second URL overrides, or is overridden by, or is appended to the attribute value from the first URL (according to the resolution rule) and so forth. This is what is meant with "Determine the final value of the attributes by applying the resolved attribute values from each profile and profile-diff in order, with…" in the third bullet above. If the profile is completely or partly inaccessible or otherwise corrupted the server should still provide content to the client. The server is responsible for delivering content optimised for the client based on the received profile in a best effort manner. The server shall ignore attributes it does not recognise.
NOTE:
For the reasons explained in Annex A clause A.3.3 the usage of indirect references in profiles (using the CC/PP defaults element) is not recommended.
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