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Introduction
In this contribution, we present stage-2 text for uplink service discovery, service configuration, and session setup between a FLUS source and a FLUS endpoint that provides the uplink services. We propose that the following text be adopted into clause 9 of TS 26.238.

Proposal
*** start of changes ***

***** First Change *****
[bookmark: _Toc486622268]9	Uplink streaming interface
Editor’s note: This section may be merged into the section on Architecture, or Protocols.

9.1 	General
A FLUS source can connect to a FLUS endpoint provided by a network operator or a 3rd party service provider and stream content for later distribution. This section provides a set of procedures for uplink service discovery, capability exchange, service configuration, session setup and termination between a FLUS source and a FLUS endpoint.    

9.2      Discovery
The uplink service discovery procedure is used by the FLUS source to discover available uplink services provided by the FLUS endpoint. The UE needs to be aware of available uplink services so it can select an uplink service to start and perform session setup to stream content to the uplink service.  
Figure 9.2-1 shows the uplink service discovery procedure used by the FLUS source to discover available uplink services at the FLUS endpoint.  



Figure 9.2-1: Uplink Service Discovery Procedure between FLUS source and FLUS endpoint

· When the FLUS source intends to use an uplink service, it can send an Uplink Services Discovery Request to the FLUS endpoint. As part of the request, the FLUS source includes the authorization token it received from the FLUS endpoint to access uplink services
· When the FLUS endpoint receives the Uplink Services Discovery request from the FLUS source, it first checks to see if the FLUS source is authorized to use uplink services by using the authorization token. 
· If the authorization of the FLUS source is successful, the FLUS endpoint will send back the Uplink Services Discovery Response message to the FLUS source. As part of this response, the FLUS endpoint will send the list of services and the end point information of each uplink service   

9.3      Capability Exchange
The Capability Exchange procedure is used by the FLUS source to discover the capabilities of an uplink service. The FLUS source enquires about the capabilities of an uplink service before making a decision to use the service. The decision to use an uplink service is based on the capabilities of the uplink service and the interest of the FLUS source to use the uplink service.  


Figure 9.3-1: Uplink Service Capability Exchange Procedure
· The FLUS source can use the list of available uplink services and services’ endpoint information to select an uplink service and query its capabilities. For such a query, the FLUS source can send the Capability Exchange request to the uplink service. As part of the request, the FLUS source includes the authorization token it received from the FLUS endpoint to access the uplink service
· When the uplink service receives the Capability Exchange request from the FLUS source, it first checks to see if the FLUS source is authorized to use the uplink service by using the authorization token. 
· If the authorization of the FLUS source is successful, the uplink service can send Capability Exchange response to the FLUS source. As part of the response, the uplink service can include the capabilities of the uplink service. The capabilities of an uplink service are described in Table 9.3-1.
 
	Parameter Name
	Description

	supported_features
	List of features supported by the uplink service 

	supported_control_protocols
	List of supported control protocols for session setup with source UE

	http_uri
	HTTP URI if source UE intends to use API for signalling session setup

	uplink-service-delivery-method
	Supported uplink content upload methods

	uplink-security-config
	Available security configuration (secure communication methods, authentication methods, authorization methods etc.) for content upload

	transcoding
	Supported content transcoding facilities indicated through supported audio, video, text, and other media formats

	hosting-threshold
	Maximum time allowed for content hosting

	downlink-service-delivery-method
	Supported downlink delivery methods for later distribution

	downlink-security-config
	Available security configuration (secure communication methods, authentication methods, authorization methods etc.) for downlink content distribution

	downlink-qos
	Supported QoS configurations for downlink content distribution


Table 9.3-1: List Uplink Service Capabilities

9.4      Uplink Streaming Configuration
The Uplink Streaming Configuration procedure is used by the FLUS source to configure an uplink service at the FLUS endpoint. When such a configuration is performed, the uplink service can provide the requested service to the FLUS source. 


Figure 9.4-1: Uplink Streaming Configuration Procedure

· Based on the capability exchange procedure as described before, the FLUS source decides to use the uplink service. When the FLUS source intends to use the uplink service, it can send the Uplink Streaming Configuration request to the uplink service to request configuration of a service. As part of the request, the FLUS source includes the service parameters it wishes to configure. The different service parameters the FLUX source can configure are described in Table 9.4-1.
	Parameter Name
	Description

	control-protocol
	Desired control protocols (with preference information)

	uplink-service-delivery-method
	Desired uplink content upload method

	uplink-security-config
	Desired security configuration for content upload

	transcoding
	Desired content transcoding facilities

	hosting-threshold
	Desired time for content hosting

	downlink-service-delivery-method
	Desired downlink delivery methods for later distribution

	downlink-security-config
	Desired security configuration (secure communication methods, authentication methods, authorization methods etc.) for downlink content distribution

	downlink-qos
	Desired QoS configurations for downlink content distribution


Table 9.4-1: List of Uplink Service Parameters for Configuration
 
· When the uplink service receives the Uplink Streaming Configuration request from the FLUS source, it first checks to see if the FLUS source is authorized to use the uplink service by using the authorization token. 
· If the authorization of the FLUS source is successful, the uplink service can send the Uplink Streaming Configuration response to the FLUS source. As part of this response, the uplink service includes the control protocol it wishes to use for setting up the streaming session. 

9.5      Session Establishment
For session establishment, the Uplink Service Session Setup procedure is used by the FLUS source to set up a streaming session with the uplink service. For setting up the streaming session, the FLUS source can use the control protocol negotiated during the streaming configuration procedure. 


Figure 9.5-1: Uplink Service Session Setup Procedure

· After negotiation of control protocol with the uplink service during streaming configuration procedure, the FLUS source can send the Uplink Service Session Setup request to the uplink service using the negotiated control protocol. As part of this session establishment request, the FLUS source can send the authorization token, and other session setup parameters for streaming such as the media stream information, transport information, security information etc.
· When the uplink service receives the Uplink Service Session Setup request from the FLUS source, it first checks to see if the FLUS source is authorized to set up sessions by using the authorization token. 
· If the authorization of the FLUS source is successful, the uplink service can send the Uplink Service Session Setup response to the FLUS source to indicate its side of the streaming session parameters
· Once the FLUS source and uplink service finish setting up the streaming session, the FLUS source can upload content to the uplink service.


9.6      Session Termination
For session termination, the Uplink Service Session Termination procedure is used by the FLUS source to terminate streaming session with the uplink service. For terminating the streaming session, the FLUS source uses the same control protocol that was used to setup the streaming session. 


Figure 9.6-1: Uplink Service Session Setup Procedure

· As part of this session termination, the FLUS source can send the Uplink Service Session Termination request and include authorization token, and session identifier information to the uplink service. 
· When the uplink service receives the Uplink Service Session Termination request from the FLUS source, it first checks to see if the FLUS source is authorized to termination sessions by using the authorization token. 
· If the authorization of the FLUS source is successful, the uplink service can terminate the session indicated by the received session identifier, and send the Uplink Service Session Termination response to the FLUS source to indicate successful termination of streaming session. 

*** End of changes ***
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