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1 Introduction

The present document proposes a description of the Open API (ex Swagger) specification language for use in describing the BM-SC ingestion API to be added to Annex C.3 of TR 26.981. Difference to existing version 0.4.0 is marked with revision marks.
2 Proposed changes to TR 26.981 
C.3
Open API Initiative (successor of Swagger)

Open API is a widely adopted vendor independent open specification language that is based on JSON (YAML, being a superset of JSON, can be used as well to represent an Open API specification file). Open API is used to describe RESTful APIs. Starting January 1st 2016 the Swagger Specification has been donated to the Open API Initiative (OAI) and is the foundation of the Open API Specification.
Open API provides a structured format that allows for the description of the API, the endpoints, and the HTTP methods that are used for the API communication, as well as the data format for the exchanged data over the API. Open API covers the whole development stage extending from the specification design, the documentation generation, as well as the implementation of the API and its testing. 

An Open API file is a JSON file (single file or many if needed) that starts with the version number of the Open API specification that is used in this file. An Open API document has an “info” section that describes the basic information about the API such as its title, description and version number. A brief listing of the key nodes used in the Open API document is given in the following table:
Table C.3-1
	Field Name
	Type
	Description

	swagger
	string
	Required. Specifies the Swagger Specification version being used. It can be used by the Swagger UI and other clients to interpret the API listing. The value MUST be "2.0".

	info
	Info Object
	Required. Provides metadata about the API. The metadata can be used by the clients if needed.

	host
	string
	The host (name or ip) serving the API. This MUST be the host only and does not include the scheme nor sub-paths. It MAY include a port. If the host is not included, the host serving the documentation is to be used (including the port). The host does not support path templating.

	basePath
	string
	The base path on which the API is served, which is relative to the host. If it is not included, the API is served directly under the host. The value MUST start with a leading slash (/). The basePath does not support path templating.

	schemes
	[string]
	The transfer protocol of the API. Values MUST be from the list: "http", "https", "ws", "wss". If the schemes is not included, the default scheme to be used is the one used to access the Swagger definition itself.

	consumes
	[string]
	A list of MIME types the APIs can consume. This is global to all APIs but can be overridden on specific API calls. Value MUST be as described under Mime Types.

	produces
	[string]
	A list of MIME types the APIs can produce. This is global to all APIs but can be overridden on specific API calls. Value MUST be as described under Mime Types.

	paths
	Paths Object
	Required. The available paths and operations for the API.

	definitions
	Definitions Object
	An object to hold data types produced and consumed by operations.

	parameters
	Parameters Definitions Object
	An object to hold parameters that can be used across operations. This property does not define global parameters for all operations.

	responses
	Responses Definitions Object
	An object to hold responses that can be used across operations. This property does not define global responses for all operations.

	securityDefinitions
	Security Definitions Object
	Security scheme definitions that can be used across the specification.

	security
	[Security Requirement Object]
	A declaration of which security schemes are applied for the API as a whole. The list of values describes alternative security schemes that can be used (that is, there is a logical OR between the security requirements). Individual operations can override this definition.

	tags
	[Tag Object]
	A list of tags used by the specification with additional metadata. The order of the tags can be used to reflect on their order by the parsing tools. Not all tags that are used by the Operation Object must be declared. The tags that are not declared may be organized randomly or based on the tools' logic. Each tag name in the list MUST be unique.

	externalDocs
	External Documentation Object
	Additional external documentation.


An example of an Open API document is provided here for information (in JSON then YAML). In this example, users are defined as resources that follow the type UserType and that are identified through an id value. It shows also that successful get request will return the user information encoded in JSON as part of the response body.
{

    "swagger": "2.0",

    "info": {

        "title": "BM-SC API",

        "description": "BM-SC Content Provider ingestion API",

        "version": "1.0.1"

    },

    "host": "bmsc.com",

    "schemes": [

        "https"

    ],

    "basePath": "/v1",

    "produces": [

        "application/json"

    ],

    "paths": {

        "/users": {

            "get": {

                "description": "Returns all users from the system",

                "produces": [

                    "application/json"

                ],

                "responses": {

                    "200": {

                        "description": "A list of users.",

                        "schema": {

                            "type": "array",

                            "items": {

                                "$ref": "#/definitions/UserType"

                            }

                        }

                    },

                    "default": {

                        "description": "Unexpected error",

                        "schema": {

                            "$ref": "#/definitions/Error"

                        }

                    }

                }

            }

        },

        "/users/{userId}": {

            "get": {

                "description": "Returns the information for the selected userId from the system",

                "produces": [

                    "application/json"

                ],

                "parameters": [

                    {

                        "name": "userId",

                        "in": "path",

                        "description": "User Id",

                        "required": true,

                        "type": "integer",

                        "format": "int32"

                    }

                ],

                "responses": {

                    "200": {

                        "description": "OK.",

                        "schema": {

                            "$ref": "#/definitions/UserType"

                        }

                    }

                }

            }

        }

    },

    "definitions": {

        "UserType": {

            "type": "object",

            "description": "User Type",

            "properties": {

                "firstname": {

                    "type": "string",

                    "description": "User first name"

                },

                "lastname": {

                    "type": "string",

                    "description": "User last name"

                },

                "age": {

                    "description": "User age",

                    "type": "integer"

                }

            }

        }

    }

}
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Below is an example of a tool suite (Swagger Editor) that displays both the API source file and the automatically generated documentation for this source file:
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Editor’s Note: Whether it is suitable to reference the according public project is ffs.

3 Summary and Proposal

It is proposed to agree section 2 of this document to be applied to the Technical Report TR26.981.

4 References
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