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Introduction
This discussion paper presents the new extensions for FEC and ROHC over xMB and MB2, agreed recently at CT3#97, and discusses the gaps and issues to make them work with the existing use-cases.
Current Status
	
MB2 extension for ROHC and FEC: 
· Agreed in CT3#97 Osaka C3-183875
· FEC encoding done according RFC 6363 and RFC 6364

xMB extension for ROHC and FEC: 
· Agreed in CT3#97 Osaka C3-183726
· FEC encoding done according RFC 6363 and RFC 6364

MCVideo (FEC use case): 
· usage of MBMS and FEC is specified by CT1 in C1-183600 and C1-183601(CT1#111 Osaka)
· The FEC encoding is done by the MCVideo server.
· FEC encoding and declaration is done according TS 26.346.
· FEC encoding done by the BM-SC with the MB2 extension, maybe in release 16.

MCPTT (ROHC use case): 
· usage of ROHC over MBMS is not done yet by CT1, 
· but should be specified in an exception sheet for release 15.

Use case
RoHC use case (MCPTT)

The benefits of RoHC over MBMS have been shown for MCPTT within solution 10-1 of 3GPP TR 23.780. There is no other identified use case for RoHC over MBMS at the moment. In particular, the gains for MCVideo are not obvious.
Two procedures for ROHC have been specified by SA6 within 3GPP TS 23.280 (Common Functional Architecture for MC services): one where ROHC is applied within the MCPTT AS, one where ROHC is applied by the BM-SC.
MBMS bearers for MCPTT transports the following subchannels (identified by multicast ip and port): 
· The general purpose subchannel: this subchannel delivers the subchannel control messages (mapgrouptobearer and unmapgrouptobearer) coded as RTCP APP packets (Typically one packet every 500 ms for a MCPTT conversation).
· floor control subchannels: deliver the floor control messages (floor taken, floor idle), coded as RTCP APP packet.
· Media subchannels: deliver the audio RTP media.
Floor control and media for a given can be multiplexed within a same subchannel (same destination IP and port), following RFC 5761.
The multicast IP and port of general purpose subchannel is announced over SIP by the MCPTT AS. Multicast IP and port of other subchannels are given within the mapgrouptobearer messages. In particular destination IP/port of audio flow may not be known in advance.

All these subchannels can be encrypted and delivered in SRTP (see 3GPP TS 24.380 and 33.180).
As SRTP intentionally leaves the RTP headers unencrypted, the RoHC profile for RTP can apply.
However, using the profile 0x0001 (for RTP/UDP/IP compression) for the general purpose and floor control subchannels where the packets are sporadic, may be not the best option: if the RoHC IR (full header) packets are not well received, the following control messages won’t be decompressed, which will have bad impact on the expected KPIs (e.g. late join).
Consequently, the following principles are proposed:
· At least profiles 0x0001 (for RTP/UDP/IP compression) and 0x0000 (for sending uncompressed packets) are supported
· Profile 0x0001 is the default RoHC profile for all the flows given in the MB2 extension, identified by multicast IP and port
· All packets sent in flows (IP/port) which are not listed in the MB2 extension, are encoded with the 0x0000 profile (uncompressed profile).
Question to the group: do we need the support of other kinds of RoHC profiles? Do we have other use cases ?
FEC use case (MCVideo)

FEC can be applied to non-urgent MCVideo transmissions over MBMS, for which latency can be more than 1 second, as SA4 recommended in the conclusion of FS_FEC_MCS.

MBMS bearers for MCVideo transports the following subchannels (identified by multicast ip and port): 
· The general purpose subchannel (same as MCPTT).
· Transmission control subchannels: deliver the transmission control messages (similar to floor control in MCPTT), coded as RTCP APP packet.
· Media subchannels: deliver the audio and video RTP media. Audio and video can be combined or separated into 2 different flows.
· An MCVideo MBMS bearer can deliver several MCVideo communications to different groups.
· Several videos from a same group can be multiplexed within a same multicast IP/port, based on the SSRC.

Protection against loss for MCVideo over MBMS with FEC is already specified according the following principles in the recently agreed C1-183600 and C1-183601 (CT1#111 Osaka, MBMS usage for MCVideo) :
· Protection with FEC is optional.
· A dedicated port for FEC repair flow is added to the MBMS subchannel for MCVideo
· FEC repair packets protects only RTP/RTCP flows describes by the SDP media lines for video and audio. If the transmission control messages are not multiplexed with RTP media packets for video, they are not protected by FEC (they are already protected against loss by repetition).
· FEC related parameters are included within the MBMS bearer announcement, provided by the MCVideo AS to the MCVideo client, with the exception of the mbms-flowid
· The mbms-flowid parameter lists all the protected source flows, defined by their multicast IP and port, identified by an id. However, IP and port are not necessarily known by the participating MCVideo function when the MBMS bearer is announced (they are signalled later in the map group to bearer message). Instead, FEC encoding and decoding for MCVideo will always be done with the UDP flow identity for video set to 1 and the UDP flow identity for audio set to 2.
· FEC encoding is done by the MCVideo AS (FEC encoding by the BM-SC could be done later, once the MB2 extension is completed)
Identified issues
Some gaps exist between the new extensions (MB2: C3-183726, xMB: C3-183875 ) and the use cases.
ROHC

The current extension for MB2 (and xMB) allows to specify a list of flows with the ROHC profiles and a full header packet periodicity.

ROHC Issue #1: full header packet periodicity
The full header packet periodicity intends to provide an indication about the ROHC IR packet periodicity. The largest the period is, the more network resources are saved. However a large periodicity leads to a bad late entry KPI (a UE late-joining an ongoing MCPTT have to wait for the first occurrence of the IR packet before being able to decompress and listen). The periodicity is a trade-off between the network resource consumption and the late entry KPI.

In the current extensions for MB2 and xMB, the full header periodicity is an integer given in seconds, while the late entry KPI shall be below 300 ms.
· The full header packet periodicity should be expressed in milliseconds, not in seconds.
ROHC Issue #2: max CID
The ROHC decompressor need to know from the compressor which CID representation is used (large CID representation or short CID representation), which corresponds to the LARGE_CIDS boolean parameter in RFC 3075. Using short CID representations allows to save more network ressources, but limits the number of contexts to 15.

NOTE:	Each RTP flow compressed with the RTP profile requires a distinct CID. One single CID may be attached to all uncompressed packets, using the 0x0000 uncompressed profile.
In the RAN for PDCP, the RRC protocol provides the MAX_CID parameter from which is deducted the value for LARGE_CIDS : 

	If MAX_CID > 15 then LARGE_CIDS = TRUE else LARGE_CIDS = FALSE. (TS 36.323)
In the current extensions for MB2 and xMB, the MAX_CID parameter is not communicated, and the BM-SC cannot know which CID representation should be used.
· The MAX_CID parameter should be added to the extensions.

ROHC Issue #3: default uncompressed profile
The full list of flows in MCPTT may not be known at MBMS bearer activation. Many streams may use the uncompressed profile (general purpose subchannel, floor control subchannel).

Adding the following rule would simplify the operations: 
Any packet pushed over MB-U which doesn’t belong to any of the flows listed in the ROHC configuration of a MBMS bearer is encoded with the 0x0000 uncompressed profile.
ROHC Issue #4: tunnel through the transparent delivery method ?
According to TS 23.280, ROHC can be also applied directly by the MCPTT AS. In this case, the non-ip, header compressed packets are pushed within MB2-U. It is made possible by the fact that MB2-U acts as a tunnel. However xMB, for the transparent mode routes the packets and is not a tunnel.
· Should we align xMB with MB2 and add a tunnel ingestion mode over xMB ?
ROHC Issue #5: Diameter IPFilterRule AVP
In the xMB extension, flows to be header compressed with ROHC are identified by the multicast destination IP and port, as required in stage 2 (see TS 23.280 and TS 23.468).

In the MB2 extension, flows to the header compressed are identified by the IPFilterRule AVP (see RFC 6733 Diameter Base Protocol): 

Packets may be filtered based on
      the following information that is associated with it:

            Direction                          (in or out)
            Source and destination IP address  (possibly masked)
            Protocol
            Source and destination port        (lists or ranges)
            TCP flags
            IP fragment flag
            IP options
            ICMP types

This AVP provides much more options than the xMB extension, e.g. filter by protocol, by source address and port...

· Should we restrict the usage of this AVP to filter only on destination IP and port?
Proposal
Issues #1, #2 and #3 require CRs by CT3 to TS 29.116 and 29.468.
Issue #4 and #5 should be discussed in SA4.
FEC
FEC Issue #1: inconsistency between the extensions and MCVideo

In the current extensions, FEC usage is declared within the SDP according RFC 6364. RFC 6364 specified the syntax for the FEC information with the SDP. The GCS-AS/content provider provides a SDP to the BM-SC, describing the flows to be protected, and the BM-SC responds with an updated SDP including the FEC information.

In MCVideo (C1-183600 and C1-183601), FEC information is announced by the MCPTT AS to the MCPTT clients within the SDP of the MBMS bearer announcement. The FEC information follows the syntax specified in TS 26.346.
 
RFC6364 and TS 26.346 provide different, incompatible, syntaxes to declare the same FEC information.

The MCVideo server would get the FEC information from the BM-SC according RFC6364 and would have to translate them into the TS 26.346 syntax before announcing the MBMS bearer.

· For a matter of consistency and simplicity, we could propose to remove the usage of RFC 6364 from the extension and replace it with the syntax from TS 26.346.
FEC Issue #2: incomplete extension specifications for MCVideo
The extensions proposes a set of AvP (FEC-request/FEC-request) where is exchanged the SDP of media to be protected by FEC, and in response is given a SDP including FEC declaration.

A MBMS bearer for MCVideo can deliver several transmissions for different groups. Media (one flow for video, or 2 flows for audio + video) are protected by different FEC repair flows (C1-183600 and C1-183601) for the different transmissions.

The extensions do not specify how the BM-SC would determine which source flows shall be protected by which new repair flows.

· Should we suggest exchanging several SDPs? (One SDP per group of media to be protected by a separated repair flow)
FEC Issue #3: missing parameters for FEC encoding
The extensions does not provide any indication about the latency budget for FEC (for which source block length could be derived), about the code rate to be applied.

· Should these parameters be included within the exchanged SDP, or added as new AvPs / json subelements ?
Proposal
Issues #1, #2 and #3 requires a deeper work with CT3.

