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X. Session Transfer

X.1 Introduction
The session transfer procedure, defined in this section, enables the transfer of an MBMS or a PSS session from one user UE to another. The procedure assumes that the transfer takes place between registered user UEs. 

A new event package is defined  to notify about session transfer events. Session transfer events may take 3 different states {Triggered, Unconfirmed, Completed}. 

User devices that are required to support session transfer shall register for the session transfer event package by sending a SIP SUBSCRIBE message to the SCF. The message shall contain sufficient information to authorize the device for session transfers related to a specific user. It may also contain a device profile description that would enable the SCF to evaluate whether the transferred session may be consumed device.

Upon user-initiated or automatic session transfer initiation, the transferring UE generates and sends an INFO message to the SCF informing about the requested session transfer. The body of the SIP INFO message shall be XML formatted and shall contain information about the current session such as the consumed content, the actual position in the session as well as other information such as the requested session transfer time and optionally a selection of the set of candidate target devices. 

Upon reception of the session transfer request, the SCF shall submit a NOTIFY message to the subscribed devices to inform about the beforestanding session transfer. The NOTIFY message body shall contain filtering information for the selection of the target device as well as session information to allow the target device to setup the transferred session.

Upon reception of a notification about a triggered session transfer, the candidate target device may query the user for confirmation of the session transfer. Once confirmed, the target device shall inform the SCF about the completion of the session transfer by sending a SIP INFO message. The SCF may enforce certain session transfer policies that e.g. restrict the transfer to a single device. An authorized session transfer is confirmed in the response message.
Once the target device is selected, the event changes state to “Completed” and the SCF notifies the registered devices about the new state using the NOTIFY message. In that case, non-selected candidate devices shall cancel any local confirmation requests and consider the session transfer as terminated. The transferring UE shall terminate the actual session by using the appropriate session teardown procedure.
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Figure 1 Session Transfer Procedure
1) UE generates and submits a subscription request for notifications about session transfer procedures related to a specific user.
2) Subscription request is accepted and acknowledged by the SCF
3) User or UE decide about a session transfer. UE generates and submits a SIP INFO message to inform the SCF about the session transfer request.
4) The SCF confirms the reception of the session transfer request with a SIP 202 Accepted response.

5) SCF notifies the subscribed user UEs about the session transfer request. Filtering criteria may be applied to the list to limit the selection to appropriate devices only.
6) UEs receive the notification and acknowledge the acceptance of the request. A SIP 202 response indicates that no final acceptance is granted yet. The UE may request user confirmation for the session transfer to the target UE. 
7) Upon user confirmation or automatic confirmation, the UE informs the SCF about the accepted session transfer.
8) The SCF acknowledges the potential target for the session transfer with a SIP 202 response
9) The SCF prioritzes and selects the final target UE for the session transfer. The selection is confirmed by sending a SIP NOTIFY message to indicate that the state of the session transfer operation is now set to ‘Completed’.
10) The UE confirms the reception of the last notification with a SIP 200 OK message
Finally, the target UE of the session transfer initiates the new PSS or MBMS session using the appropriate session setup procedures. The transferring UE terminates the reception of the original session. 

NOTE: on user request, the session transfer may occur at a later point of time, in which case the first UE terminates the session earlier. The SCF will send the notification about the session transfer shortly before the requested session transfer time.
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