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This document proposes specification modifications in the form of a pseudo CR to 3GPP TS 26.237 V1.0.0 (2008-08) IMS based PSS and MBMS User Service; Protocols. The change consists of new text regarding UE capabilities.
To enable service personalization, the SDF must know the User Profile and the UE capabilities of the UE currently used by the user. The UE capabilities describe what features the UE supports and the characteristics of it’s capabilities like e.g. the screen resolution.

TISPAN IPTV defines an XML schema to describe IPTV device capabilities [TS 183 063]. These capabilities are IPTV service specific. 3GPP PSS defines UE capabilities exchange between UE and PSS servers using an RDF/XML document extending OMA UAProf [TS 26.234]. Finally, 3GPP MBMS doesn’t define capability exchange as the MBMS User Service can not be tailored to each and every single MBMS receiver. However, 3GPP MBMS defines baseline capabilities that MBMS UEs shall comply to. The SDF may be interested in knowing that the terminal actually supports MBMS services to adjust the User Service Description information and we have added this to the set of capabilities.

We propose that the UE sends its UE capabilities in 2 different documents. The first document is a new XML schema adapted from the TISPAN UE capabilities document. The second document is the PSS UAProf RDF/XML document defined in 3GPP TS 26.234.

We propose that UE capabilities XML documents shall be sent within the body of the SIP SUBSCRIBE at service attachment. 
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FIRST CHANGE
2
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Editor's note: this clause is incomplete. These items should be maintained by the editor and finally reviewed for consistency before approval of the specification.

NEXT CHANGE
4.4
PSS and MBMS user profile and UE capabilities

4.4.1
User profile description

The PSS and MBMS user profile data contains all information required to operate PSS and MBMS user services.
Editor's note: a User Profile is necessary to operate a particular service. Whether the User Profile is specified is FFS. A potential candidate is the TISPAN IPTV User Profile (Annex C of TISPAN stage 3).

4.4.2
UE capabilities

A set of PSS and MBMS UE capabilities is required to personalize and operate PSS and MBMS user services. These capabilities are described in 2 documents: 

· The PSS and MBMS UE Capabilities XML document defined in Annex D;
· The RDF/XML document for the PSS base vocabulary specified in Annex F of TS 26.234 [8].
These 2 documents are sent during the Service Discovery procedure. See clause 6.
Editor’s note: The RDF of PSS UAProf extension vocabulary need to be reviewed for pertinent entries.

4.4.3
Storage location

PSS and MBMS user profile and UE capabilities information may be stored in the following locations:

· Application Server functions.
· In a stand-alone server associated with one or more Application Server functions.

· In the HSS as transparent data associated to these Application Server functions.
The first and second options are recommended for data to be accessed by 3rd party application server functions. In the first and second case the Application Server function or the stand-alone server may exhibit the behaviour of an XDMS.

User data stored in the HSS can be accessed by Application Servers at the Sh reference point.

A subset of PSS and MBMS user-profile information may be accessed from the User Equipment at the Ut reference point.

For the purpose of personalized service selection, the SSF may need to access user data.

In the case when such user data is stored in the HSS, it can be accessed by the SSF at the Sh reference point when the SSF is in the same domain.
On the contrary, when such user data is stored in the AS or in a stand alone server associated with one or more application servers or if the SSF in not in the same domain as the HSS, the user data can be accessed by the SSF using an interface that is out of scope for this release.

The SSF may also request notification of user data updates.
NEXT CHANGE
6.2.2
Procedures at the UE

6.2.2.1
Introduction

The UE shall generate a SUBSCRIBE request. The behaviour of the UE when processing a SUBSCRIBE request shall conform to 3GPP TS 24.229 [7].

6.2.2.2
Subscription

When the UE intends to retrieve service attachment information from the SDF, it shall generate a SUBSCRIBE request for the "ua-profile" event package defined in draft-ietf-sipping-config-framework-15 and extended as described in draft-channabasappa-sipping-app-profile-type-02 [18].

Editor's Note: draft RFCs references need to be updated/confirmed when published.

The contents of the SUBSCRIBE request shall be as follows:

· The value of the Request-URI shall be set to one of following:

-
the PSI of the SDF which is retrieved using SDF Discovery procedures in clause 5 Service Provider Discovery; or
-
the public user identity of the end user (when the UE does not know the PSI of the SDF).
· The From and To header shall be set to the public user identity of the user.

· The Accept header shall include the content-type identifier that corresponds to the registered MIME types of XML documents representing UE capabilities included in the body, See clause 4.4.2: 
· A first Content Type set to "application/3gpp-ims-pss-mbms-ue-capabilities+xml".
· A second Content Type set to "application/rdf+xml". 

· The Event header shall be set to the "ua-profile" event package.

· The Event parameters shall be set as follows:

-
The "profile-type" parameter shall be set to "application".

-
The "vendor", "model" and "version" parameter values shall be set to values specified by the implementer of the user equipment, as specified in 3GPP TS 24.229 [7].

-
The "appids" parameter shall be present and set to ”urn:org:3gpp:applications:ims-pss-mbms-service-discovery”.
T
he UE shall include a SIP SUBSCRIBE multipart/mixed content-type message body associated with the appid including the PSS and MBMS UE Device Capabilities defined in Annex D and the RDF/XML document describing the PSS base vocabulary defined in Annex F of TS 26.234 [7]. 
Upon receipt of a 2xx response to the SUBSCRIBE request, the UE shall store the information for the established dialog and the expiration time as indicated in the Expires header of the received response.

The UE shall automatically refresh the subscription, either 600 seconds before the expiration time if the initial subscription was for greater than 1 200 seconds, or when half of the time has expired if the initial subscription was for 1 200 seconds or less. If a SUBSCRIBE request to refresh a subscription fails with a non-481 response, the UE shall still consider the original subscription valid for the duration of the most recently known "Expires" value according to 3GPP TS 24.229 [7]. Otherwise, the UE shall consider the subscription invalid and start a new initial subscription according to 3GPP TS 24.229 [7].

6.2.2.3
Receiving notifications

Upon receipt of a NOTIFY request on the dialog which was generated during subscription, the application within the UE shall parse the XML document contained in the message body. The XML document schema is defined in Annex E.
 The list of parameters in the XML document shall be used for service selection information retrieval according to clause 7.

After all elements have been processed, the UE shall return a 200 OK response to the NOTIFY request.

Failure to perform subscription refresh does not imply that there is a loss of communication to SSF or SCF. The UE has an option to continue using the lists of parameters from the last NOTIFY.

After deregistration, the UE may keep stored information on per user basis. As for subscription refresh, the UE may use the stored information if initial subscription fails after a new registration.
NEXT CHANGE
6.2.3
Procedures at the SDF

The SDF addresses may be determined by the UE using any of the alternatives as defined in clause 5 Service Provider Discovery.

When the SDF receives a SUBSCRIBE request, it may perform user's identity verification as defined in 3GPP TS 24.229 [7]. After successful user identification, if a User Profile is available it is possible to perform personalization of the body (Service Attachment Information) of the NOTIFY request.

The SDF shall examine the parameters specified in the SIP SUBSCRIBE body and shall then record UE capabilities information as part of the user profile data.

NOTE:
The UE capabilities that are recorded as part of the user profile may be used by the SSF for personalization purposes.

In case of successful subscription, the SDF shall generate a SIP 200 OK in response to the SUBSCRIBE request. The SDF shall then send a NOTIFY request immediately.

The contents of the NOTIFY request shall be as follows:

· The Event header shall be set to the "ua-profile" event package;
· The "effective-by" parameter for the event header shall be set to 0;
· The content type shall be set to "application/3gpp-ims-pss-mbms-service-discovery+xml";
· The message body shall conform to the XML Schema for Service Attachment Information described in Annex E.


NEXT CHANGE
Annex D (normative):
XML Schema for PSS and MBMS UE Device Capabilities

This XML Schema defines the UE device capabilities that are signalled by the UE within the body of the SIP SUBSCRIBE request when attaching to the service. Another document is also part of the body to describe PSS Capabilities as defined in TS 26.234.
Editor’s note: Examples of the RDF and XML messages should be included in this section.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 

targetNamespace="urn:3GPP:metadata:2008:IMS-PSS-MBMS:UECap"

xmlns:xs="http://www.w3.org/2001/XMLSchema"

elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:annotation>



<xs:documentation xml:lang="en">

Defines the capabilities of the UE that is currently associated with the user

 </xs:documentation>


</xs:annotation>


<xs:element name="UEInformation" type="tUEProfile"/>



<xs:complexType name="tUEProfile">




<xs:sequence>





<xs:element name="UserEquipmentModelName" type="xs:string"/>





<xs:element name="UserEquipmentModelVersion" type="xs:string"/>





<xs:element name="UserEquipmentID" type=" tUEID"/>





<xs:element name="UserEquipmentClass" type="tUserEquipmentClass"/>





<xs:element name="UserEquipmentMBMSCapable" type="xs:boolean"/>




</xs:sequence>



</xs:complexType>


<xs:simpleType name="tUEID" final="list restriction">

<xs:annotation>



<xs:documentation>




<label xml:lang="en">User Equipment ID</label>


<definition xml:lang="en">Unique Identifier for the UE(eg;Could be MAC address of UE) </definition>



</xs:documentation>


</xs:annotation>



<xs:restriction base="xs:string">




<xs:minLength value="0"/>




<xs:maxLength value="16"/>



</xs:restriction>


</xs:simpleType>


<xs:simpleType name="tUserEquipmentClass" final="list restriction">


<xs:annotation>



<xs:documentation>




<label xml:lang="en">User Equipment class</label>


<definition xml:lang="en">Specifies the type of UE</definition>



</xs:documentation>


</xs:annotation>


<xs:restriction base="xs:string">



<xs:enumeration value="STB"> </xs:enumeration>



<xs:enumeration value="PC"> </xs:enumeration>



<xs:enumeration value="Handset"> </xs:enumeration>


</xs:restriction>


</xs:simpleType>

</xs:schema>
LAST CHANGE
Annex E (normative):
XML Schema for Service Attachment Information

This annex describes the XML schema for the service attachment information to be returned to UE by SDF. 
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:element name="SSF" type="tSSF">



<xs:annotation>




<xs:documentation>XML Body of the SDF SIP Notify Response</xs:documentation>



</xs:annotation>



</xs:element>


<xs:complexType name="tSSF">



<xs:sequence>




<xs:element name="Description" type="tMultilingual" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="ServiceProvider" type="tSSFServiceProvider" minOccurs="0"/>




<xs:element name="Pull" type="tSSFPull" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Push" type="tSSFPush" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="ID" type="tHexadecimal16bit" use="required"/>



<xs:attribute name="Technology" type="xs:string" use="required"/>



<xs:attribute name="Version" type="tVersion">




<xs:annotation>





<xs:documentation>The version number is incremented when one or more attributes of the SSF element have changed, so that the receiver knows whether it should update its data or not.</xs:documentation>




</xs:annotation>



</xs:attribute>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>


<xs:simpleType name="tVersion">



<xs:restriction base="xs:integer">




<xs:minInclusive value="0"/>




<xs:maxInclusive value="255"/>



</xs:restriction>


</xs:simpleType>


<xs:complexType name="tSSFServiceProvider">



<xs:sequence>




<xs:element name="Name" type="tMultilingual" maxOccurs="unbounded"/>




<xs:element name="Description" type="tMultilingual" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>



</xs:sequence>



<xs:attribute name="DomainName" type="tDomain" use="required">




<xs:annotation>





<xs:documentation>It is recommended that the DomainName complies with the "preferred name syntax" of RFC1034 clause 3.5</xs:documentation>




</xs:annotation>



</xs:attribute>



<xs:attribute name="LogoURI" type="xs:anyURI" use="optional"/>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>


<xs:simpleType name="tDomain">



<xs:restriction base="xs:string">




<xs:pattern value="((.|\n|\r)*)?(\.(.|\n|\r)*)+"/>



</xs:restriction>


</xs:simpleType>


<xs:complexType name="tSSFPull">



<xs:complexContent>




<xs:extension base="tDataTypeList">





<xs:attribute name="Location" type="xs:anyURI" use="required"/>





<xs:anyAttribute namespace="##other" processContents="lax">






<xs:annotation>







<xs:documentation>Extension attribute to define further data</xs:documentation>






</xs:annotation>





</xs:anyAttribute>




</xs:extension>



</xs:complexContent>


</xs:complexType>


<xs:complexType name="tSSFPush">



<xs:complexContent>




<xs:extension base="tDataTypeList">





<xs:attribute name="IpVersion" type="tVersion" use="optional"/>





<xs:attribute name="MulticastAddress" type="xs:string" use="required"/>





<xs:attribute name="MulticastPort" type="xs:unsignedShort" use="required"/>





<xs:attribute name="SourceAddress" type="xs:string" use="optional"/>





<xs:anyAttribute namespace="##other" processContents="lax">






<xs:annotation>







<xs:documentation> Extension attribute to define further data ></xs:documentation> 






</xs:annotation>





</xs:anyAttribute>




</xs:extension>



</xs:complexContent>


</xs:complexType>


<xs:complexType name="tDataTypeList">



<xs:sequence maxOccurs="unbounded">




<xs:element name="DataType">





<xs:complexType>






<xs:sequence minOccurs="0" maxOccurs="unbounded">







<xs:element name="Segment">








<xs:annotation>









<xs:documentation>Segments are used to logically separate Service Selection information</xs:documentation>








</xs:annotation>








<xs:complexType>









<xs:attribute name="ID" type="tHexadecimal16bit" use="required"/>









<xs:attribute name="Version" type="tVersion" use="optional"/>








</xs:complexType>







</xs:element>






</xs:sequence>






<xs:attribute name="Type" type="tHexadecimal8bit" use="required">







<xs:annotation>








<xs:documentation> Specify the type of Service Selection Information that is delivered by the SSF






</xs:documentation>







</xs:annotation>






</xs:attribute>





</xs:complexType>




</xs:element>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tExtension">



<xs:sequence>




<xs:any processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tMultilingual">



<xs:simpleContent>




<xs:extension base="xs:string">





<xs:attribute name="Language" type="tLanguage" use="required"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>


<xs:simpleType name="tLanguage">



<xs:restriction base="xs:string">




<xs:annotation>





<xs:documentation>






<definition xml:lang="en">ISO 639-2 Language code</definition>





</xs:documentation>




</xs:annotation>




<xs:minLength value="3"/>




<xs:maxLength value="3"/>



</xs:restriction>


</xs:simpleType>


<xs:simpleType name="tHexadecimal8bit">



<xs:restriction base="xs:string">




<xs:pattern value="[0-9a-fA-F]{1,2}"/>



</xs:restriction>


</xs:simpleType>


<xs:simpleType name="tHexadecimal16bit">



<xs:restriction base="xs:string">




<xs:pattern value="[0-9a-fA-F]{1,4}"/>



</xs:restriction>


</xs:simpleType>

</xs:schema>
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