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1 Introduction

The BM-SC contains control and user plane functions. Further, the BM-SC contains MBMS Bearer and MBMS User Service functions. In this contribution, we review the release 6 BM-SC functions and propose a split for the IMS/MBMS Combination.
2 BM-SC Functional Structure 

TS 23.246 contains a BM-SC descriptions, which subdivides the BM-SC into five sub-functions:

· Membership function (MBSM Multicast Mode only): The BM-SC Membership function provides authorization for UEs requesting to activate an MBMS bearer service.  The GGSN sends an MBMS Authorization Request Message to the BM-SC, which is triggered by the reception of an “IGMP Join” message. 

· Session and Transmission function: The Session and Transmission Function is user service level function and it triggers bearer level functions when MBMS sessions are scheduled. MBMS Transmissions are unidirectional (i.e. downlink only) and use either RTP (RFC 3550) or FLUTE (RFC 3926). MBMS transmissions may be integrity and/or confidentiality protected.
· Service Announcement function: The BM-SC Service Announcement function shall be able to provide service announcements for multicast and broadcast MBMS user services. For Release 6, Service Announcement using HTTP (i.e. Pull for interactive retrieval), FLUTE (i.e. Push on MBMS bearers) and OMA-PUSH (i.e. SMS, WAP-Push,…) is defined. A service announcement may consist of several fragments such as User Service Description, Security Descriptions, Session Description (SDP), ..

· Security function: MBMS user services may use the Security functions for integrity and/or confidentiality protection of MBMS data. MBMS Release 6 Security Function offers HTTP for Registration and MIKEY for Key Distribution.
· Proxy and Transport function: hides BM-SC topology and function distribution to the GGSN
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Figure 1: BM-SC functional structure (23.246)

The Release 6 definition of the BM-SC contains control and user-plane functions. Typical control plane functions are the membership management. A typical user plane function is the Session and Transmission function, which contains the actual Multicast/Broadcast Senders. 
TS 26.346 further refines the BM-SC substructure and adds the user service specific functions. The “Membership” and “Proxy and Transport” functions are not shown in TS 26.346, because both functions are bearer level functions. TS 26.346 does not differentiate between MBMS Bearer Modes (i.e. Broadcast, Broadcast with Counting or Multicast). All MBMS User Service Procedures (incl. security procedures) are MBMS bearer mode agnostic.
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Figure 2: BM-SC sub-functional structure (26.346)

The “Associated Delivery Functions” are added to the “Session & Transmission Function”. Associated Delivery functions are File Repair and Reception Reporting function. Note, that the reception reporting function may be used for statistical evaluation like of the QoE.

The BM-SC sub-function figure doers not show usage of unicast bearers for MBMS data transfer. With release 7, the Service Announcement fragments may include unicast service descriptions using OMA Push and/or PSS. 

3 Proposal

It is proposed to split the BM-SC box into its sub-functions and co-locate the sub-functions with the according PSS and IMS functions. 
MBMS-DF (former FE-2) includes only the MBMS Delivery related functions. This means in particular: 
· MBMS Delivery Function (part of the Session & Transmission Function), which sends the UDP/(S)RTP data flows to MBMS. (The MBMS-DF may also host UDP/FLUTE and File Repair)
· Confidentiality and/or Integrity protection of MBMS data
· Handling of Gmb Interface
The Proxy and Transport function (cf. 23.246) is a bearer level function and is considered as “transparent” between the GGSN and the MBMS-DF. The proposed split implies no impact to the Proxy and Transport function.

The “Membership Function” is a MBMS-Multicast-Mode only bearer level function and regarded as transparent to the IMS system. Thus, SA4 does only need to consider MBMS Bearer related signaling on Gmb. 
Handling of reception reporting is not allocated yet. The reception reporting for MBMS Streaming provides Quality of Experience feedback which may be collected in a separate function for statistical evaluation. 
The Service Selection Function (SSF) includes the MBMS Service Discovery / Announcement function using HTTP bearers. Service Announcement over MBMS Bearers (clause 5.2.3 of TS 26.346) is for further study.
Handling of the Key Management Function (MSK handling) is for further study. It is proposed to liaise with 3GPP SA3 about PSS & MBMS security harmonization and with ETSI TISPAN about fixed & mobile harmonization.
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4.2.2
IMS based PSS and MBMS User Service architecture
Figure 2 describes the IMS based PSS and MBMS User Service functional architecture. In addition to PSS and MBMS User Service functions, the IMS core and various functions are added.
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 Figure 2 IMS based PSS and MBMS functional architecture
In this figure, 

· Solid lines are standard interfaces. E.g. interface 4;

· Dotted lines are for interfaces for which the protocols in use out of the scope of this specification. E.g interface 10;

· Dashed lines are for standard interfaces that are FFS. E.g. interface 9.

Description of functional entities:

· IMS Core: The IMS core supports, user registration and authentication, mobility and roaming, control of multimedia sessions, QoS control, Policy control, charging and interworking with circuit switched. The element of the core IMS are not detailed here.

· UE: The UE contains an IMS/PSS/MBMS client, which performs service discovery and selection,, handles service initiation, modification and termination, receives and present the content to the user.

· SDF: Service Discovery Functions (SDF): this function provides an entry point to SSF for the client to attach to the service provided by the service provider.

· SSF: Service Selection Functions (SSF): these functions provide a list of available services and relevant Service Description information. It can be personalized to the client’s identity. For MBMS services, the SSF provides the UE with MBMS Service Announcement Fragments. 
Editor’s Note: MBMS User Service Discover / Announcement using the MBMS Bearer is FFS.
Editor’s Note: In this figure SDF and SSF are collocated. Since SDF is used to discover SSF addresses, that would be a extra step that is not relevant. It is FFS whether SDF and SSF should be separate entities (i.e. SDF in the IMS domain and SSF in the Service Provider domain)
· SCF: Service Control Functions (SCF): it provides service logic and functions required to support execution of such logic. It does service authorization during session initiation and session modification, which includes checking PSS and MBMS user’s service subscription in order to allow or deny access to the service. It selects the relevant PSS and MBMS media functions
Editor’s Note: It is FFS whether SCF performs MBMS security functions (key management).
· BSF:  Bootstrapping Server Function (BSF) to perform GBA/GAA procedures with the UE.

· PSS-CF: PSS Control Function: provides control of the Media delivery function in FE-1 using RTSP. In case interface 9’ is present, it translates between SIP and RTSP signaling. If PSS-CF and SCF are collocated, the resulting entity performs the SIP/RTSP translation.
· FE-1: is either a PSS Server or a PSS Delivery Function (FFS)

· MBMS-DF: MBMS Delivery Function handles MBMS Data Transfer procedure which uses MBMS Bearer Services to transfer data for one MBMS User Service on one or several MBMS Bearer Services. The MBMS-DF function handles the optional confidentiality and integrity protection of MBMS data. The MBMS-DF handles the MBMS Bearer Control procedures of the Gmb Interface
Editor’s Note: Handling of Reception Reporting feedback is FFS. It may be received by a separate function. 
· 
Description of interfaces:

1 – This interface between the UE and the SSF/SCF/SDF/BSF functional entities group is used for service selection. 
Editor’s Note: It is FFS whether this interface is used for delivery of MSK, MBMS Delivery verification and any other purposes.

2 – Gm: This is a SIP based interface between the UE (IMS Client) and the P-CSCF. It is used to forward the SIP service request and response between UE and network.
3 – This RTSP based interface between the UE (PSS Client) and the PSS-CF allows media flow control.

4 – This interface between the FE-1 and the UE is for delivery of streaming data. It is based on RTP and RTCP protocol.

5 – This interface between the FE-2 and the UE is for delivery of streaming data and keys. It is based on RTP and MIKEY protocols.

6 – Gmb: This interface sits between the MBMS-DF and the GGSN. The Gmb interface is for MBMS bearer service specific signalling as described in detailed in 3GPP TS 23.246.

7 – This interface between the PSS-CF and the FE-1 allows control of the FE-1 delivery functions. This interface is based on RTSP.

8 – This interface between the IMS Core and the SSF/SCF/SDF/BSF functional entities group is an ISC (IMS Service Control) interface based on SIP (FFS). 

9 – This interface between the SSF/SCF/SDF/BSF functional entities group and the PSS-CF is used to setup, modify and teardown PSS sessions. 

Editor’s note: It is FFS whether it is a SIP based interface (9’) or other interface (9’’).

10 – This interface between the SSF/SCF/SDF/BSF function entities group and the MBMS-DF is FFS. It may be used to exchange service configuration details (e.g. ports, codecs, addresses,…)
11 – This interface between UE and GGSN is based on IGMP or MLD to activate multicast MBMS bearer service as defined in 3GPP TS 23.246, in case of broadcast mode, this interface is not used.
Editor’s note: the applicability of each interface to each functional entity should be clarified; the separation of these entities is FFS
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