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Introduction
[bookmark: _Hlk150231671]The study item FS_5G_RTP_Ph2 was approved (SP-240482) at SA#103. One of the objectives of the study is:
A. Document the following Key Issues in more detail, and in particular how they relate to RTP and RTCP for WebRTC and IMS-based XR services:
8. RTP retransmission for supporting XR services in 5G.

Media resilience techniques play an important role in ensuring reliable and high-quality delivery of real-time media streams in challenging network conditions. Most common resilience techniques are forward error correction (FEC), packet loss concealment (PLC) and retransmission.
FEC is a proactive technique where redundant information is added to the media stream to enable the receiver to recover lost or corrupted packets without the need for retransmissions. FEC can mitigate the impact of packet loss by providing additional parity packets, allowing receivers to reconstruct missing data. Related key issues on enhancement for application-layer FEC (AL-FEC) support and AL-FEC awareness for PDU Set handling were documented in TR 26.822 in SA4#127-bis-e. 
PLC is particularly useful for audio where the decoder can try to predict what the lost frame sounds like and may conceal even high amounts of packet loss. For video, PLC is more complex due to the complexity of video signals and chains of dependencies between the video frames. 
Another recovery technique is RTP retransmission which can be used for real-time applications with relaxed delay bounds. Particularly in scenarios where packet loss cannot be adequately mitigated by FEC and PLC, a (selective) retransmission mechanism can be used. The sender may use the receiver feedback to retransit the lost packets before their playout time at the receiver. 
This contribution provides an introduction of the RTP retransmission payload format defined in IETF as well as information on the usage of RTP retransmission in WebRTC.
Proposal
A solution for the “KI#8: RTP retransmission in supporting XR services in 5G“ is proposed for incorporation into TR 26.822.
============================= CHANGE 1 =============================
[bookmark: _Toc163769553]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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========================= CHANGE 2 (all new) ==========================
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684]6.X	Solution #X: Introduction of RTP retransmission
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]This solution addresses the key issue #8 on RTP retransmission in supporting XR services in 5G.
[bookmark: _Toc500949101]6.X.2	Description
6.X.2.1	RTP retransmission payload format defined in IETF
IETF defined an RTP retransmission payload format in RFC 4588 [x]. The payload format was designed for use with the extended RTP profile for RTCP-based feedback, the RTP/AVPF defined in RFC 4585 [y].
Retransmission packets carry copies of lost packets along with sequence numbers and timestamps to facilitate accurate reconstruction at the receiver. The timing and frequency of retransmission packets are controlled by the sender based on network conditions and feedback from the receiver. This allows a trade-off between reliability and delay; the endpoint may give up on retransmitting after a given buffering time.
RTP retransmission can be performed selectively, meaning that only some of the lost packets are retransmitted, rather than entire data blocks. This selective approach can minimize the overhead associated with retransmissions, as only the packets deemed necessary by the sender may be retransmitted. TS 26.114 [z] recommends senders to retransmit packets which they deem beneficial for timely recovery.
Senders are not required to retransmit and exact copy of the lost source packet. For example, they may retransmit the same encoded data at a lower rate to avoid overloading the network. However, senders must ensure that the receiver will still be able to decode the payload sent in the retransmission packet. Senders can determine the acceptable bit rate and packet rate according to the congestion control mechanism defined in the RTP/AVPF profile. 
The format for retransmission packets is shown in Figure X1. The sequence number of the source RTP packet, i.e., the Original Sequence Number (OSN), is inserted into the first two octets of the RTP payload as the payload header. The remaining payload corresponds to the original RTP packet payload.
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Figure X1. Retransmission packet format defined in RFC 4588 [x].
Upon detection of a lost packet, the receiver decides whether to request a retransmission or not. The decision may depend on e.g. the media type, tolerable application delay and network conditions. Receivers should use the RTCP NACK feedback message format defined in the RTP/AVPF profile to send retransmission requests. Before sending another NACK to request a new retransmission of a packet, receivers should detect that the previous retransmission failed based on an estimate of the round-trip time (RTT). NACKs can be sent in regular compound RTCP packets or early RTCP packets (as per RTP/AVPF). Format of the generic NACK message is shown in Figure X2.
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Figure X2. Syntax for the Generic NACK message defined in RFC 4585.
Semantics of the fields are:
· Packet ID (PID): RTP sequence number of the lost packet.
· Bitmask of following lost packets (BLP): Allows for reporting losses of any of the 16 RTP packets immediately following the RTP packet indicated by the PID.
When SDP is used to indicate the use of retransmission for an RTP stream, the mapping is done using the fmtp attribute as follows: 
a=fmtp:<number> apt=<apt-value>;rtx-time=<rtx-time-val>
· <number>: payload type of the retransmission stream
· <apt-value>: payload type of the original/source stream
· <rtx-time-val>: time in milliseconds (measured from the time a packet was first sent) that a sender keeps an RTP packet in its buffers available for retarnsmission. If this parameter is absent, max retransmission time is undefined and but may be negotiated by other means. 
TS 26.114 [z] recommends that the minimum “rtx-time” value should be equal to the RTT and the maximum value should be 400ms.
RFC 4588 requires the original and retransmission packets to be sent in two separate streams. Two options are given. 
1. Session-multiplexing: The streams are multiplexed by sending them in two different sessions. In this case, the original and retransmission streams are sent to different network addresses or port numbers.
2. SSRC-multiplexing: The streams are sent in the same session using different SSRC values. This allows minimizing the port usage since the same port can be used for both streams. 
According to TS 26.114, MTSI senders and receivers shall support handling of RTP retransmission packets using SSRC-multiplexing.
WebRTC requires the endpoints to support handling of RTP retransmission packets using SSRC multiplexing and leaves the support of session-multiplexing optional (RFC8834 [w]).
6.X.2.2	WebRTC usage
The libwebrtc implementation of WebRTC uses an adaptive NACK/FEC scheme where the configuration is adapted depending on the RTT. If the RTT is below a threshold, the NACK mode is used, i.e., lost packets are retransmitted, and FEC is not used. If the RTT is above another threshold, only FEC is used since the delay incurred by retransmissions may be prohibitive for the application. Another hybrid mode utilizes both FEC and retransmission in an adaptive manner when the RTT lies between the two thresholds.
When retransmissions are used, WebRTC applies a selective retransmission scheme. When a retransmission request (NACK) is received, the RTP sender ignores the request if the packet has been retransmitted in the last RTT msecs. Otherwise, it retransmits the packet if a copy of the packet is still found in its buffer. Retransmission rate is limited according to a bandwidth estimate to avoid sending too many retransmissions and aggrevating the congestion.
More information on the adaptive NACK/FEC mechanism can be found in the paper: "Handling packet loss in WebRTC", Holmer et al.  https://static.googleusercontent.com/media/research.google.com/en//pubs/archive/41611.pdf
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Figure 4: Syntax for the Generic NACK message




