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**** First Change ****
[bookmark: _Toc68899502][bookmark: _Toc71214253][bookmark: _Toc71721927][bookmark: _Toc74858979][bookmark: _Toc123800687]4.3.6.3	Reserve Server Certificate
[bookmark: _MCCTEMPBM_CRPT71130075___7]This procedure is used by the 5GMSd Application Provider to solicit a Certificate Signing Request from the 5GMSd AF for the purpose of generating an X.509 certificate independently of the 5GMSd System. In this case, the certificate's Common Name (CN) is assigned in a domain under the control of the 5GMSd Application Provider itself, or that of a third party acting on its behalf. The 5GMSd Application Provider shall separately arrange for the FQDN carried in the Common Name of the certificate generated, or that of a Subject Alternative Name (subjectAltName) extension in the same certificate (see section 4.2.1.6 of RFC 5280 [20]), to resolve to the address of a 5GMSd AS in the target 5GMS System.
The 5GMSd Application Provider may specify additional domain name aliases in its certificate reservation request to the 5GMSd AF. If provided, these shall be included in the returned Certificate Signing Request using the Subject Alternative Name (subjectAltName) extension (see section 4.2.1.6 of RFC 5280 [20]). In this case, the 5GMSd Application Provider is responsible for ensuring that these FQDN aliases resolve to the Common Name of the 5GMSd AS in the target 5GMS System. When using edge computing, the 5GMSd Application Provider is responsible for ensuring that server certificate configuration is matching EAS Discovery configuration. The Edge Computing environment will resolve an EAS Discovery Request based on EAS Characteristics, which does not necessarily include the FQDN.
The 5GMSd Application Provider shall use the HTTP POST method to create a new Server Certificate. Upon successful creation of the resource, the 5GMSd AF shall respond with a 201 (Created) response message and the URL of the resource, including its resource identifier, shall be returned in the HTTP Location header. The Content‑Type response header and the body of the HTTP response message shall be as specified in clause 7.3.3.1.
If the procedure is not successful, the 5GMSd AF shall provide a response code as defined in clause 6.3.
**** Next Change ****

[bookmark: _Toc123800877]11.2.3.2	EASDiscoveryTemplate type
Table 6.4.3.10-1  Definition of EASDiscoveryTemplate type
	Property name
	Type
	Cardinality
	Description

	easId
	string
	1..1
	The application identifier of the EAS, e.g. FQDN, URI.
Corresponding to EasCharacteristics.easId, as specified in clause 6.3.5.2.7 of TS 24.558 [43].

	easType
	[bookmark: _MCCTEMPBM_CRPT71130488___7]string
	1..1
	The type of 5GMS EAS required to support media streaming sessions in the scope of this specification.
Corresponding to EasCharacteristics.easTypeEASProfile.type, as specified in clause 6.3.5.2.78.1.5.2.3 of TS 2924.558 [43].	Comment by Thorsten Lohmar 230620: Is actually correct.

	easProviderIds
	[bookmark: _MCCTEMPBM_CRPT71130489___7]array(string)
	1..1
	The set of acceptable EAS provider identifiers.
If empty, 5GMS EAS instances of the specified easType from any provider are acceptable.
Corresponding to EasCharacteristics.easProvId EASProfile.provId, as specified in clause 6.3.5.2.78.1.5.2.3 of TS 294.558 [43].

	easFeatures
	[bookmark: _MCCTEMPBM_CRPT71130490___7]array(string)
	1..1
	The required service features for the EAS to serve this session.
If empty, 5GMS EAS instances of the specified easType with any feature set are acceptable.
Corresponding to EasCharacteristics.svcFeats EASProfile.easFeats, as specified in clause 6.3.5.2.78.1.5.2.3 of TS 294.558 [43]

	NOTE: 	At least one of the properties shall contain a value.
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