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	Corrections are necessary to the API specifications of the Data Reporting Provisioning Session and Data Reporting Configuration resources.
Regarding the former resource, it is clearly stated in both clauses 4.2.3.2.4 and 6.3.2.1 that the Update operation (by the Provisioning AF of the Application Service Provider) on the DataReportingProvisioningSession resource is not allowed. However, clause 6.2.3.3.2 is inconsistent with those stated rules by permitting the use of either the PUT or PATCH method for modifying this resource.
Regarding the latter, clause 4.2.3.3.5 indicates that updating of the DataReportingConfiguration resource is permitted by use of either the PUT (complete replacement) or PATCH (partial replacement) method. However, to be techically correct, a new DataReportingConfigurationPatch resource its usage in the PATCH method would need to be defined in clause 6. Doing so would require additional changes in clause 6 and substantial updating of the OpenAPI specification in Annex B. A simpler solution, as proposed in this document, is to remove the use of the PATCH method and simply using PUT and its associated replacement semantics for any required changes to the resource. 
A new, optional property dataAccessProfileId is added to the data model of the DataAccessProfile type in Table 6.3.2.3-1. It is possible for the Authorization AS, when performing OAuth authorization of the client (the event consumer entity) to embed the Data Access Profile along with its identifier as part of the associated claims in the issued access token. The dataAccessProfileId might be necessary in support of the integrity-protection property of the secure channel between the Data Collection AF and the Authorization AS. 
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· Clause 4.2.3.3.2: Correction the reference to the definition of the DataAccessProfile data type associated with the dataAccessProfiles property of the Data Reporting Configuration resource, along with a simple editorial change in that clause.
· Clause 4.2.3.3.5: Modify the description to restrict the means for updating the Data Reporting Configuration resource to use of the PUT method.
· Clause 6.2.1: Delete the operation name UpdateSession and associated HTTP method and description from Table 6.2.1-1.
· Clause 6.2.3.3.2: Change the 1st paragraph of this clause to indicate that the update operation is not permitted on the Data Reporting Provisioning Session resource, and delete all subsequent contents of this clause.
· Clause 6.2.5.3.2: Change the title of this clause and its contents to solely refer to/describe the use of the PUT method for the update operation on the Data Reporting Configuration resource.
· Clause 6.3: 1) Add the property dataAccessProfileId currently missing in Table 6.3.2.3 and 2) make a simple typo correction on the title of clause 6.3.3.
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[bookmark: _Toc96069354][bookmark: _Toc103600873]4.2.3.3.2	Data Reporting Configuration entity
A given instance of a Data Reporting Configuration resource is identified by the dataReportingConfigurationId property of the DataReportingConfiguration resource, and applies to one type of data collection client. The properties of this resource, as defined in the following clauses, pertain to UE data collection and reporting by different data collection clients to the Data Collection AF, and control of access by different consumer entities to event data exposed by the Data Collection AF.
The type of a Data Reporting Configuration resource is identified by the dataCollectionClientType property of the DataReportingConfiguration resource as specified in clause 6.3.2.2.
NOTE 1:	The dataCollectionClientType property corresponds to the Data collection client type parameter in table 4.6.2-1 of TS 26.531 [7].
The Data Reporting Configuration resource shall include one or more sets of instructions for data collection clients on the collection and reporting of UE data to the Data Collection AF, and may contain one or more sets of data exposure restrictions, expressed as Data Access Profiles (see clause 6.3.3.22.3), each one determining the level of access by event consumer entities to the event-related UE data reported to the Data Collection AF. A Data Access Profile defines the granularity of access to a particular subset of collected event data parameters for the Event ID in questionof concern. This granularity is expressed as a set of data aggregation functions along the time, user, and location dimensions. The subset of parameters to be exposed is identified using a controlled vocabulary specific to the Event ID. An authorization procedure is in place to determine which Data Access Profile is granted to a particular event consumer entity.
NOTE 2:	The process of matching event consumers to Data Access Profiles is implementation-specific and therefore beyond the scope of the present document.
NEXT CHANGE
4.2.3.3.5	Update Data Reporting Configuration
The update operation is invoked by the Provisioning AF to initially upload the representation of a Data Reporting Configuration resource created using the procedure in clause 4.2.3.3.3 or, in the case of an existing Data Reporting Configuration resource, to entirely replace or modify certain properties of thatall mutable properties of that resource. All available properties may be updated. The HTTP PATCH or HTTP PUT methods shall be used for the update operation.
If the procedure is successful, the Data Collection AF shall respond with a 200 (OK) reflecting the successful update operation.
If the procedure is unsuccessful, the Data Collection AF shall provide a response code as defined in clause 5.3.3.
NEXT CHANGE
6.2	Resources
[bookmark: _Toc103208494][bookmark: _Toc103208934][bookmark: _Toc103600938]6.2.1	Resource structure
Figure 6.2.1-1 depicts the URL path model for the Ndcaf_DataReportingProvisioning service.


Figure 6.2.1‑1: URL path model of Ndcaf_DataReportingProvisioning service API
Table 6.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.1‑1: Resources and methods overview
	Service name
	Operation name
	Resource name
	Resource path suffix
	HTTP method
	Description

	Ndcaf_DataReporting‌Provisioning
	CreateSession
	Data Reporting Provisioning Sessions collection
	/sessions
	POST
	Provisioning AF establishes a Data Reporting Provisioning Session resource at the Data Collection AF.

	
	UpdateSession
RetrieveSession
	Data Reporting Provisioning Session
	/sessions/{sessionId}
	PUT,
PATCH
GET
	Modifies an existing Data Reporting Provisioning Session resource at the Data Collection AF.
Retrieves an existing Data Reporting Provisioning Session resource from the Data Collection AF.

	
	DestroySession
	
	
	DELETE
	Destroys a Data Reporting Provisioning Session resource.

	
	CreateConfiguration
	Data Reporting Configurations collection
	/sessions/‌{sessionId}/‌configurations
	POST
	Creates a Data Reporting Configuration resource at the Data Collection AF.

	
	RetrieveConfiguration
	Data Reporting Configuration
	/sessions/‌{sessionId}/‌configurations/‌{configurationId}
	GET
	Retrieves an existing Data Reporting Configuration resource from the Data Collection AF.

	
	UpdateConfiguration
	
	
	PUT,
PATCH
	Modifies Replaces an existing Data Reporting Configuration resource at the Data Collection AF.

	
	DestroyConfiguration
	
	
	DELETE
	Destroys a Data Reporting Configuration resource at the Data Collection AF.


NEXT CHANGE
6.2.3.3.2	Ndcaf_DataReportingProvisioning_UpdateSession operation using PUT or PATCH method
This method shall support the URL query parameters specified in table 6.2.3.3.2-1.The update operation is not permitted on the Data Reporting Provisioning Session resource.

Table 6.2.3.3.2-1: URL query parameters supported by the PUT or PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.2-4.
Table 6.2.3.3.2-2: Data structures supported by the PUT or PATCH request body on this resource
	Data type
	P
	Cardinality
	Description

	DataReportingProvisioning
Session
	M
	1
	Parameters to replace or modify an existing Data Reporting Provisioning Session resource.



Table 6.2.3.3.2-3: Headers supported for PUT or PATCH requests on this resource 
	HTTP request header
	Data type
	P
	Cardinality
	Description

	Authorization
	string
	M
	1
	For authentication of the Provisioning AF (see NOTE).

	Origin
	string
	O
	0..1
	Indicates the origin of the requester.

	NOTE :	If OAuth 2.0 authorization is used the value is Bearer followed by a string representing the access token, see section 2.1 RFC 6750 [8]



Table 6.2.3.3.2-4: Data structures supported by the PUT or PATCH response body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	DataReportingProvisioningSession
	M
	1
	200 OK
	The replacement or modification of a Data Reporting Session Provisioning resource by the Provisioning AF for this session is confirmed by the Data Collection AF.

	ProblemDetails
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during a Data Reporting Provisioning Session replacement or modification procedure. The response shall include a Location header field containing an alternative URL of the resource located in another Data Collection AF (service) instance.
Applicable if the feature "ES3XX" (Extended Support of HTTP 307/308 redirection as defined in TS 29.502 [11]) is supported.

	ProblemDetails
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during a Data Reporting Provisioning Session replacement or modification procedure. The response shall include a Location header field containing an alternative URL of the resource located in another Data Collection AF (service) instance.
Applicable if the feature "ES3XX" is supported.

	ProblemDetails
	O
	0..1
	404 Not Found
	This Data Reporting Provisioning Session resource does not exist (see NOTE 2).

	NOTE 1:	The mandatory HTTP error status codes for the PUT and PATCH methods listed in table 5.2.7.1-1 of TS 29.500 [9] also apply.
NOTE 2:	Failure cases are described in subclause 6.2.4.



Table 6.2.3.3.2-5: Headers supported by the 200 response code on this resource
	HTTP response header
	Data type
	P
	Cardinality
	Description

	Access-Control-Allow-Origin
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.
Valid values: POST, PUT, DELETE.

	Access-Control-Expose-Headers
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.
Valid values: Location.



Table 6.2.3.3.2-6: Headers supported by the 307 and 308 response codes on this resource
	HTTP response header
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URL of the resource located in another Data Collection AF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected

	Access-Control-Allow-Origin
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.

	Access-Control-Allow-Methods
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header. 
Valid values: POST, PUT, PATCH, DELETE

	Access-Control-Expose-Headers
	string
	O
	0..1
	Part of CORS [10]. Supplied if the request included the Origin header.
Valid values: Location



NEXT CHANGE
[bookmark: _Toc103208517][bookmark: _Toc103208957][bookmark: _Toc103600961]6.2.5.3.2	Ndcaf_DataReportingProvisioning_UpdateConfiguration operation using PUT or PATCH method
This method shall support the URL query parameters specified in table 6.2.5.3.2-1.
Table 6.2.5.3.2-1: URL query parameters supported by the PUT or PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures and headers specified in tables 6.2.5.3.2-2 and 6.2.5.3.2-3, respectively, and the response data structures and response codes specified in table 6.2.5.3.2-4.
Table 6.2.5.3.2-2: Data structures supported by the PUT or PATCH request body on this resource
	Data type
	P
	Cardinality
	Description

	DataReportingConfiguration
	M
	1
	Parameters to replace or modify an existing Data Reporting Configuration resource.



Table 6.2.5.3.2-3: Headers supported for the PUT or PATCH requests on this resource 
	HTTP request header
	Data type
	P
	Cardinality
	Description

	Authorization
	string
	M
	1
	For authentication of the Provisioning AF (see NOTE).

	Origin
	string
	O
	0..1
	Indicates the origin of the requester.

	NOTE :	If OAuth 2.0 authorization is used the value is Bearer followed by a string representing the access token, see section 2.1 RFC 6750 [8]



Table 6.2.5.3.2-4: Data structures supported by the PUT or PATCH response body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	DataReportingConfiguration
	M
	1
	200 OK
	The replacement or modification of a Data Reporting Configuration resource, along with the configuration data provided by the Provisioning AF for this resource, is confirmed by the Data Collection AF.

	ProblemDetails
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during a Data Reporting Configuration replacement or modification procedure. The response shall include a Location header field containing an alternative URL of the resource located in another Data Collection AF (service) instance.
Applicable if the feature "ES3XX" (Extended Support of HTTP 307/308 redirection as defined in TS 29.502 [11]) is supported. 

	ProblemDetails
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during a Data Reporting Configuration replacement or modification procedure. The response shall include a Location header field containing an alternative URL of the resource located in another Data Collection AF (service) instance.
Applicable if the feature "ES3XX" is supported.

	ProblemDetails
	O
	0..1
	404 Not Found
	This Data Reporting Configuration resource does not exist (see NOTE 2).

	NOTE 1:	The mandatory HTTP error status codes for the PUT and PATCH methods listed in table 5.2.7.1-1 of TS 29.500 [9] also apply.
NOTE 2:	Failure cases are described in clause 6.4.




(SNIPPED)
NEXT CHANGE
[bookmark: _Toc103208519][bookmark: _Toc103208959][bookmark: _Toc103600963]6.3	Data model
[bookmark: _Toc103208524][bookmark: _Toc103208964][bookmark: _Toc103600968]6.3.2.3	DataAccessProfile type
Table 6.3.2.3-1 Definition of DataAccessProfile type
	Property name
	Data type
	Cardinality
	Usage
	Description

	dataAccessProfileId
	string
	0..1
	C: RW
U: RW
	A unique identifier for this Data Access Profile.

	targetEventConsumer‌Types
	Array(Event‌Consumer‌Type)
	1..1
	C:RW
U:RW
	The set of Event consumer types (see clause 6.3.3.1) to which this Data Access Profile is targeted.
If the set is empty, this Data Access Profile applies to all types of Event consumer.

	parameters
	Array(String)
	1..1
	C:RW
U:RW
	The set of UE data parameters to be collected by the data collection client, and for which the restrictions specified by this Data Access Profile apply.
The parameters are uniquely identified by a controlled vocabulary specific to the Event ID indicated by the parent Data Reporting Provisioning Session.
If the set is empty, the restrictions apply to all parameters for the Event ID of the parent Data Reporting Provisioning Session.

	timeAccessRestrictions
	Object
	0..1
	C:RW
U:RW
	Configuration for access restrictions along the time dimension.

		duration
	DurationSec
	1..1
	C:RW
U:RW
	The period of time over which access is to be aggregated.

		aggregationFunctions
	Array(Data‌Aggregation‌Function‌Type)
	1..1
	C:RW
U:RW
	An ordered, non-empty list of aggregation functions (see clause 6.3.3.2) applied to the event data prior to exposure to event consumers.

	userAccessRestrictions
	Object
	0..1
	C:RW
U:RW
	Configuration for access restrictions along the user dimension.

		groupIds
	Array(GroupId)
	1..1
	C:RW
U:RW
	Identifiers of the UE groups over which access is to be aggregated.

		userIds
	Array(Gpsi) or Array(Supi)
	1..1
	C:RW
U:RW
	Identifiers of the UEs comprising a group over which access is to be aggregated.

		aggregationFunctions
	Array(Data‌Aggregation‌Function‌Type)
	1..1
	C:RW
U:RW
	An ordered, non-empty list of aggregation functions (see clause 6.3.3.2) applied to the event data prior to exposure to event consumers.

	locationAccessRestrictions
	Object
	0..1
	C:RW
U:RW
	Configuration for access restrictions along the location dimension

		locationAreas
	Array(Location‌Area‌5G)
	1..1
	C:RW
U:RW
	Identifiers of geographical areas over which access is to be aggregated. Event data is grouped by the location of the UE during the data collection.

		aggregationFunctions
	Array(Data‌Aggregation‌Function‌Type)
	1..1
	C:RW
U:RW
	An ordered, non-empty list of aggregation functions (see clause 6.3.3.2) applied to the event data prior to exposure to event consumers.

	NOTE:		Data types DurationSec, GroupId, Gpsi, Supi and LocationArea5G are defined in TS 29.571 [13].



[bookmark: _Toc103208525][bookmark: _Toc103208965][bookmark: _Toc103600969]++6.3.3	Simple data types and enumerations
(SNIPPED)
END OF CHANGES
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