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Collaboration scenarios for data collection and reporting
A.1	General
This annex documents a set of collaboration scenarios that illustrate potential deployments of the data collection and reporting architecture as defined in the present document.
A.2	Collaboration A
In this collaboration scenario all of the functions are deployed inside the trusted domain. This corresponds to the case where the Application Service Provider and the Application Server (AS) are both internal to the 5G System.
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Figure A.2‑1: Collaboration A with all functions deployed inside the trusted domain
A.3	Collaboration B
In this collaboration scenario the Application Service Provider server is deployed outside the trusted domain. Interactions between the Application Service Provider server and the Data Collection AF must therefore be mediated by the NEF.
Editor's Note: Need to check with SA2 that the proposed new Ndcaf service can be exposed via NEF.
[image: ]
Figure A.3‑1: Collaboration B with Application Service Provider server
deployed outside the trusted domain
A.4	Collaboration C
This collaboration scenario illustrates the case where the Application Server (AS) is also deployed outside the trusted domain (in addition to the Application Service Provider server per Collaboration B). In this case, the AS must therefore additionally interact with the Data Collection AF via the NEF.
Editor's Note: Need to check with SA2 that the proposed new Ndcaf service can be exposed via NEF.
[image: ]
Figure A.4‑1: Collaboration C with Application Service Provider server
and Application Server deployed outside the trusted domain

A.5	Collaboration D
In this collaboration scenario, the Data Collection AF itself is deployed outside the trusted domain and interactions with functions inside the trusted domain occur via the NEF. This scenario corresponds to the "Procedure for Data Collection from AF via NEF" defined in clause 6.2.2.3 of TS 23.288 [4]. Specifically:
-	The externally deployed Data Collection AF registers with the NRF inside the trusted domain using the Nnef_NFManagement service via the NEF.
NOTE:	In practice, the Data Collection AF is instantiated as a subfunction of a domain-specific Application Function. The enclosing Application Function should include data collection and reporting capabilities in its own registration with the NRF on behalf of the enclosed Data Collection AF rather than making a separate registration for the subfunction.
-	The NWDAF inside the trusted domain uses the Nnef_EventExposure service (as specified in clause 5.2.6.2 of TS 23.502 [3]) to subscribe to and receive events exposed by the externally deployed Data Collection AF.
[image: ]
Figure A.5‑1: Collaboration D with Data Collection AF deployed outside the trusted domain
The Application Service Provider server and the Application Server (AS) interact with the externally deployed Data Collection AF using interfaces that are not required to comply with 3GPP specifications. Hence, the reference points R1, R3, R4 and R6 are nominal in this scenario, indicated in figure A.5‑1 by the use of prime (′) modifiers on the reference point labels.
END OF CHANGES
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