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[bookmark: _Toc63784936]FIRST CHANGE
[bookmark: _Toc2086438][bookmark: _Toc2086440]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1], TS 23.501 [2], TS 23.502 [3], TS 23.288 [4], TS 29.517 [5] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
direct reporting: the act of sending a data report from the Data Collection Client to the Data Collection AF
indirect reporting: the act of sending a data report from a UE Application to the Data Collection AF via an external Application Service Provider service
NEXT CHANGE
3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] , TS 23.501 [2], TS 23.502 [3], TS 29.517[4] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
DN	Data Network
NEF	Network Exposure Function
NWDAF	Network Data Analytics Function
NEXT CHANGE
[bookmark: _Toc75447844]4	Reference architecture for data collection and reporting
[bookmark: _Toc75447845]4.1	General
Clause 6.2.8 of TS 23.288 [4] envisages a set of high-level procedures by which data is collected by a Network Data Analytics Function (NWDAF) from UE Application(s) via an intermediary Application Function. This clause defines a generic reference architecture for data collection and reporting that satisfies those procedures, including the logical functions involved and the logical reference points between them. It is intended that this reference architecture be instantiated in domain-specific ways to suit the needs of different features of the 5G System.
4.2		Functional entities for data collection and reporting
Figure 4.2‑1 below shows the reference architecture for data collection and reporting using reference point notation.
[image: ]
Figure 4.2‑1: Reference architecture for data collection and reporting in reference point notation
The functional entities illustrated in the figure are described as follows:
-	Data collection and reporting may be provisioned by an Application Function (AF) inside the Trusted DN or by an authorised Application Service Provider server outside the Trusted DN acting as an external Application Function (by invoking the appropriate API via the NEF).
-	The Data Collection AF is responsible for managing the provisioning state for data collection and reporting, and for collecting, processing and reporting data to event notification subscribers both inside the Trusted DN (such as the NWDAF) and outside the Trusted DN (such as the Application Service Provider server). In the latter role, the Data Collection AF realises the Application Function Exposure Service as defined in TS 23.502 [3] and TS 23.288 [4]. The Data Collection AF is also responsible for providing a data collection and reporting configuration to the Data Collection Client.
NOTE 1:	The processing activities performed by the Data Collection AF include, but are not limited to, reporting format conversion, domain-specific anonymisation of data and (dis)aggregation of data into reports to be exposed as events.
NOTE 2:	The Data Collection AF is intended to be instantiated inside other Application Functions in order to satisfy the domain-specific data collection and reporting requirements corresponding to particular features in the 5G System. As such, there may be several domain-specific Data Collection AF instances operating simultaneously in a particular 5G System.
-	The Data Collection Client is responsible for collecting data in the UE and for sending data reports to the Data Collection AF via the Naf_DataReporting API according to a data collection and reporting configuration that it has previously obtained from the Data Collection AF.
NOTE 3:	This method of reporting corresponds to the direct data collection procedure defined in clause 6.2.8 of TS 23.288 [4].
NOTE 4	The Data Collection Client function is intended to be instantiated inside other UE functions in order to satisfy the domain-specfic data collection and reporting requirements corresponding to particular features of the 5G System. As such, there may be several domain-specific Data Collection Client instances operating simultaneously on a given UE performing different roles. The realisation of these logical functions is implementation-dependent.
-	Other Application Function (AF) or Application Server (AS) instances in the Trusted DN may also collect data and report it to the Data Collection AF via the Naf_DataReporting API, according to their own configuration.
NOTE 5:	The data collection and reporting requirements for such Application Servers is domain-specific and beyond the scope of the present document.
-	An authorised Application Service Provider server acting as an external Application Function may also collect data from UE Applications and send data reports to the Data Collection AF via the Naf_DataReporting API.
NOTE 6:	This method of reporting corresponds to the indirect data collection procedure defined in clause 6.2.8 of TS 23.288 [4].
NOTE 7:	In this case, the Application Service Provider server invokes the required API via the NEF.
-	The NWDAF is the primary consumer of data reports. These are published to it by the Data Collection AF via the Naf_EventExpoure API (as specified in TS 29.517 [5]) after any processing by the Data Collection AF has been performed according to its provisioning.
-	Certain data reports may also be published by the Data Collection AF to authorised Application Service Provider servers acting as external Application Functions via the Naf_EventExpoure API [5].
Editor’s Note: Need to check with SA2/CT3 whether the Naf_EventExpoure API can be exposed to external Application Functions via the NEF.
The reference points in the architecture are as follows:
-	R1 supports the following interactions between an Application Service Provider server (acting as an external Application Function) and the Data Collection AF:
-	Used by the Application Service Provider server to provision data collection and reporting in the Data Collection AF. The provisioning information specifies what data is to be collected by Data Collection Clients, how it is to be processed by the Data Collection AF and how it is to be exposed to event notification subscribers.
-	Used by the Application Service Provider server to send data reports to the Data Collection AF using the Naf_DataReporting API defined in the present document. A generic data reporting envelope is defined in the present document, but details of the reporting format are specific to individual reporting domains and are specified elsewhere.
NOTE 8:	This method of reporting corresponds to the indirect data collection procedure defined in clause 6.2.8 of TS 23.288 [4].
-	Used by the Data Collection AF to publish data reports to the Application Service Provider server using the AF event exposure API [5].
-	R2 supports the following interactions between the Data Collection Client and the Data Collection AF:
-	Used by a Data Collection Client to obtain its configuration from the Data Collection AF. A generic data collection and reporting envelope is defined in the present document, but details of the configuration are specific to individual reporting domains and are specified elsewhere.
-	Subsequently used by the Data Collection Client to send reports to the Data Collection AF using the Naf_DataReporting API defined in the present document. A generic data reporting envelope is defined in the present document, but details of the reporting format are specific to individual reporting domains and are specified elsewhere.	Comment by Richard Bradbury: TS 26.501 and TS 26.512 in the case of 5GMS.
NOTE 9:	This method of reporting corresponds to the direct data collection procedure defined in clause 6.2.8 of TS 23.288 [4].
-	R3 supports the following interactions between the Data Collection AF and other Application Functions and/or Application Servers in the Trusted DN.
-	Used by other Application Functions to provision data collection and reporting in the Data Collection AF.	Comment by Richard Bradbury: Do we want this?
-	Used by other Application Functions to send reports to the Data Collection AF using the Naf_DataReporting API defined in the present document.
-	Used by Application Servers to send reports to the Data Collection AF using the Naf_DataReporting API defined in the present document.
-	R4 supports the following interactions between the NWDAF and the Data Collection AF:
	Used by the NWDAF to subscribe to data reporting events exposed by the Data Collection AF, according to the Naf_Event_Exposure_Subscribe procedure defined in step 3a of clause 6.2.8.2.3 in TS 23.288 [4].
	Used by the Data Collection AF to publish data reporting events to the NWDAF, according to the Naf_Event_Exposure_Notify procedure defined in step 5a of clause 6.2.8.2.3 in TS 23.288 [4].
-	R5 is a client API offered by the Data Collection Client to the UE Application.
-	R6 supports data collection and reporting interactions between the UE Application and the Application Service Provider server.
NOTE 10:	Interactions at reference point R6 are beyond the scope of 3GPP standardisation.
Figure 4.2‑2 below shows the reference architecture for data collection and reporting in service-based architecture notation.
[image: ]	Comment by Richard Bradbury: Is the UE actually inside the Trusted DN?
I have never been clear about this.
Figure 4.2‑2: Reference architecture for data collection and reporting
in service‑based architecture notation
The Data Collection AF exposes the following service-based APIs to the 5G System:
1.	The Naf_EventExposure API is defined in TS 23.288 [4] and specified in TS 29.517 [5].
a.	It is used by the NWDAF to subscribe to data reporting events exposed by the Data Collection AF and is subsequently used by the Data Collection AF to notify these events to the NWDAF.
b.	It is used by the Application Service Provider server to subscribe to data reporting events exposed by the Data Collection AF via the NEF and is subseqently used by the Data Collection AF to notify these events to the Application Service Provider server.
2.	The Naf_DataReporting API is defined by the present document and specified in TS 26.532 [X].
a.	It is used by other AF instances inside the Trusted DN and by the Application Service Provider server acting as an external AF to provision data collection and reporting in the Data Collection AF.	Comment by Richard Bradbury: Do we want this?
b.	It is subsequently used by the Data Collection Client, by other AF/AS instances and (via the NEF) by the Application Service Provider server to send data reports to the Data Collection AF.
END OF CHANGES
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