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=====  CHANGE  =====
[bookmark: _Toc73951168]2	References
[HTTP/3]	draft-ietf-quic-http-34, "Hypertext Transfer Protocol Version 3 (HTTP/3)", February 2021
[QUIC]	IETF RFC 9000: "QUIC: A UDP-Based Multiplexed and Secure Transport", May 2021.
[QUIC-TLS]	IETF RFC 9001: "Using TLS to Secure QUIC", May 2021.
[bookmark: _Hlk88005488]=====  CHANGE  =====
[bookmark: _Toc68899554][bookmark: _Toc71214305][bookmark: _Toc71721979][bookmark: _Toc74859031][bookmark: _Toc74917160]6.2	Usage of HTTP
[bookmark: _Toc68899555][bookmark: _Toc71214306][bookmark: _Toc71721980][bookmark: _Toc74859032][bookmark: _Toc74917161]6.2.1	HTTP protocol version
Editor’s Note: This section shows HTTP/3 in separate paragraphs, because the initial focus needs to be on discussing where HTTP/3 is mandatory and where HTTP/3 is optional. After we have that discussion, the material on HTTP/3 can be merged into the HTTP/1.1-HTTP/2 paragraphs for readability.
[bookmark: _Toc68899556][bookmark: _Toc71214307][bookmark: _Toc71721981][bookmark: _Toc74859033][bookmark: _Toc74917162]6.2.1.1	5GMS AF
Implementations of the 5GMS AF shall expose both HTTP/1.1 [24] and HTTP/2 [31] endpoints at interfaces M1 and M5, including support for the HTTP/2 starting mechanisms specified in section 3 of RFC 7540 [31]. In both protocol versions, TLS [29] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
Implementations of the 5GMS AF shall expose HTTP/3 [HTTP/3] endpoints at interfaces M1 and M5, including support for the HTTP/3 starting mechanisms specified in section 3 of [HTTP/3]. In HTTP/3, the QUIC protocol [QUIC] is used for transport, and TLS [QUIC-TLS] is used for the initial handshake and key exchange.
The 5GMS Application Provider may use any supported HTTP protocol version at interface M1.
The Media Session Handler may use any supported HTTP protocol version at interface M5.
All responses from the 5GMS AF that carry a message body shall include a strong entity tag in the form of an ETag response header and a modification timestamp in the form of a Last-Modified response header.
All endpoints shall support the conditional HTTP requests If-none-Match and If-Modified-Since.
[bookmark: _Toc68899557][bookmark: _Toc71214308][bookmark: _Toc71721982][bookmark: _Toc74859034][bookmark: _Toc74917163]6.2.1.2	5GMS AS
Implementations of the 5GMS AS shall expose HTTP/1.1 [24] endpoints at interfaces M2 and M4 and may additionally expose HTTP/2 [31] endpoints at these interfaces. In both protocol versions, TLS [30] shall be supported and HTTPS interactions should be used on these interfaces in preference to cleartext HTTP.
Implementations of the 5GMS AS may expose HTTP/3 [HTTP/3] endpoints at interfaces M2 and M4, In HTTP/3, the QUIC protocol [QUIC] is used for transport, and TLS [QUIC-TLS] is used for the initial handshake and key exchange.  	Comment by Spencer Dawkins [2]: This matches the 5GMS AS requirement for HTTP/2. 
[bookmark: _Hlk90219706]For pull-based content ingest, the 5GMS Application Provider shall expose an HTTP/1.1-based origin endpoint to the 5GMSd AS at interface M2 and may additionally expose an HTTP/2-based origin endpoint. The 5GMS Application Provider may additionally expose an HTTP/3-based origin endpoint to the 5GMSd AS at interface M2.
For push-based content ingest, the 5GMS Application Provider may use any supported HTTP protocol version at interface M2.
The Media Stream Handler may use any supported HTTP protocol version at interface M4.
[bookmark: _Toc68899558][bookmark: _Toc71214309][bookmark: _Toc71721983][bookmark: _Toc74859035][bookmark: _Toc74917164]6.2.2	HTTP message bodies for API resources
The OpenAPI [23] specification of HTTP messages and their content bodies is contained in Annex C.	Comment by Spencer Dawkins [3]: OpenAPI is not specific to an HTTP version, so no changes needed here. 
[bookmark: _Toc68899559][bookmark: _Toc71214310][bookmark: _Toc71721984][bookmark: _Toc74859036][bookmark: _Toc74917165]6.2.3	Usage of HTTP headers
[bookmark: _Toc68899560][bookmark: _Toc71214311][bookmark: _Toc71721985][bookmark: _Toc74859037][bookmark: _Toc74917166]6.2.3.1	General
Standard HTTP headers shall be used in accordance with clause 5.2.2 of TS 29.500 [21] for both HTTP/1.1, and HTTP/2 and HTTP/3 messages.	Comment by Spencer Dawkins [5]: Clause 5.2.2. of 29.500 is WRITTEN assuming HTTP/2, so text changes might be required in 29.500, but the HTTP headers are not HTTP version-specific (as here, they are used for HTTP/1.1 as well as HTTP/2). 
=====  CHANGE  =====
[bookmark: _Toc68899568][bookmark: _Toc71214319][bookmark: _Toc71721993][bookmark: _Toc74859045][bookmark: _Toc74917174]6.3	HTTP response codes
Guidelines for error responses to the invocation of APIs of NF services are specified in clause 4.8 of TS 29.501 [22]. API-specific error responses are specified in the respective technical specifications.	Comment by Spencer Dawkins [4]: The guideline in 29.501 clause 4.8 is basically “use the best standardized HTTP response code”, so this shouldn’t need to be updated for HTTP/3. 
===== END CHANGES =====

