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**** First Change ****
[bookmark: _Toc67110555][bookmark: _Toc69257544]5.3	Key Issue 2: Nx2 Design Considerations
[bookmark: _Toc67110556][bookmark: _Toc69257545]5.3.1	Description
[bookmark: _Toc69257546][bookmark: _Toc67110557]5.3.1.1	General
In 5MBS, the existing BM-SC function is split into control plane (MBSF) and user plane (MBSTF) functions, so that a single control plane function can (potentially) control one or more user plane functions. A new interface Nx2 is introduced between the control and user plane functions.
According to TR 23.757 [7]:
-	The new user plane function (MBSTF) receives the traffic using (an evolution of) the xMB‑U interface and/or the MB2-U interface.
-	The new control plane function (MBSF) receives provisioning and control commands using either existing MB2‑C or (an evolution of) xMB-C.
The present key issue studies how existing control plane procedures from xMB-C impact Nx2 transactions. It is assumed that corresponding BM-SC features (like the MBMS Download Delivery, Streaming Delivery or Transparent Delivery) are migrated into 5MBS.
NOTE:	The present clause uses BM-SC function terminology. For 5MBS, the functions may be renamed.
[bookmark: _Toc69257547]5.3.1.2	Model of a BM-SC User-Plane Function for MBMS Download
The model in Figure 5.3.1.2-1 below assumes that a FLUTE function according to MBMS Download Delivery (clause 7 in TS 26.346 [16]) is mapped into the MBSTF.
NOTE:	FLUTE is used in this clause for illustrative purposes to study the interface between a BM-SC control and user-plane. The reuse, evolution or replacement of this object delivery protocol in Release 17 should be studied in a separate Key Issue.
The purpose of this simplified model is to help identify the xMB-C parameters (xMB Service and Session Parameters) needed to configure an MBSTF at Nx2.
[image: cid:image001.jpg@01D73105.E2DF4700][image: ]	Comment by TL: Nx2 replaced by Nmb2
Nmb4 added
Figure 5.3.1.2-1: Simplified User Plane model for FLUTE (as an MBSTF function)
[bookmark: _Hlk67992869]The model depicts some key functions from an xMB-U ingest to an MB-UPF ingest (N6). In the case of 5MBS Download (e.g. used for DASH/HLS over MBMS or generic file delivery) the MBSTF operates as follows:
1.	The HTTP File Receiver is responsible for ingesting content resources intended for multicast transmission at xMB-U. It supports two basic content ingest modes:
a)	HTTP Pull, in which the MBSTF pulls resources from an upstream HTTP server, such as the 5GMSd AS. In this mode, the Nx2 API is used to provide individual URLs to be downloaded.
b)	HTTP Push, in which resources are uploaded to the MBSTF by an upstream client using HTTP PUT. In this mode, the Nx2 API is used to provide a base URL for ingesting data to the API invoker.
2.	The MBSTF may store partial or complete resources in a local File Cache prior to transmission at N6. Optimized implementations may pipe files through with only minimal buffering/caching.
3.	HTTP metadata such as Content-Location (resource URL), Content-Length (resource size), and Content-Type (MIME content type) is provided by the HTTP File Receiver to the FDT Instance creation function. This acts as input (with other Nx2 parameters) to form the FDT Instance XML document.
4.	The File partitioning function segments resources (including FDT Instances) into one or more multicast packet payloads. In the case where a Forward Error Correction scheme such as Raptor FEC (RFC 5053 [23]) or Compact No-Code FEC (RFC 5445 [24]) is used, there are recommended schemes and parameters to partition a resource into a sequence of packet paylods (called encoding symbols).
5.	The Delivery object packetization function creates a sequence of IP packets (incl UDP and FLUTE packet headers) for the delivery object. It inserts FLUTE header parameters such as the TSI, sequence number (FEC Symbol ID according to No-Code FEC, RFC 3695 [25] or Raptor FEC, RFC 5053 [23]), etc. As result, a complete UDP packet payload is created, which can be written to a UDP socket at the appropriate time of transmission.
6.	Finally, the Streamer & Pacer function sends the multicast UDP packets according to a defined bit rate to the configured MP-UPF ingest point, which can be an MB2-U tunnel, some direct multicast, or similar.
[bookmark: _Toc67110558][bookmark: _Toc69257548]5.3.1.3	Handling of Inband Fragment for MBMS Download
The model in Figure 5.3.1.3-1 below extends the FLUTE model from Clause 5.3.1.2 with In-Band fragments. TS 26.346 allows transmission of Service Announcement Metadata fragments in band with the session or out of band. Annex L.2.8 of TS 26.346 further defines handling of inband fragments within the Service Announcement Channel (SACH) profile.
Two categories of In-band control objects are considered
1:	5MBS Delivery function related, i.e. sending control objects (inband) to the 5MBS Client like file repair configuration information
2:	5MBS User Service function related, i.e. sending control objects (inband) to an application component behind the 5MBS Client like a Media Player

In-band fragments in TS 26.346 are typically XML formated documents, which are sends as regular FLUTE transmission objects to the MBMS Client. In-band fragments may be interleaved with other content, i.e. the BM-SC sends the in-band fragment at the same time as a content object (interleaved on packet level) and may be repeated multiple times. When repeating an in-band fragments, it is beneficial to keep the same FLUTE level parameters, specifically the Transport Object Identifier (TOI), so that the FLUTE receiver can efficiently detect and ignore repetitions.
In Figure 5.3.1.3-1, the inband related functions are depicted in green color. The blue colored components are identical as in Figure 5.3.1.2-1.
[image: ]
Figure 5.3.1.3-1: In-band fragment related functions (in green) of a User Plane
The model adds in-band fragment related functions to the user plane model:
1.	The Ingest function is responsible for receiving the ingested control object for in-band delivery. The control object is typically XML formated.
2.	The Partitioning, packetization and FDT Inst. Creation function is converting the control object (for inband delivery) into a sequence of FLUTE packets, include the according FDT Instance information. Inband control objects are identified by a special MIME type
3.	The Cache function is used to keep the partitioned control object for repetitions
4.	The In-band fragment insertion function interleaves the in-band control object with the packet payloads of other user plane objects.

The Ingest function may support a Push or a Pull ingest (similar to xMB-U). Alternatively, inband fragments may be embedded in Nmb2 control payload, e.g. a base64 encoded of the HTTP body.
5.3.1.34	Review of existing xMB properties for MBMS Download MBSTF configuration
This section contains a copy of the xMB service (clause 5.3.7) and Session (clause 5.4.6) properties. The column “related to User Plane” indicates whether the property is related to the user plane handling, e.g. defining the xMB-U ingest, etc. In this case, the MBSTF need to be provisioned with the property value. Likely, the property is exposed via Nx2.
Table 5.3.1.3-1: List of existing xMB Service Properties
	Property Name
	Related to User Plane
(i.e. forwarded to MBSTF)
	Note

	Id
	No
	

	ServiceID
	No
	

	Service Class
	No
	

	Service Languages
	No
	

	Service Names
	No
	

	Receive Only Mode
	For Study
	This flag is for ROM services.

	Service Announcement Mode
	No
	

	Consumption Reporting Configuration
	For Study
	

	Push Notification URL
	Yes
	

	Push Notification Configuration
	Yes
	



Table 5.3.1.3-2: List of existing xMB Session Properties
	Property Name
	Related to User Plane
(i.e. forwarded to MBSTF)
	Note

	id
	
	

	Session start
	Yes
	The MBSTF needs to know when to start generating user plane packets.

	Session stop
	Yes
	The MBSTF needs to know when to stop generating user plane packets.

	Max Bitrate
	Yes
	

	Max Delay
	Yes
	

	Session State
	Partially
	A session state is needed, but without the state “Session Announced”.

	Service Announcement start time
	No
	

	Geographical Area
	FFS
	

	QoE Reporting
	No
	

	QoE Report URL
	No
	

	Session Type
	yes
	

	Header Compression
	FFS
	Unclear whether RoHC header compression is in RAN.

	FEC
	yes
	

	Transport Mode

	Session Description Parameters for User Plane
	yes
	

	Delivery Mode Configuration for user plane
	yes
	

	Delivery Session Description Parameters
	yes
	

	Streaming

	SDP URL
	yes
	

	TimeShifting
	
	

	Application (including DASH)

	Application Service Description
	
	

	Ingest Mode
	yes
	

	Application Entry Point URL
	
	

	Push URL
	yes
	

	Unicast Delivery
	
	

	Components
	
	

	Files

	Ingest Mode
	yes
	

	File List
	yes
	Except Unicast availability.
Target Reception Completion time is FFS, since unicast File Repair is included.

	Carousel Mode
	
	

	Carousel Scheduled Interval
	yes
	

	File delivery manifest URL
	yes
	

	Push URL
	yes
	

	Display Base URL
	yes
	

	SA file URL
	no
	An SA-file like concept is needed, but the MBSTF is not handling it.

	Mission Critical

	MC-Extension
	
	

	TMGI
	no
	The MBSTF only need the MB-N6 tunnel information to ingest the data into the MB-UPF. The MBSF handles the TMGI.

	QoS‑Information
	no
	The MBSTF is not responsible for control plane interactions with the MB-SMF.



[bookmark: _Toc69257549]5.3.1.4	Model of a BM-SC User-Plane Function for Group Communication Delivery
The model in Figure 5.3.1.4-1 below assumes that the BM-SC FEC encoding function according to Group Communication Delivery Method (Clause 8A in TS 26.346 [16]) is mapped into the MBSTF. According to TR 23.757 [7], the MBSTF exposes an MB2-U interface, which should be used (only?) when FEC needs to be added to Group Communication. When no FEC is needed, the GCS AS may directly send the traffic to the MB-UPF using N6.
The purpose of this simplified model is to help identify the MB2-C parameters needed to configure an MBSTF at Nx2. The function “FEC Payload creation” generates a new RTP flow carrying the FEC redundancy information to protect one or more RTP media flows.
[image: ]
Figure 5.3.1.4-1: Simplified User Plane model for Group Communication Delivery with FEC
(as an MBSTF function)
The model depicts some key functions from an MB2-U ingest to an MB-UPF ingest (N6). In the case of Group Communication Delivery the MBSTF operates as follows:
1. The MB2-U Receiver is responsible for receiving the MB2-U packets. The IP multicast user plane packets are encapsulated into the MB2-U packets. The MB2-U receiver may duplicate the packets so that the original packet can be passed through to the output and the copy remains in the Packet Cache for FEC source block creation.
2. The RTP Passthrough passes the source packets directly to the output.
Editor’s Note: It is ffs, whether the RTP Passthough function appends FEC information (like a source block id), without modifying the original parts.
3. FEC Payload Creation calculates the FEC redundancy information which is then carried as a separate RTP flow to the receiver.
4. RTP packet creation prepends RTP header fields to the payloads of the FEC flow.
5. The Streamer & Pacer ensures a smooth output bit rate according to the configured Guaranteed Bit Rate.
NOTE:	Since FEC redundancy is added to the stream, the output bit rate is higher than the input bit rate.
When a GCS AS activates an MB2 session with FEC, the GCS AS provides the following information to the BM‑SC:
-	FEC configuration information (see clause 6.4.27 of TS 29.468 [18]). A list of the FEC Framework configuration information according to clause 8A.5 of TS 26.346 [16] is depicted in Figure 5.3.1.4-2 below.
[image: ]
Figure 5.3.1.4-2: FEC Framework configuration information according to TS 26.346 Clause 8A.5
As response, the GCS AS receives the MB2-U tunnel endpoint information (i.e. the BM‑SC Address AVP and BM‑SC Port AVP).
When the BM‑SC is split into MBSF and MBSTF, the MBSF interacts with the MB-SMF in order to obtain the N6 ingest parameters for the MB-UPF. The MBSF provides the FEC framework configuration information together with the MB-UPF N6 ingest information to the MBSTF via Nx2. The MBSTF allocates the MB2-U tunnel endpoint information and passes the MB2-U ingest information back to the MBSF.
The MBSF may pass the FEC Framework configuration information to the MBSTF as an Octet Stream (see clause 6.4.27 of TS 29.468 [18]) so that the MBSTF parses the SDP information.
[bookmark: _Toc67110559][bookmark: _Toc69257550]5.3.2		Identified gaps
Editor’s Note: 	This section should summarise the identified issues.
-	For MBMS Download Delivery Method, the Nmb2 API should re-use the xMB-C property for configuration. The configuration should be extended with N6-mb parameters and Streamer parameters (e.g. bitrate). A TMGI / MBS Session Id is not needed.
-	For MBMS GC Delivery, the Nmb2 API should take in the FEC Framework configuration data. In addition, the N6-mb parameters and Streamer parameters (e.g. bitrate) is needed. A TMGI / MBS Session Id is not needed.
-	It is for discussion, whether the MBSTF functionality for the GC delivery can be merged with the Transparent delivery functions. It seems, that only the configuration aspects, like usage of MB2-C or xMB-C, are the differences.
-	The MBSTF is a user plane only function and should NOT create any control fragment. The MBSF and / or AF / AS should be the source of any inband control fragment, which are ingested into the MBSTF
-	The Nmb2 API should support the ingestion of in-band control objects. A separate ingest point to the delivery function is needed to provide the control objects.
-	For 5MBS User Service related in-band control objects (like MPD updates), the xMB-C API currently does not offer capabilities. It is for further study, whether xMB-C should be evolved to include provision and control of 5MBS User Service related in-band control objects. 
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To describe the FEC framework configuration information,

the exchanged SDP shall include the sender IP address, using the source-filter attribute ("a=source-filter:") as
specified in 8.3.3.1,

the exchanged SDP shall include the destination IP address using the "connection data" field ("c="), as specified
in8.3.3.2,

the exchanged SDP shall include, at session level, a FEC declaration attribute ("a=FEC-declaration") as
specified in 7.3.2.8, a "a=FEC-OTI-extension" attribute specified in 8.3.1.8 and a "a=mbms-repair" attribute, as
specified in 8.3.1.8,

for each RTP/UDP source flow to be protected by FEC, the exchanged SDP shall include a media block

- where the media ('m-line') provides the destination port, as specified in 8.3.3.2, and uses 'UDP/MBMS-
FEC/RTP/AVP' or 'UDP/MBMS-FEC/RTP/SAVP"' as protocol identifier (see 8.2.2.13a)

- with the "a=FEC" attribute, specified in 7.3.2.8.
for each repair flow, the exchanged SDP shall include a media block

- where the media ('m-line') provides the destination port, as specified in 8.3.3.2, and uses 'UDP/MBMS-
REPAIR' as protocol identifier (see 8.2.2.13a),

- with the "a=mbms-flowid" attribute, as specified in 8.3.1.9.




