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=====  CHANGE  =====
5.2.7	Potential open issues
Editor’s Note: Identify the issues that need to be solved.
5.2.7.1	TS 26.512 current support
TS 26.512 section 7.6.3.1 defines the content hosting configuration resource. The partial table is shown below:
Table 7.6.3.1-1: Definition of ContentHostingConfiguration resource
	Property name
	Data Type
	Cardinality
	Description

	name
	String
	1..1
	A name for this Content Hosting Configuration.

	IngestConfiguration
	Object
	1..1
	Describes the 5GMSd Application Provider's origin server from which media resources will be ingested via interface M2d.

		path
	String
	1..1
	The relative path which will be used to address the media resources at interface M2d.
This path is provided by the 5GMSd AF in the case of Push-based ingest.

		pull
	Boolean
	1..1
	Indicates whether to the 5GMSd AS shall use Pull or Push for ingesting the content.

		protocol
	URI String
	1..1
	A fully-qualified term identifier allocated in the name space urn:3gpp:5gms:content-protocol that identifies the content ingest protocol.
The set of supported protocols is defined in clause 8.

		entryPoint
	String
	1..1
	An entry point to ingest the content. The semantics of the entry point are dependent on the selected ingest protocol.
In the case of Push ingest (pull flag is set to False), this parameter is returned by the 5GMSd AF to the 5GMSd Application Provider and indicates the entry point for pushing the content.
In case of Pull (pull flag is set to True), the entryPoint shall be provided to the 5GMSd AF to indicate the location from which content is to be pulled. In this case, the entryPoint shall be used as the base URL. A request received by the 5GMSd AS is mapped to a URL using the provided base URL to fetch the content from the origin server.

	DistributionConfigurations
	Array(Object)
	1..1
	Specifies the distribution method and configuration for the ingested content.
More than one distribution may be configured for the ingested content, e.g. to offer different distribution configurations such as DASH and HLS.

		contentPreparationTemplateId
	String
	0..1
	Indicates that content preparation prior to distribution is requested by the 5GMSd Application Provider. It identifies the Content Preparation Template that shall be used as defined in clause 7.4

		canonicalDomainName
	String
	1..1
	All resources of the current distribution shall be accessible through this default FQDN assigned by the 5GMSd AF.

		domainNameAlias
	String
	1..1
	The 5GMSd Application Provider may assign another FQDN through which media resources are additionally accessible at M4d.
This domain name is used by the 5GMSd AS to select an appropriate Server Certificate to present at M4d, and to set appropriate CORS HTTP response headers at M4d.
If this property is present, the 5GMSd Application Provider is responsible for providing in the DNS a CNAME record that resolves domainNameAlias to canonicalDomainName.

		PathRewriteRules
	Array(Object)
	0..1
	An ordered list of rules for rewriting the request URL paths of media resource requests handled by the 5GMSd AS.
If multiple rules match a particular resource's path, only the first matching rule, in order of appearance in this array, shall be applied.

			requestPathPattern
	String
	1..1
	A regular expression [5] against which the path part of each 5GMSd AS request URL, including the leading "/", and up to and including the final "/", shall be compared. (Any leaf path element following the final "/" shall be excluded from this comparison.)
In the case of Pull-based ingest, the M4d download request path is used in the comparison.
In the case of Push-based ingest, the M2d upload request path is used in the comparison.
In either case, if the request path matches this pattern, the path mapping specified in the corresponding mappedPath shall be applied.

			mappedPath
	String
	1..1
	A replacement for the portion of the 5GMSd AS request path that matches requestPathPattern.
In the case of Pull-based ingest, IngestConfiguration.entryPoint is concatenated with the mapped path and any leaf path element from the original M4d download request to form the M2d origin request URL.
In the case of Push-based ingest, canonicalDomainName (and, optionally, domainNameAlias) are concatenated with the mapped path and any leaf path element from the original M2d upload request to form the distribution URL(s) exposed over M4d.

		CachingConfigurations
	Array(Object)
	0..1
	Defines a configuration of the 5GMSd AS cache for a matching subset of media resources ingested in relation to this Content Hosting Configuration.

			urlPatternFilter
	String
	1..1
	A pattern that will be used to match media resource URLs to determine whether a given media resource is eligible for caching by the 5GMSd AS. The format of the pattern shall be a regular expression as specified in [5].

			CachingDirectives
	Object
	1..1
	If a urlPatternFilter applies to a resource, then the provided CachingDirectives shall be applied by the 5GMSd AS at M4d, potentially overwriting any origin caching directives ingested at M2d.

				statusCodeFilters
	Array(Integer)
	0..1
	The set of HTTP origin response status codes to which these CachingDirectives apply. The filter shall be provided as a regular expression as specified in [5].
If the list is empty, the CachingDirectives shall apply to all HTTP origin response status codes at M2d.

				noCache
	Boolean
	1..1
	If set to True, this indicates that the media resources matching the filters shall not be cached by the 5GMSd AS and shall be marked as not to be cached when served by the 5GMSd AS at M4d.

				maxAge
	Integer
	0..1
	The caching time-to-live period that shall be set on ingested media resources matching the filters. This determines the minimum period for which the 5GMSd AS shall cache matching media resources as well as the time-to-live period signalled by the 5GMSd AS at interface M4d when it serves such media resources.
The time-to-live for a given media resource shall be calculated relative to the time it was ingested.

		GeoFencing
	Object
	0..N
	Limit access to the content to the indicated geographic areas.

		locatorType
	URI String
	1..1
	The type of the locators shall be indicated using a fully-qualified term identifier URI from the controlled vocabulary urn:3gpp:5gms:‌locator‑type, as specified in clause 7.6.4.6, or else from a vendor-specific vocabulary.

		locators
	Array(String)
	1..1
	Array of locators from which access to the resources is to be allowed. The format of the locator strings shall be determined by the value of locatorType, as specified in clause 7.6.4.6.

		UrlSignature
	Object
	0..1
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content resource at M4d.

			urlPattern
	String
	1..1
	A pattern that shall be used to match M4d media resource URLs. The 5GMSd AS shall not serve a matching media resource at M4d unless it includes a valid authentication token. The format of the pattern shall be a regular expression as specified in [5].

			tokenName
	String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the authentication token when required to do so.

			passphraseName
	String
	1..1
	The name of the query parameter that is used to refer to the passphrase when constructing the authentication token.
Note that the token is not included in the cleartext part of the M4d URL query component.

			passphrase
	String
	1..1
	The shared secret between the 5GMSd Application Provider and the 5GMSd AS for this DistributionConfiguration.
The passphrase is used in the computation and verification of the M4d authentication token but is never sent in-the-clear over that interface.

			tokenExpiryName
	String
	1..1
	The name of the M4d request query parameter that the Media Player should use to present the token expiry field.

			useIPAddress
	Boolean
	1..1
	If set to True, the IP address of the UE is included in the computation of the authentication token for resources that match urlPattern and access to matching media resources shall be allowed by the 5GMSd AF only when the M4d request is made from a UE with this IP address.

			ipAddressName
	String
	0..1
	The name of the M4d request query parameter that is encoded as part of the authentication token if the useIPAddress flag is set to True.
Note that the IP address is not passed in the cleartext part of the M4d URL query component.

		certificateId
	String
	0..1
	When content is distributed using TLS [16], the X.509 [8] certificate for the origin domain is shared with the 5GMSd AF so that it can be presented by the 5GMSd AS in the TLS handshake at M4d. This attribute indicates the identifier of the certificate to use.



As is shown in this table, the IngestConfiguration defines the input format for the content preparation. Currently, two protocols are supported: HTTP pull-based ingest and DASH-IF push-based (TS 26.512 clause 8.2). In the case of HTTP pull, if a request is received in M4d that can’t be satisfied, an HTTP pull request is made through M2.
5.2.7.2	Open issues in collaboration scenario 1: Content preparation before downlink streaming
Open issue 1: More complex addressing translation
In the current spec, each Content Hosting Configuration may include one or more Distribution Configuration, each one with an optional Content Preparation Template. However, the Content Hosting Configuration is currently allowed to include only one Ingest Configuration. 
The following figure shows an example of the current support of content distribution by TS26.512:
M2d
Content preparation
Manifest
Address translation 
Media Segment Pull
Media Segment Pull
CDN (distribution)
M4d
Manifest

Figure 5.2.7.2-0: Example of media distribution by pull in the current TS26.512

We consider two use-cases:
1. Transcoding one to one video segments from one encoding format to another encoding format:
In this case, the content preparation for every single input segment has a single output segment. When the CDN gets a media segment request, if the content is not already cached, it translates the received URL in M4d  to a corresponding URL in M2d using the rewrite rule in TS26.512. Therefore the corresponding media segment is requested, transcoded, and becomes available at the CDN.
Example:
· Segments:  http://originprovider.com/video/segment246.mp4   =>  http://cdn.com/segment246.mp4
· Address translation:  cdn.com   =>  originprovider.com/video/                                                                                  
2. Transcoding two to one video segments, i.e. changing the duration of the input segment:
In this case, the content preparation takes n and n+1 segments from the input and transcodes them to one output segment with double duration. The goal could be to achieve higher compression efficiency for distribution.
When the CDN gets a media segment request, if the content is not already transcoded and cached, it needs to translate the received URL in M4d into two corresponding URLs for making the input segment requests in M2d. A one to one mapping seems not to be sufficient:
Example:
· Segments:  http://originprovider.com/video/segment246.mp4  and http://originprovider.com/video/segment247.mp4   =>  http://cdn.com/segment123.mp4
· Address translation:  cdn.com/segment123.mp   =>  originprovider.com/video/segment246.mp4 and     originprovider.com/video/segment247.mp4    
It seems the items PathRewriteRules can’t address the above example with its current syntax.                                                                         
