	
SA4-e (AH) MBS SWG post 113-e	S4aI211166
April - May 2021                                                                              revison of S4-210478
	CR-Form-v12.0

	Pseudo CHANGE REQUEST

	

	
	26.804
	CR
	<CR#>
	rev
	-
	Current version:
	0.1.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	[FS_5GMS-EXT] Updated text for Content Preparation

	
	

	Source to WG:
	Tencent

	Source to TSG:
	SA4

	
	

	Work item code:
	FS_5GMS-EXT
	
	Date:
	2021-01-25

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	The study item description identifies the key topic “Content Preparation”.

	
	

	Summary of change:
	Adding more obvious potential open issues.

	
	

	Consequences if not approved:
	Key topic not addressed

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	56 
	

	This CR's revision history:
	



=====  CHANGE  =====
5.2.7	Potential open issues
Editor’s Note: Identify the issues that need to be solved.

5.2.7.2	Open issues in collaboration scenario 1: Content preparation before downlink streaming

Open issue 1: Content Preparation Template information
TS 26.512 only mentions that the format of the Content Preparation Template is identified by its MIME type. At least one format needs to be defined for the instruction in Content Preparation Template for common services such as multi-rate streaming.
Open issue 2: Support of other protocols
The current specification only supports HTTP pull and DASH-IF ingest. Other protocols may need to be added. 	Comment by Richard Bradbury: This doesn’t make sense.
Why would we want to add the two existing ingest protocols as additional ingest protocols?
Open issues in collaboration scenario 2: content preparation after uplink streaming
In addition of the above issues of collaboration scenario 1, the following issues may be considered.
In this case, the content is delivered to the 5GMSu Application Provider through M2u. 
Open issue 3: Egest protocols
TS 26.512 Table 8.1-1 defines the ingest protocols at M2d. But the egest protocols for M2u are not defined. One possibility is use already defined ingest protocols also as possible egest protocols. However it must be investigated whether the current definitions of these protocols are adequate for egest.
Editor’s Note: We recommend addressing this issue in uplink streaming topic of this study.
Open issue 4: Egest Configuration
TS 26.512 Content Hosting Configuration resource defines an Ingest Configuration. It is not clear whether the same resource can be used for Egest configuration and whether the parameters are adequate.
Editor’s Note: We recommend addressing this issue in uplink streaming topic of this study.

Open issues in collaboration scenario 3: content prepraration between uplink and downlink
Since both uplink and downlink is used, the following issues should be considered.
Open issue 5: Signalling the connection between the uplink and downlink
Assuming the previous issues are addressed, then the Content Hosting Configuration resource for uplink and downlink would be separately used in M1u and M1d. The uplink Content Hosting Configuration’s egest configuration should be aligned with the downlink Content Hosting Configuration’s ingest configuration as is shown in the following figure.
The following issues must be addressed:
1.	Is the protocol left to the network operator and only direct connection between two Application Servers signalled?
2.	Is any (optional) standard protocol needed for the connection? If so, which protocols?
3.	Are the current Ingest Configuration’s (and its counterpart for Egest) parameters adequate for setting up the connection between uplink and downlink?
4.	Do the connection configuration and 5GMS Application Server’s addresses need to be hidden from the 5GMS Application Provider?




