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**** First Change ****
4.7.3	Procedures for dynamic policy invocation
This procedure is used by a Media Session Handler to manage Dynamic Policy Instance resources via the M5 interface. A dynamic policy invocation consists of a Policy Template Id, flow description(s), a 5GMS Application Service Configuration Id and potentially other parameters, according to TS 26.501 clause 5.7.
A Policy Template Id identifies the desired Policy Template to be applied to an application flow. A Policy Template includes properties such as specific QoS (e.g. background data) or different charging treatments. The 5GMS AF combines the information from the Policy Template with dynamic information from the Media Session Handler to gather a complete set of parameters to invoke the N33 or N5 API call. The Policy Template may contain for example the AF identifier.
The flow description allows the identification and classification of the media traffic, such as the packet filter sets given in  clause 5.7.6 of [2].
In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic Policy Instance on the 5GMS AF. When the Media Session Handler needs several dynamic policies, it repeats the step as often as needed.
The Media Session Handler creates a new Dynamic Policy Instance by sending an HTTP POST message to the 5GMS AF. The body of the HTTP POST message shall include a Provisioning Session Id, the Policy Template Id and the service data flow descriptiontraffic descriptor. The service data flow descriptiontraffic descriptor identifies the actual application flow(s) to be policed according to the Policy Template. If the operation is successful, the 5GMSd AF creates a new resource URL representing the Dynamic Policy Instance. In this case, the 5GMSd AF shall respond to the Media Session Handler with a 201 Created HTTP response message, including the URL for the newly created Dynamic Policy Instance resource as the value of the Location header field.
When the Dynamic Policy Instance is successfully instantiated, the 5GMS AF triggeres the creation of an according policy in the 5G System. Depending on the selected sdfMethod, the 5GMS AF either fill a flowDescription object or provides an application identifier referring to a Pfd containing the domain name.
NOTE, in the present specifications, it is not defined how an 5GMS AF in an external Data Network provides an application identifier. 

Editor's Note: At minimum, the N5 and N33 API requires the UE IP Address at time of API invocation. The full Flow Description is an optional element, when more fine-grained traffic flow identification is required. It needs to be studied, how to enable usage of other traffic filtering parameters, such as an application id.
The Media Session Handler can modify the parameters of an existing Dynamic Policy Instance resource using either the HTTP PUT or PATCH methods, as appropriate to the desired update. The 5GMS AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF when all information is set.
The Media Session Handler can destroy a Dynamic Policy Instance resource using the HTTP DELETE method. As a result, the 5GMS AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF to remove the associated PCC rule.


**** Next Change ****

[bookmark: _Toc50642296]7.9.1	Overview
The Policy Templates Provisioning API allow a 5GMS Application Provider to configure a set of Policy Templates within the scope of a Provisioning Session that can subsequently be applied to downlink or uplink media streaming sessions belonging to that Application Provider using the Dynamic Policies API specified in clause 11.5. A Policy Template is used to specify the traffic shaping and charging policies to be applied to these media streaming sessions.
A Policy Template, identified by its policyTemplateId, represents a set of PCF/NEF API parameters which defines the service quality and associated charging for the corresponding downlink or uplink media streaming session(s). The Policy Template is configured as part of the provisioning procedures with the 5GMS AF and is then used by the 5GMS AF to request specific QoS and charging policies for that session from the PCF or NEF.
The state of a Policy Template can be:
-	pending: The Policy Template is awaiting validation, potentially because not all required parameters have yet been provided. This is the default state after Policy Template creation.
-	invalid: One or more of the Policy Template's properties failed validation by the 5GMS AF.
-	ready: After successful validation by the 5GMS AF the Policy Template moves into this state.
-	suspended: The 5GMS AF may move a Policy Template into this state under certain conditions defined within the Service Level Agreement.
When the Policy Template is used for QoS Flows, the qoSSpecification object (of type M1QoSSpecification) shall be present:
-	The qosReference value is obtained with the Service Level Agreement. See TS 23.502 for detailed usage.
-	The maxBtrUl and maxBtrDl properties define the maximal bit rate which can be used for QoS Flows. This value is defined by the 5G System.
-	The maxAuthBtrUl and MaxAuthBtrDl properties define the maximal authorized bit rate values which can be requested by a Media Session Handler. Higher bit rate values are not authorized for use by the 5GMS Application Provider.
-	The minPacketLossRateDl and minPacketLossRateUl properties define the minimal authorized packet loss rate, which can be requested by a Media Session Handler.
When the Policy Template is used for differential changing the chargingSpecification property shall be present.
The ApplicationSessionContext Object is a mandatory object, which contains at least the aspId property.
-	The aspId identifies the API invoker.
-	The dnn property contains the Data Network Name of the data network, in which the 5GMS AF is hosted.
-	When Network Slicing is used, the sliceInfo property contains information about the network slice, which is serving the UE.
-	The afAppId property contains (when present) an application identifier, referencing one or more Packet Flow Descriptions (Pfd). The value of the afAppId property is provided to the PCF with each new Npcf_PolicyAuthorization Service instance. 

**** Next Change ****
[bookmark: _Toc50642299]7.9.3.1	PolicyTemplate resource
The data model for the PolicyTemplate resource is specified in Table 7.9.3‑1 below:
[bookmark: _Hlk55827470]Table 7.9.3-1: Definition of PolicyTemplate resource
	Property
	Type
	Cardinality
	Usage
	Visibility
	Description

	policyTemplateId
	String
	1..1
	C: RO
R: RO
U: RO
	
	Unique identifier of this Policy Template within the scope of the Provisioning Session.

	state
	Enumeration of Strings
	1..1
	C: RO
R: RO
U: RO
	
	A Policy Template may be in the pending, ready, or suspended state.
Only a Policy Template in the ready state may be instantiated as a Dynamic Policy Instance and applied to media streaming sessions.

	apiEndPoint
	String
	1..1
	C: RW
R: RO
U: RW
	MNO Admin
	The API endpoint that should be invoked when activating a Dynamic Policy Instance based on this Policy Template.

	apiType
	Enumeration of Strings
	1..1
	C: RW
R: RO
U: RW
	MNO Admin
	N5: Npcf Policy Authorization Service.
N33: AsSessionWithQoS or CHargableParty.

	externalReference
	String
	1..1
	C: RW
R: RO
U: RW
	
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the media streaming session.

	qoSSpecification
	M1QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	
	Specifies the network quality of service to be applied to media streaming sessions at this Policy Template.

	ApplicationSession‌Context
	Object
	1..1
	
	
	Specifies information about the application session context to which this Policy Template can be applied.

		afAppId
	AfAppId
	0..1
	
	Read-Only
	As defined in clause 5.6.2.3 of TS 29.514 [34].

		sliceInfo
	Snssai
	0..1
	
	
	

		dnn
	Dnn
	0..1
	
	
	

		aspId
	AspId
	0..1
	
	
	

	chargingSpecification
	ChargingSpecification
	0..1
	
	
	Provides information about the charging policy to be used for this Policy Template.



**** Next Change ****
[bookmark: _Toc50642327]11.5.1	Overview
The Dynamic Policies API allows the Media Session Handler to request a specific policy and charging treatment to be applied to a particular application data flow by invoking RESTful operations on the 5GMSd AF at interface M5d. The API defines a set of data models, resources and the related procedures for the creation and management of the dynamic policy request. 
<add some text, around dynamic PFD creation>

**** Next Change, editorial ****
[bookmark: _Toc50642246]6.4.3.3	M5QoSSpecification type
Table 6.4.3.2-1: Definition of type ServiceDataFlowDescriptionM5QoSSpecification
	Property name
	Data type
	Cardinality
	Usage
	Description

	marBwDlBitRate
	BitRate
	1..1
	
	Maximum requested bit rate for the Downlink.

	marBwUlBitRate
	BitRate
	1..1
	
	Maximum requested bit rate for the Uplink.

	minDesBwDlBitRate
	BitRate
	0..1
	
	Minimum desired bit rate for the Downlink.

	minDesBwUlBitRate
	BitRate
	0..1
	
	Minimum desired bit rate for the Uplink.

	mirBwDlBitRate
	BitRate
	1..1
	
	Minimum requested bit rate for the Downlink.

	mirBwUlBitRate
	BitRate
	1..1
	
	Minimum requested bandwidth for the Uplink.

	desLatency
	Integer
	0..1
	
	Desire Latency.

	desLoss
	Integer
	0..1
	
	Desired Loss Rate.


6.4.3.4		M1QoSSpecification type
Table 6.4.3.2-1: Definition of type ServiceDataFlowDescriptionM1QoSSpecification
	Property name
	Data type
	Cardinality
	Usage
	Description

	qosReference
	String
	0..1
	
	As defined in clause 5.6.2.7 of TS 29.514 [34].

	maxBtrUl
	BitRate
	0..1
	RO
	Maximum Bitrate Uplink.

	maxBtrDl
	BitRate
	0..1
	RO
	Maximum Bitrate Downlink.

	maxAuthBtrUl
	BitRate
	0..1
	RW
	Maximum Authorized Bitrate Uplink by 5GMS Application Provider.

	maxAuthBtrDl
	BitRate
	0..1
	RW
	Maximum Authorized Bitrate Downlink by 5GMS Application Provider.

	defPacketLossRateDl
	Integer
	0..1
	
	Default packet loss rate for Downlink.

	defPacketLossRateUl
	Integer
	0..1
	
	Default packet loss rate for Uplink.




**** Last Change ****
