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Abstract of the contribution: This pCR adds STIR/SHAKEN related LI reporting to illustrate xIRIs generated from the IRI-POIs of IMS LI and STIR/SHAKEN LI for terminating network basic sessions when signing is not required for intra-network sessions.

BACKGROUND
[bookmark: _Hlk108028093]This pCR illustrates the STIR/SHAKEN related LI reporting of basic scenarios in terminating network when signing is not required for intra-network sessions. 
The clause numbers are adjusted according to the recommendations of split TR 33.929 (i.e. TR 33.929-2).
PROPOSAL
Incorporate the following to the TR 33.929-2.
 *** The following (only clause headings are shown here) are in the TR 33.929-2 and other pCRs ***
4 	STIR/SHAKEN related LI reporting 
4.1	General
Text in TR 33.929-2.v001.
4.2	Background 
Text in TR 33.929-2.v001.	
4.3	IMS LI and STIR/SHAKEN LI
Text in TR 33.929-2.v001.
4.4	LI reporting details
4.4.1	General 
4.4.2	General concept Overview
4.4.3	General principles of LI reporting 
4.4.4	Signing required for intra-network IMS sessions 
4.4.5	Signing is not required for intra-network IMS sessions
4.4.5.1	General 
4.4.5.2	Intra-network IMS sessions (basic scenarios)
4.4.5.3	Inter-network IMS sessions (redirecting scenarios)
4.4.5.4	Inter-network IMS sessions (originating network, basic scenarios)
4.4.5.5	Inter-network IMS sessions (originating network, redirecting scenarios)
4.4.5.6	Inter-network IMS sessions (originating network, redirecting scenarios with RCD)
*** End of clause headings from TR 33.929-2 and other pCRs***
*** NEW Text ****
4.4.5.7	Inter-network IMS sessions (terminating network, basic scenarios)
4.4.5.7.1	General
The subsequent sub-clauses illustrate the STIR/SHAKEN related LI reporting along with the IMS LI for inter-network IMS sessions for the terminating network when signing is not required for intra-network IMS sessions.
The calling party's identity is signed and included in the "shaken" PASSporT with calling party's identity in the origination claim and the called party's identity in the destination claim. The terminating network that receives the "shaken" and one or more "div" PASSporTs (if redirection had happened in the originating network) would validate the received PASSporT (s) before offering the call to the terminating party.
When the CSP choice is IBCF, the ingress IBCF in the terminating network interacts with the Verification AS to validate the received PASSporTs.
When the CSP choice is the Telephony AS, the Telephony AS of the first party in terminating network interacts with the Verification AS to validate the received PASSporTs.
The IMS NFs that provide the LI functions for the STIR/SHAKEN related reporting depends on the call scenario and the CSP choice.


4.4.5.7.2	Scenario 1: Party A calls Party B (target, in the terminating network) 
4.4.5.7.2.1	The scenario
In this scenario, Party A calls Party B. Party A is in the originating network and Party B is in the terminating network. Party B is the target.


Figure 4.4.5.7.2.1-1: Party A calls Party B (target, the terminating network)

The subsequent sub-clauses illustrate the LI aspects for this scenario for the CSP choice used in selecting the IMS NF that interacts with the Verification AS (IBCF Vs Telephony AS).
All the illustrations assume the default option (see TS 33.127 [3]) for IMS LI.
4.4.5.7.2.2	CSP choice is IBCF
In the illustrations, the S-CSCF (of B) provides the IMS-LI for target (Party B).
The ingress IBCF interacts with the Verification AS to validate the received PASSporT (s).

Figure 4.4.5.7.2.2-1: The LI aspects of scenario 1 (IBCF)
For target (Party B)
The IRI-POI present in the S-CSCF (of B) generates and delivers the xIRIIMSMessage to the MDF2 and the MDF2 forwards it as an IRI message IMSMessage to the LEMF.
The ingress IBCF interacts with the Verification AS to validate the received "shaken" PASSporT, and the IRI-POI present in the same ingress IBCF generates and delivers the xIRISTIRSHAKENSignatureValidation record to the MDF2. The MDF2 forwards it as an IRI message STIRSHAKENSignatureValidation to the LEMF.
The IRI-POI present in the S-CSCF (of B) uses Request URI or the To headers (pointing Party B) of the incoming SIP INVITE to perform a target match.
The IRI-POI present in the ingress IBCF uses the Request URI or the To headers (pointing Party B) of the incoming SIP INVITE to perform a target match.
4.4.5.7.2.3	CSP choice is Telephony AS
In the illustrations, the S-CSCF (of B) provides the IMS-LI for target (Party B).
The Telephony AS (of B) interacts with the Verification AS to validate the received PASSporT (s).

Figure 4.4.5.7.2.3-1: The LI aspects of scenario 1 (Telephony AS) 
For target (Party B)
The IRI-POI present in the S-CSCF (of B) generates and delivers the xIRIIMSMessage to the MDF2 and the MDF2 forwards it as an IRI message IMSMessage to the LEMF.
The Telephony AS (of B) interacts with the Verification AS to validate the received "shaken" PASSporT, and the IRI-POI present in the same Telephony AS generates and delivers the xIRISTIRSHAKENSignatureValidation record to the MDF2. The MDF2 forwards it as an IRI message STIRSHAKENSignatureValidation to the LEMF.
The IRI-POI present in the S-CSCF (of B) uses Request URI or the To headers (pointing Party B) of the incoming SIP INVITE to perform a target match.
The IRI-POI present in the Telephony AS (of B) uses the Request URI or the To headers (pointing Party B) of the incoming SIP INVITE to perform a target match.
4.4.5.7.3	Scenario 2: Party A (target non-local ID) calls Party B
4.4.5.7.3.1	The scenario
In this scenario, Party A calls Party B. Party A is in the originating network and Party B is in the terminating network. Party A is the target non-local ID in the terminating network.


Figure 4.4.5.7.3.1-1: Party A (target non-local ID) calls Party B

The subsequent sub-clauses illustrate the LI aspects for this scenario for the CSP choice used in selecting the IMS NF that interacts with the Verification AS (IBCF Vs Telephony AS).
All the illustrations assume the default option (see TS 33.127 [3]) for IMS LI.
4.4.5.7.3.2	CSP choice is IBCF
In the illustrations, the ingress IBCF provides the IMS-LI for target non-local ID (Party A). 
The ingress IBCF interacts with the Verification AS to validate the received PASSporT (s).

Figure 4.4.5.7.3.2-1: The LI aspects of scenario 2 (IBCF)
For target non-local ID (Party A)
The IRI-POI present in the ingress IBCF generates and delivers the xIRIIMSMessage to the MDF2 and the MDF2 forwards it as an IRI message IMSMessage to the LEMF.
The ingress IBCF interacts with the Verification AS to validate the received "shaken" PASSporT, and the IRI-POI present in the same ingress IBCF generates and delivers the xIRISTIRSHAKENSignatureValidation record to the MDF2. The MDF2 forwards it as an IRI message STIRSHAKENSignatureValidation to the LEMF.
The IRI-POI present in the ingress IBCF uses P-Asserted ID or the From headers (pointing Party A) of the incoming SIP INVITE to perform a target match.
4.4.5.7.3.3	CSP choice is Telephony AS 
In the illustrations, the ingress IBCF provides the IMS-LI for target non-local ID (Party A).
The Telephony AS (of B) interacts with the Verification AS to validate the received PASSporT (s).

Figure 4.4.5.7.3.3-1: The LI aspects of scenario 2 (Telephony AS) 
For target non-local ID (Party A)
The IRI-POI present in the ingress IBCF generates and delivers the xIRIIMSMessage to the MDF2 and the MDF2 forwards it as an IRI message IMSMessage to the LEMF.
The Telephony AS (of B) interacts with the Verification AS to validate the received "shaken" PASSporT, and the IRI-POI present in the same Telephony AS generates and delivers the xIRISTIRSHAKENSignatureValidation record to the MDF2. The MDF2 forwards it as an IRI message STIRSHAKENSignatureValidation to the LEMF.
The IRI-POI present in the ingress IBCF uses P-Asserted ID or the From headers (pointing Party A) of the incoming SIP INVITE to perform a target match.
The IRI-POI present in the Telephony AS (of B) uses P-Asserted ID or the From headers (pointing Party A) of the incoming SIP INVITE to perform a target match.
*** End of NEW Text ****
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