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[bookmark: _Toc113732261]**** START OF FIRST CHANGE (MAIN DOCUMENT) ***
[bookmark: _Toc122334848]7.13.3.4	RCS Session establishmentreporting
7.13.3.4.1	General
The IRI-POI present in the RCS Server shall generate an xIRIs containing an RCSSessionEstablishment record when the IRI-POI in the RCS Server detects that a SIP session has been established for a large message mode standalone message delivery, a 1-to-1 chat session or a group chat session.
Accordingly, the IRI-POI in the RCS Server shall generate the RCSSessionEstablishment xIRI when it detects the following events:
-	The RCS Server receives a SIP 200 OK from the target in response to a SIP INVITE sent to the target with a service feature tag among the feature tags listed in GSMA RCC.07 [78] clause 2.4.4.1 table 3 in the SIP "Contact" header.
-	The RCS Server returns a SIP 200 OK to the target in response to a SIP INVITE received from the target with a service feature tag  among the feature tags listed in GSMA RCC.07 [78] clause 2.4.4.1 table 3 in the SIP "Contact" header.
to report the establishment, modification and release of RCS Sessions. There are multiple types of RCS Sessions that shall be reported.
-	Standalone SIP Sessions.
-	Large Message Mode CPM Standalone Messages (see clause 7.13.3.4.2).
-	CPM Sessions which can be broken down into:
-	1-to-1 Chat sessions (see clause 7.13.3.4.3).
-	Group Chat sessions (see clause 7.13.3.X).
When reporting sessions established to transfer a Large Message Mode RCS Standalone Message, the rCSSessionType parameter shall be set to "LargeMessageStandalone".
When reporting a CPM 1-to-1 Session, the rCSSessionType parameter shall be set to "1to1Chat".
7.13.3.4.2	Session Establishment
7.13.3.4.2.1	RCSSessionEstablishment record
The IRI-POI in the RCS Server shall generate an RCSSessionEstablishment record when the IRI-POI in the RCS Server detects any of the following:
-	a SIP session has been established to transfer a Large Message Mode CPM Standalone message to or from a target (see clause 7.13.3.4.2.2).
-	a CPM 1-to-1 Chat Session has been established for the target's communications (see clause 7.13.3.4.2.3).
Table 7.13.3.4.2-1: Payload for RCSSessionEstablishment record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	originatingIdentity
	SEQUENCE OF RCSIdentity
	1..MAX
	Shall identify the originating party.
	M

	destinationIdentities
	SEQUENCE OF RCSDestinations
	1..MAX
	Shall identify the destination(s) of the SIP Invite.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the SIP INVITE request.
	M

	inReplyToContributionID
	RCSContributionID
	0..1
	InReplyTo-Contribution-ID identifying the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the InReplyTo-Contribution-ID header field is present for the message being reported.
	C

	sessionReplaces
	RCSContributionID
	0..1
	The Contribution-ID present in the Session-Replaces header of the SIP INVITE identifying the Contribution-ID of the CPM 1-to-1 Chat Session that is being replaced to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the Session-Replaces header field is present for the message being reported.
	C

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCS Session.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continues through the server or is terminated at the server.
	M

	sIPSessionsToBeAdded
	SEQUENCE OF RCSSIPSessionExchange
	0..1
	The SIP messages for the local and remote legs of the session. Shall be present for each of the individual SIP session legs for which an INVITE was sent or received.
	M

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



7.13.3.4.2.2	Large Message Mode CPM Standalone Session
The IRI-POI in the RCS Server shall generate the RCSSessionEstablishment xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP INVITE sent to or from the target with a service feature tag among the feature tags listed in OMA-TS-CPM_Conv_Function [ReCPM] Table 7 indicating the Large Message Mode CPM Standalone Message or the Deferred CPM Message features for which a SIP session was not already established.
7.13.3.4.2.3	CPM 1-to-1 Chat Session Establishment
The IRI-POI in the RCS Server shall generate the RCSSessionEstablishment xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP INVITE sent to or from the target with a service feature tag among the feature tags listed in OMA-TS-CPM_Conv_Function [ReCPM] Table 7 indicating the CPM Session feature for which there is not an existing CPM Session.
7.13.3.4.3	Session Modification
7.13.3.4.3.1	RCSSessionModification record
The IRI-POI in the RCS Server shall generate an RCSSessionModification record when the IRI-POI in the RCS Server detects any of the following:
-	a previously established SIP session for the transfer of a Large Message Mode CPM Standalone message to or from a target has been modified (see clause 7.13.3.4.3.2).
-	a CPM 1-to-1 Chat Session established for the target's communications has been modified (see clause 7.13.3.4.3.3).
Table 7.13.3.4.3-1: Payload for RCSSessionModification record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	originatingIdentity
	SEQUENCE OF RCSIdentity
	1..MAX
	Shall identify the originating party.
	M

	destinationIdentities
	SEQUENCE OF RCSDestinations
	1..MAX
	Shall identify the destination(s) of the SIP Invite.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the original SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the original SIP INVITE request.
	M

	inReplyToContributionID
	RCSContributionID
	0..1
	InReplyTo-Contribution-ID identifying the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the InReplyTo-Contribution-ID header field is present for the message being reported.
	C

	sessionReplaces
	RCSContributionID
	0..1
	The Contribution-ID present in the Session-Replaces header of the SIP INVITE identifying the Contribution-ID of the CPM 1-to-1 Chat Session that is being replaced to (see OMA-TS-CPM_Conversation_Function [109] clause 5.3). Shall be included if the Session-Replaces header field is present for the message being reported.
	C

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCSSession.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continues through the server or is terminated at the server.
	M

	sIPSessionsToBeAdded
	SEQUENCE OF RCSSIPSessionExchange
	0..MAX
	The SIP messages for the local and remote legs of the session. Shall be present for each of the individual SIP session legs for which an INVITE was sent or received.
	C

	sIPSessionsToBeRemoved
	SEQUENCE OF RCSSIPSessionExchange
	0..MAX
	The SIP messages for the local and remote legs of the session. Shall be present for each of the individual SIP session legs for which a BYE was sent or received.
	C

	sIPSessionsToRemain
	SEQUENCE OF RCSSIPSessionInfo
	0..MAX
	Contains the information needed to identify any SIP sessions that remain unmodified. Shall be present if there are any SIP sessions within the CPM Session that remain unmodified.
	C

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



7.13.3.4.3.2	CPM Standalone Message Session Modification
The IRI-POI in the RCS Server shall generate the RCSSessionModification xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP INVITE sent to or from the target with a service feature tag among the feature tags listed in OMA-TS-CPM_Conv_Function [ReCPM] Table 7 indicating the Large Message Mode CPM Standalone Message or the Deferred CPM Message features for a SIP session that was already established.
7.13.3.4.3.3	CPM 1-to-1 Chat Session Modification
The IRI-POI in the RCS Server shall generate the RCSSessionModification xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP INVITE sent to or from the target with a service feature tag among the feature tags listed in OMA-TS-CPM_Conv_Function [ReCPM] Table 7 indicating the CPM Session feature for which there is an existing CPM Session.
-	The RCS Server returns a SIP 200 OK in response to a SIP BYE sent to or from the target for a SIP session for which there is an existing CPM Session.
7.13.3.4.4	Session Release
7.13.3.4.4.1	RCSSessionRelease Record
The IRI-POI in the RCS Server shall generate an RCSSessionRelease record when the IRI-POI in the RCS Server detects any of the following:
-	a SIP session for the transfer of a Large Message Mode CPM Standalone message to or from a target has been released (see clause 7.13.3.4.4.2).
-	a CPM 1-to-1 Chat Session established for the target's communications has been released (see clause 7.13.3.4.4.3).
Table 7.13.3.4.4-1: Payload for RCSSessionModification record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	originatingIdentity
	SEQUENCE OF RCSIdentity
	1..MAX
	Shall identify the originating party.
	M

	destinationIdentities
	SEQUENCE OF RCSDestinations
	1..MAX
	Shall identify the destination(s) of the SIP BYE.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the original SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the original SIP INVITE request.
	M

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCSSession.
	M

	sessionDirection
	Direction
	1
	Shall be provided to identify the direction of the session relative to the target: "toTarget" or "fromTarget".
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continued through the server or is terminated at the server.
	M

	sIPSessionsToBeRemoved
	SEQUENCE OF RCSSIPSessionExchange
	1..MAX
	The SIP messages for the local and remote legs of the session. Shall be present for each of the individual SIP session legs for which a BYE was sent or received.
	M

	location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information is authorized and available.
	C



7.13.3.4.4.2	CPM Standalone Message Session Release
The IRI-POI in the RCS Server shall generate the RCSSessionRelease xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP BYE sent to or from the target for a SIP session established to transfer a Large Message Mode CPM Standalone Message.
7.13.3.4.4.3	CPM 1-to-1 Chat Session Release
The IRI-POI in the RCS Server shall generate the RCSSessionRelease xIRI when it detects the following events:
-	The RCS Server returns a SIP 200 OK in response to a SIP BYE sent to or from the target for the last active SIP session of a CPM Session.
7.13.3.4.5	RCS Session Parameters
7.13.3.4.5.1	Type: RCSSessionType
The RCSSessionType shall be set to indicate the type of RCS Session being reported. 
Table 7.13.3.4.5.1-1: Enumeration for RCSSessionType parameter
	Enumeration
	Description

	largeMessageStandalone
	Shall be selected if the session being reported is related to a Large Message Mode CPM Standalone Message.

	oneTo1Chat
	Shall be selected if the session being reported is a one-to-one chat session (see GSMA RCC.07 [78] clause 3.2.3).



7.13.3.4.5.2	Type: RCSSessionEndpoints
The RCSSessionEndpoints shall be set to indicate whether the RCS Session is currently established between the server and the remote endpoint, between the server and the local client or from the remote endpoint to the local client. 
Table 7.13.3.4.5.2-1: Enumeration for RCSSessionEndpoints parameter
	Enumeration
	Description

	remoteOnly
	Shall be selected if the session has been established only between the RCS Server and the remote endpoint.

	localOnly
	Shall be selected if the session has been established only between the RCS Server and the local client.

	localAndRemote
	Shall be selected if the session has been established between the local RCS Client and a remote endpoint. 



7.13.3.4.5.3	Type: RCSSIPSessionExchange
Table 7.13.3.4.5.3-1: Payload for RCSSIPSessionExchange parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	sessionLeg
	RCSSessionLeg
	1
	Identifies the leg of the RCS session.
	M

	sIPRequest
	IMSPayload
	1
	Contains the request sent or received.
	M

	sIPResponse
	IMSPayload
	1
	Contains the response received or sent.
	M


7.13.3.4.5.4	Type: RCSSessionLeg
The RCSSessionLeg shall be set to indicate whether the SIP Session Exchange is between the server and a remote endpoint or between the server and the local client.
Table 7.13.3.4.5.4-1: Enumeration for RCSSessionLeg parameter
	Enumeration
	Description

	remoteLeg
	Shall be selected if the exchange took place between the server and a remote endpoint.

	localLeg
	Shall be selected if the exchange took place between the server and the local client.



7.13.3.4.5.5	Type: RCSSIPSessionInfo
Table 7.13.3.4.5.5-1: Payload for RCSSIPSessionInfo parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	toHeader
	UTF8String
	1
	Contains the value of the To Header from the last invite for the SIP session being reported.
	M

	fromHeader
	UTF8String
	1
	Contains the value of the From Header from the last invite for the SIP session being reported.
	M

	callID
	UTF8String
	1
	Contains the value of the CallID Header from the last invite for the SIP session being reported.
	M



7.13.3.X	RCSStartOfInterceptionWithAlreadyRegisteredUE record
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSStartOfInterceptionWithAlreadyRegisteredUE record when the IRI-POI present in the RCS Server detects that interception is activated on a target UE that has already been registered in the RCS domain. Therefore, the IRI-POI present in the RCS server shall generate the xIRI RCSStartOfInterceptionWithAlreadyRegisteredUE record when it detects that a new interception for a UE is activated (i.e., provisioned by the LIPF) and the IMS Registration State of the target UE is "REGISTERED". 
Table 7.13.3.X-Ta1: Payload for RCSStartOfInterceptionWithAlreadyRegisteredUE record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	rCSRegistrationRequest
	IMSPayload
	1
	SIP REGISTER request related to target IMS Registration.
	M

	rCSRegistrationResponse
	IMSPayload
	1
	SIP REGISTER response related to target IMS Registration.
	M

	Location
	Location
	0..1
	Shall include the target’s location when reporting of the target’s location information if authorized and available.
	C



**** START OF NEXT CHANGE (MAIN DOCUMENT) ***
7.13.4	Generation of IRI over LI_HI2
When an xIRI is received over LI_X2 from the IRI-POI in the RCS server, the MDF2 shall send the IRI message over LI_HI2 without undue delay. The IRI message shall contain a copy of the relevant record received from LI_X2. The record may be enriched by other information available at the MDF (e.g., additional location information).
The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time at which the RCS server event was observed (i.e., the timestamp field of the xIRI).
Tables 7.13.4-1 shows the IRI type (see ETSI TS 102 232-1 [9] clause 5.2.10) to be used for each record type.
Table 7.13.4-1: IRI type for messages
	Record type
	IRI Type

	RCSRegistration
	REPORT

	RCSDeregistration
	REPORT

	RCSCapabilityDiscovery
	REPORT

	RCSStartOfInterceptionWithAlreadyRegisteredUE
	REPORT

	RCSMessage
	REPORT

	RCSSessionEstablishment
	REPORT

	RCSSessionModification
	REPORT

	RCSSessionRelease
	REPORT


**** END OF ALL CHANGES (MAIN DOCUMENT) ***
**** START OF FIRST CHANGE (ATTACHMENTS) ***
---a/33128/r18/TS33128Payloads.asn
+++b/33128/r18/TS33128Payloads.asn
@@ -238,7 +238,11 @@ XIRIEvent ::= CHOICE
238	238	    -- RCS events, see clause 7.13.3
239	239	    rCSRegistration                                     [140] RCSRegistration,
240	240	    rCSMessage                                          [141] RCSMessage,
241	-	    rcsCapabilityDiscovery                              [142] RCSCapabilityDiscovery
-	241	    rCSCapabilityDiscovery                              [142] RCSCapabilityDiscovery,
-	242	    rCSSessionEstablishment                             [143] RCSSessionEstablishment,
-	243	    rCSSessionModification                              [144] RCSSessionModification,
-	244	    rCSSessionRelease                                   [145] RCSSessionRelease,
-	245	    rCSStartOfInterceptionWithAlreadyRegisteredUE       [146] RCSStartOfInterceptionWithAlreadyRegisteredUE
242	246	}
243	247	
244	248	-- ==============
@@ -469,7 +473,11 @@ IRIEvent ::= CHOICE
469	473	    -- RCS events, see clause 7.13.3
470	474	    rCSRegistration                                     [140] RCSRegistration,
471	475	    rCSMessage                                          [141] RCSMessage,
472	-	    rcsCapabilityDiscovery                              [142] RCSCapabilityDiscovery
-	476	    rCSCapabilityDiscovery                              [142] RCSCapabilityDiscovery,
-	477	    rCSSessionEstablishment                             [143] RCSSessionEstablishment,
-	478	    rCSSessionModification                              [144] RCSSessionModification,
-	479	    rCSSessionRelease                                   [145] RCSSessionRelease,
-	480	    rCSStartOfInterceptionWithAlreadyRegisteredUE       [146] RCSStartOfInterceptionWithAlreadyRegisteredUE
473	481	}
474	482	
475	483	IRITargetIdentifier ::= SEQUENCE
@@ -4162,6 +4170,57 @@ RCSMessage ::= SEQUENCE
4162	4170	    messagePayload          [12] RCSPayload
4163	4171	}
4164	4172	
-	4173	-- See clause 7.13.3.4.2 for details of this structure
-	4174	RCSSessionEstablishment ::= SEQUENCE
-	4175	{
-	4176	    rCSTargetIdentities     [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4177	    originatingIdentity     [2] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4178	    destinationIdentities   [3] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4179	    conversationID          [4] RCSConversationID,
-	4180	    contributionID          [5] RCSContributionID,
-	4181	    inReplyToContributionID [6] RCSContributionID OPTIONAL,
-	4182	    sessionReplaces         [7] RCSContributionID OPTIONAL,
-	4183	    rCSSessionType          [8] RCSSessionType,
-	4184	    sessionDirection        [9] Direction,
-	4185	    sessionEndpoints        [10] RCSSessionEndpoints,
-	4186	    sIPSesssionsToBeAdded   [11] SEQUENCE OF RCSSIPSessionExchange,
-	4187	    location                [12] Location
-	4188	}
-	4189	
-	4190	-- See clause 7.13.3.4.3 for details of this structure
-	4191	RCSSessionModification ::= SEQUENCE
-	4192	{
-	4193	    rCSTargetIdentities     [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4194	    originatingIdentity     [2] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4195	    destinationIdentities   [3] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4196	    conversationID          [4] RCSConversationID,
-	4197	    contributionID          [5] RCSContributionID,
-	4198	    inReplyToContributionID [6] RCSContributionID OPTIONAL,
-	4199	    sessionReplaces         [7] RCSContributionID OPTIONAL,
-	4200	    rCSSessionType          [8] RCSSessionType,
-	4201	    sessionDirection        [9] Direction,
-	4202	    sessionEndpoints        [10] RCSSessionEndpoints,
-	4203	    sIPSesssionsToBeAdded   [11] SEQUENCE OF RCSSIPSessionExchange OPTIONAL,
-	4204	    sIPSessionsToBeRemoved  [12] SEQUENCE OF RCSSIPSessionExchange OPTIONAL,
-	4205	    sIPSessionsToRemain     [13] SEQUENCE OF RCSSIPSessionInfo OPTIONAL,
-	4206	    location                [14] Location
-	4207	}
-	4208	
-	4209	-- See clause 7.13.3.4.4 for details of this structure
-	4210	RCSSessionRelease ::= SEQUENCE
-	4211	{
-	4212	    rCSTargetIdentities     [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4213	    originatingIdentity     [2] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4214	    destinationIdentities   [3] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4215	    conversationID          [4] RCSConversationID,
-	4216	    contributionID          [5] RCSContributionID,
-	4217	    rCSSessionType          [6] RCSSessionType,
-	4218	    sessionDirection        [7] Direction,
-	4219	    sessionEndpoints        [8] RCSSessionEndpoints,
-	4220	    sIPSessionsToBeRemoved  [9] SEQUENCE OF RCSSIPSessionExchange,
-	4221	    location                [10] Location
-	4222	}
-	4223	
4165	4224	-- See clause 7.13.3.5 for details of this structure
4166	4225	RCSCapabilityDiscovery ::= SEQUENCE
4167	4226	{
@@ -4172,6 +4231,15 @@ RCSCapabilityDiscovery ::= SEQUENCE
4172	4231	    location                      [5] Location OPTIONAL
4173	4232	}
4174	4233	
-	4234	-- See clause 7.13.3.X for details of this structure
-	4235	RCSStartOfInterceptionWithAlreadyRegisteredUE ::= SEQUENCE
-	4236	{
-	4237	    rCSTargetIdentities     [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
-	4238	    rCSRegistrationRequest  [2] IMSPayload,
-	4239	    rCSRegistrationResponse [3] IMSPayload,
-	4240	    location                [4] Location
-	4241	}
-	4242	
4175	4243	-- ==============
4176	4244	-- RCS Parameters
4177	4245	-- ==============
@@ -4188,8 +4256,6 @@ RCSDestination ::= SEQUENCE SIZE (1..MAX) OF RCSIdentity
4188	4256	
4189	4257	RCSGroupChatSessionID ::= SIPURI
4190	4258	
4191	-	RCSServerURI ::= UTF8String
4192	-	
4193	4259	RCSIdentity ::= CHOICE
4194	4260	{
4195	4261	    fiveGSIdentities [1] FiveGSSubscriberIDs,
@@ -4213,6 +4279,41 @@ RCSRegistrationType ::= ENUMERATED
4213	4279	    networkDeregistration(4)
4214	4280	}
4215	4281	
-	4282	RCSServerURI ::= UTF8String
-	4283	
-	4284	RCSSessionEndpoints ::= ENUMERATED
-	4285	{
-	4286	    remoteOnly(1),
-	4287	    locatlOnly(2),
-	4288	    localAndRemote(3)
-	4289	}
-	4290	
-	4291	RCSSessionLeg ::= ENUMERATED
-	4292	{
-	4293	    remoteLeg(1),
-	4294	    localLeg(2)
-	4295	}
-	4296	
-	4297	RCSSessionType ::= ENUMERATED
-	4298	{
-	4299	    largeMessageStandalone(1),
-	4300	    oneTo1Chat
-	4301	}
-	4302	
-	4303	RCSSIPSessionExchange ::= SEQUENCE
-	4304	{
-	4305	    sessionLeg  [1] RCSSessionLeg,
-	4306	    sIPRequest  [2] IMSPayload,
-	4307	    sIPResponse [3] IMSPayload
-	4308	}
-	4309	
-	4310	RCSSIPSessionInfo ::= SEQUENCE
-	4311	{
-	4312	    toHeader   [1] UTF8String,
-	4313	    fromHeader [2] UTF8String,
-	4314	    callID     [3] UTF8String
-	4315	}
-	4316	
4216	4317	-- =================
4217	4318	-- EES definitions
4218	4319	-- =================
**** END OF ALL CHANGES (MAIN DOCUMENT) ***



