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Abstract of the contribution: This paper discusses a few points that may have to be considered while developing the LI_X1 (management) related details.   
BACKGROUND
ETSI TS 103 221-1 references
· 
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· Figure 2: X1 reference model

Only one ADMF shall make changes by X1 to a given NE. This is called the ADMF which is "responsible" for that NE.

Some deployments may involve multiple ADMFs for redundancy or other purposes; where multiple ADMFs are required, the NE shall be implemented such that it presents itself as a separate NE to each ADMF.
The above text can be interpreted to mean the following:
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Figure 3 shows another possible deployment model for X1, where the X1 protocol is used to trigger interception by one in a second network function. In this deployment model, the "Triggering Function" takes on the role of the ADMF in the previous deployment model, while the "Triggered Function" takes on the role of the NE.
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Figure 3: X1 deployment model for Triggering Functions

If this deployment model is used, then in the following clauses references to the ADMF should be interpreted as applying to the Triggering Function, while references to the NE should be interpreted as references to the Triggered Function.

3GPP TS 33.127 references
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The following diagram is not in TS 33.127 but the inference is there. 
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DISCUSSION
#1

Only one ADMF shall make changes by X1 to a given NE. This is called the ADMF which is "responsible" for that NE.

Some deployments may involve multiple ADMFs for redundancy or other purposes; where multiple ADMFs are required, the NE shall be implemented such that it presents itself as a separate NE to each ADMF.
Based on the above two requirements, several architecture views presented in TS 33.127 appear to be not aligned to the ETSI TS spec. Because the TS 33.127 have the following inferences:  
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If the LI-X1 (management) is restricted to read-only, perhaps, one could argue that such an arrangement does not really conflict with the ETSI TS 221-1. 

#2
 Should the following be the real LI architecture? 
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#3
How can the LIPF adjudge a fault condition? 

For example:  
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Non-LI fact: 

· One or more SMFs may establish the PDU sessions at the same UPF. 

LI fact: 

· LIPF may use the same XID to the Tasks activated at the IRI-TF and CC-TF. 

· LIPF may use the same XID to the Tasks activated at TFs in different SMFs. 

· CC-TF and IRI-TF may use the same XID for the triggered Tasks activated at the triggered CC-POI and the triggered IRI-POI. 

· A Task at the triggered POI (in UPF) can be activated and deactivated many times during an active Task at the TF in the SMF. 

 Orphaned Task: 

· A Task at the triggered POI may have a Product ID not associated with any active Task (i.e. XID) at the TF. 

· A Task at the triggered POI may have a Product ID which is associated with an active Task (i.e. XID) at the TF. However, from the TF perspective, that Task in the triggered POI is inactive. 

 Questions: 

· Is the plan for the LIPF (ADMF) to have multiple instances of LI_X1 (management) to the POIs of the same UPF?  

· How can LIPF determine that a Task in the triggered POI is orphaned without the help of TF?
SUMMARY
Points to be considered
· Should LI_X1 (management) is a read-only interface? If not, how can it be aligned to the ETSI TS 103 221-1 requirement of only one ADMF can make changes to an NE on an LI_X1 interface?  

· Any requirements added to define the LI-X1 (management) should not be limited to the use-case of SMF/UPF. It should cover other cases depicted in TS 33.127, notably, the IMS case where the CC-POI can be in IMS-AGW, TrGW, IM-MGW, MRFP. 

· The Task ID on LI_T interface is assigned by the TF. The Task ID that the LIPF assigns to a TF Task is provided to the POI in Product ID field by the TF. The POI uses to populate the X2/X3. What Task ID the LIPF should use on LI_X1 (management) to a triggered POI? 

· If it is the TF assigned Task ID, how does the LIPF know about it? 

· If it is the LIPF assigned Task ID, how does the triggered POI know that?

· In principle, a Task ID (example: 10) may be assigned by the LIPF. The TF may use the same Task ID value (=10) to a POI with Product ID value being 10. The protocol does not restrict this. So, if the POI receives the Task ID 10 in a LI_X1 (management), it must know which Task ID the LIPF is referring to. This clarity is a necessity in the related requirement definitions. 
Addendum 1
A possible concept

In the diagram that follows, the following are assumed. 
LIPF in ADMF provisions the TFs in two SMFs for the same target. The TFs trigger the POIs in two UPFs. LIPF uses LI_X1 (Management) with the POIs of UPF. 
· ADMF-ID for LIPF is ADMF-LIPF-1. 
· NE-ID for TF in SMF-1 is NE-TF-1. 

· ADMF-ID for TF in SMF-1 is ADMF-TF-1. 

· NE-ID for POI in UPF-1 is NE-POI-1.

· NE-ID for TF in SMF-2 is NE-TF-2.

· ADMF-ID for TF in SMF-2 is ADMF-TF-2. 

· NE-ID for POI in UPF-2 is NE-POI-2. 

Enhancements that may be needed: 

· TF (as an NE) would include the ADMF-ID that it uses to the POIs to the LIPF. Also, the NE-ID of the POIs that it triggers in the response. 

· For reporting purpose, the URL provisioned into the triggered POIs will point to both the TF and the LIPF. 

· LIPF for the LI_X1 (management) uses the ADMF-ID of the TF (that it received in the response). 

This way the LIPF after interrogating with the TF (as and when necessary) can make changes to the triggered POIs without any conflicts with the ETSI 103 221-1. 
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Figure: LIPF, TFs and the triggered POIs  

Addendum 2 (from Alex Markman)

Brief Analysis of LI_X1 (management) issues.

As the name suggests (we don’t regularly use brackets in the ref. point / interface names), it’s a redacted version of LI_X1, supporting the “management” operations only.

The scope of the “management” was not clearly defined. 

The original idea, though, was to include into the scope just the READ operations to allow detect inconsistencies in the LI elements’ states. Potential corrective actions were supposed to be realized by out-of-scope means. There was/is also a subsequent proposal to include into the scope the DELETE operations, as well, to be used for corrective measures.

Irrespective of the scope of LI_X1(m), there is a need to first clarify how the LI_X1(m) could be used to detect the inconsistencies in the LI elements’ state information.

The X1 protocol allows to query a task state (among querying other things, like the destinations, that we will not discuss here, for brevity). Upon an X1 query, LIPF (as X1 ADMF) would get the task state of a triggered POI (X1 NE), consisting of XID, Target ID, Product ID and other parameters. The consistency of this information cannot be checked by LIPF, as it was provided to the POI by a TF, without notifying LIPF. The way to overcome this, envisioned by the group, is to check the received information against the task information in the TF that has triggered the POI, using the Product ID as the pointer to that TF’s task. 

Problems to solve here:

1) Based on X1 model, each NE is controlled by a single ADMF, so there could be multiple X1 NEs in a POI (or in other words, multiple POIs in an NF), if a POI could be triggered by multiple TFs. The LI_X1(m) request has to be directed to a specific X1 NE. What is considered the “NE” for LI_X1(m) operations? If LIPF directs the queries to specific NEs within an NF, how LIPF knows/learns their NE IDs?

2) Assuming 1) is resolved. 

LIPF doesn’t know which TF has triggered the POI, such information is not available in the X1 NE task state. It can be, e.g., many SMFs triggering a single UPF. How LIPF knows which TF needs to be interrogated?

3) Assuming 1) and 2) are resolved. 

The TF’s task (identified by the Product ID as the task XID) state does not include information about its triggered tasks. What could LIPF use to assess the state consistency? A triggered task could be orphaned even if the there is a task with matching XID at the TF. Only after the warrant withdrawal and the TF task deactivation the orphaned tasks will get detectable.

4)  Assuming 1), 2) and 3) are resolved. 

The state consistency check is supposed to be a part of some audit. The audits are usually non-real time, background processes. It should be expected that the TF and POI states will be obtained by LIPF asynchronously, and potentially apart by a “macro” time, which may vary depending, e.g., on the system load. The states of triggered POIs are dynamic and may change in between the LIPF query to TF and to POI. These race conditions may compromise the LIPF’s ability to make a correct decision on the state consistency.
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