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1. Overall Description:
SA2 thanks SA3LI for their request regarding the transfer of MSISDN and IMEI at inter-PLMN handover in EPC and 5GC. 
SA2 has conducted a preliminary analysis of the situation but requests CT4 to do a more detailed examination of their stage 3 specifications.
From the SA2 analysis (e.g., using the specification extracts in the annex below), SA2 believe that:
a) In EPC and 5GC, the IMEI is already always sent from the source MME/AMF to the target MME/AMF (including inter-RAT cases) during idle mode mobility and handover, and this should include inter-PLMN situations.
b) In EPC the MSISDN is not sent at idle mode mobility or handover between MMEs, nor at inter-RAT idle mode mobility/handover between AMF and MME. 
i) This is probably not an LI problem for idle mode mobility because the UE cannot send/receive data/SMS with the new MME/AMF until the registration process with the HPLMN has been completed and the HSS/UDM has had the opportunity to download the MSISDN/GPSI to the new MME/AMF.
ii) For handover, as long as SA3 do not see a problem, SA2 do not see an issue with adding it to their specifications especially as there are already some situations (SRVCC and PDN connections via SCEF) where the stage 3 specification (TS 29.274) already carries the MSISDN from source MME to target MME.
c) In 5GC, the GPSI is already sent from source AMF to target AMF at both idle mode mobility and handover.
If CT4 and SA3 do not see problems with the SA2 analysis and/or the SA3-LI request, SA2 should be able to prepare CR(s) to add the MSISDN to the stage 2 TS 23.401 for inter-MME handover (and to include inter-RAT cases, possibly TS 23.502) in Release 18.

2. Actions:
[bookmark: _Hlk46227635]To CT 4
ACTION: 	SA2 requests CT4 to confirm or correct the SA2 analysis about IMEI/PEI and MSISDN/GPSI transfer at inter-CN node inter-PLMN mobility. 
To SA 3
ACTION: 	SA2 requests SA3 to comment if they see problems with transfer of the MSISDN between PLMNs that are supporting inter-PLMN handover.
To SA3-LI
SA2 requests SA3-LI to take the above information, or requests to other working groups, into account. 

3. Date of Next SA2 Meetings:
They may still change so please look at the 3GPP calendar for SA2.

Annex: Extracts from 3GPP specifications
************* EPC ****************************
TS 23.401, Section 5.3.3.1 Tracking Area Update step 5
5.	If the Context Request is sent to an old MME the old MME responds with a Context Response (IMSI, ME Identity (IMEISV), MM Context, EPS Bearer Context(s), Serving GW signalling Address and TEID(s), ISR Supported, MS Info Change Reporting Action (if available), CSG Information Reporting Action (if available), UE Time Zone, UE Core Network Capability, UE Specific DRX Parameters, Remaining Running Service Gap timer, LTE-M UE Indication) message.
TS 23.401, Section 5.5.1.2.2 S1-based handover, step 3
3.	The source MME selects the target MME as described in clause 4.3.8.3 on "MME Selection Function" and if it has determined to relocate the MME, it sends a Forward Relocation Request (MME UE context, Source to Target transparent container, RAN Cause, target eNodeB Identity, CSG ID, CSG Membership Indication, target TAI, MS Info Change Reporting Action (if available), CSG Information Reporting Action (if available), UE Time Zone, Direct Forwarding Flag, Serving Network, Local Home Network ID, LTE-M UE Indication) message to the target MME. The target TAI is sent to the target MME to help it to determine whether S‑GW relocation is needed (and, if needed, aid SGW selection). The old Serving Network is sent to target MME to support the target MME to resolve if Serving Network is changed. In network sharing scenarios Serving Network denotes the serving core network.
/…/
The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, AMBR, Selected CN operator ID, APN restriction, Serving GW address and TEID for control signalling, and EPS Bearer context(s), UE Radio Capability ID.


TS 29.274 (GTP-C signalling, including MME <-> MME), 
Table 7.3.1-1: Information Elements in a Forward Relocation Request
	C-MSISDN
	CO
	This IE shall be sent by the source MME/S4-SGSN to the target MME/S4-SGSN on the S3/S10/S16 interfaces if C-MSISDN is available in the source MME/S4-SGSN, or by the source AMF to the target MME_SRVCC during a 5G-SRVCC procedure as specified in clause 6.5.4 of 3GPP TS 23.216 [43]) or to the target MME (during a 5G to 4G handover) on the N26 interface if C-MSISDN is available in the source AMF. The C-MSISDN is defined in 3GPP TS 23.003 [2].
	MSISDN
	0



	MSISDN
	CO
	This IE shall be present over the S10/S3/S16 interface if the UE's MSISDN is available and if there is at least one instance of the MME/SGSN UE SCEF PDN Connection IE included in the message.
	MSISDN
	1




************ 5G Core and inter-RAT ***************
TS 23.502 4.2.2.2.2: Registration procedure
5.	[Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, UE Context in AMF (as per Table 5.2.2.2.2-1)) or UDSF to new AMF: Nudsf_Unstructured Data Management_Query(). The old AMF may start an implementation specific (guard) timer for the UE context.


TS 23.502, 4.9.1.3.2: Inter NG-RAN node N2 based handover, Preparation phase
3.	[Conditional] S-AMF to T-AMF: Namf_Communication_CreateUEContext Request (N2 Information (Target ID, Source to Target transparent container, SM N2 information list, PDU Session IDs), UE context information (SUPI, Service area restriction, Allowed NSSAI for each Access Type if available, Tracing Requirements, the list of PDU Session IDs along with the corresponding SMF information and the corresponding S-NSSAI(s), PCF ID(s) and DNN). If the subscription information includes Tracing Requirements, the old AMF provides the target AMF with Tracing Requirements.

TS 23.502, 4.11.1.2.1-1: 5GS to EPS handover for single-registration mode with N26 interface
3.	The AMF sends a Forward Relocation Request as in Step 2 in clause 5.5.1.2.2 (S1-based handover, normal) in TS 23.401 [13],

TS 23.502, 4.11.1.2.2.2: EPS to 5GS handover using N26 interface, preparation phase
The AMF converts the received EPS MM Context into the 5GS MM Context. This includes converting the EPS security context into a mapped 5G security context as described in TS 33.501 [15]. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability and EPS Bearer context(s). The MME EPS Bearer context(s) include for each EPS PDN connection the IP address and FQDN for the S5/S8 interface of the PGW-C+SMF and APN and for each EPS bearer the IP address and CN Tunnel Info at the UPF+PGW-U for uplink traffic.

[bookmark: _Toc19183857][bookmark: _Toc27848134][bookmark: _Toc36189563][bookmark: _Toc45185776][bookmark: _Toc51830898][bookmark: _Toc106189638]TS 23.502, 5.2.2.2.11	Namf_Communication_CreateUEContext service operation
Service operation name: Namf_Communication_CreateUEContext
Description: This service operation is used by a source AMF to create the UE context in a target AMF during handover procedures.
Input, Required: 5G-GUTI, UE context of the identified UE. As described in Table 5.2.2.2.2-1, the UE context may include the SUPI, DRX parameters, AM policy information, PCF ID, UE network capability, used N1 security context information, event subscriptions by other consumer NF and the list of SM PDU Session IDs along with the SMF handling the PDU Session, N2 information including source to target RAN transparent container, Endpoint information of S-AMF to receive N2 information notification about handover complete.
Input, Optional: allocated EBI information, PCF ID.
Output, Required: Cause, N2 information including Target to Source transparent container, N2 SM information (PDU Sessions failed to be setup list and the N3 DL forwarding information), handle for the UE context created, PCF ID.
Output, Optional: None.


[bookmark: _Toc19183847][bookmark: _Toc27848124][bookmark: _Toc36189553][bookmark: _Toc45185766][bookmark: _Toc51830888][bookmark: _Toc106189628]TS 23.502, 5.2.2.2.2 Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.
Input, Required: 5G-GUTI or SUPI, Access Type, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE or only the SUPI and an indication that the Registration Request has been validated. The UE context is detailed in table 5.2.2.2.2-1.
Output, Optional: Mobile Equipment Identifier (if available), Allowed NSSAI, Mapping Of Allowed NSSAI.
See clause 4.2.2.2.2 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response. The following table illustrates the UE Context:
Table 5.2.2.2.2-1: UE Context in AMF
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Routing Indicator
	UE's Routing Indicator that allows together with SUCI/SUPI Home Network Identifier to route network signalling to AUSF and UDM instances capable to serve the subscriber

	AUSF Group ID
	The AUSF Group ID for the given UE.

	UDM Group ID
	The UDM Group ID for the UE.

	SUPI-unauthenticated-indicator
	This indicates whether the SUPI is unauthenticated.

	GPSI
	The GPSI(s) of the UE. The presence is dictated by its storage in the UDM.

	5G-GUTI
	5G Globally Unique Temporary Identifier.

	PEI
	Mobile Equipment Identity 

	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	UE Specific DRX Parameters
	UE specific DRX parameters.

	UE MM Network Capability
	Indicates the UE MM network capabilities.

	5GMM Capability
	Includes other UE capabilities related to 5GCN or interworking with EPS.

	Events Subscription
	List of the event subscriptions by other CP NFs. Indicating the events being subscribed as well as any information on how to send the corresponding notifications


/…/



TS 29.518
[bookmark: _Toc25156398][bookmark: _Toc34124700][bookmark: _Toc43207824][bookmark: _Toc49857294][bookmark: _Toc56677130][bookmark: _Toc56691653][bookmark: _Toc56698917][bookmark: _Toc89035152][bookmark: _Toc89064950][bookmark: _Toc89180249][bookmark: _Toc97071928][bookmark: _Toc114773883]6.1.6.2.41	Type: UeContextCreateData
Table 6.1.6.2.41-1: Definition of type UeContextCreateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueContext
	UeContext
	M
	1
	Represents an individual ueContext resource to be created
	

	targetId
	NgRanTargetId
	M
	1
	Represents the identification of target RAN
	

	sourceToTargetData
	N2InfoContent
	M
	1
	This IE shall be included to contain the "Source to Target Transparent Container".
	

	pduSessionList
	array(N2SmInformation)
	M
	1..N
	This IE shall be included to contain the list of N2SmInformation, where each N2SmInformation includes the "Handover Required Transfer" received from the source RAN per PDU session ID.
	

	n2NotifyUri
	Uri
	M
	1
	This IE shall contain a callback URI to receive the N2 Information Notification.
	

	ueRadioCapability
	N2InfoContent
	C
	0..1
	This IE shall be included to contain the "UE Radio Capability Information" if available.
	

	ueRadioCapabilityForPaging
	N2InfoContent
	C
	0..1
	This IE shall be included to contain the "UE Radio Capability for Paging" if available.

	

	ngapCause
	NgApCause
	C
	0..1
	This IE shall be present, if available. When present, it shall represent the NGAP Cause received from RAN.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	servingNetwork
	PlmnIdNid
	C
	0..1
	A Source AMF complying with this release of the specification shall include this IE to indicate the current Serving Network.
When present, this IE shall contain the serving core network operator PLMN ID and, for an SNPN, the NID that together with the PLMN ID identifies the SNPN.
	




[bookmark: _Toc25156382][bookmark: _Toc34124684][bookmark: _Toc43207808][bookmark: _Toc49857278][bookmark: _Toc56677114][bookmark: _Toc56691637][bookmark: _Toc56698901][bookmark: _Toc89035136][bookmark: _Toc89064934][bookmark: _Toc89180233][bookmark: _Toc97071912][bookmark: _Toc114773867]6.1.6.2.25	Type: UeContext
Table 6.1.6.2.25-1: Definition of type UeContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present if available. When present, this IE contains SUPI of the UE.
	

	supiUnauthInd
	boolean
	C
	0..1
	This IE shall be present if SUPI is present. When present, it shall indicate whether the SUPI is unauthenticated.
	

	gpsiList
	array(Gpsi)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the GPSI(s)  of the UE.
	

	Pei
	Pei
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain Mobile Equipment Identity of the UE.
	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM Group serving the UE.
	

	ausfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the AUSF Group serving the UE.
	

	/…./
	
	
	
	
	




[bookmark: _Toc25156170][bookmark: _Toc34124470][bookmark: _Toc43207584][bookmark: _Toc49857064][bookmark: _Toc56676895][bookmark: _Toc56691418][bookmark: _Toc56698682][bookmark: _Toc89034882][bookmark: _Toc89064680][bookmark: _Toc89179982][bookmark: _Toc97071660][bookmark: _Toc114773611]5.2.2.2.1	UEContextTransfer
[bookmark: _Toc25156171][bookmark: _Toc34124471][bookmark: _Toc43207585][bookmark: _Toc49857065][bookmark: _Toc56676896][bookmark: _Toc56691419][bookmark: _Toc56698683][bookmark: _Toc89034883][bookmark: _Toc89064681][bookmark: _Toc89179983][bookmark: _Toc97071661][bookmark: _Toc114773612]5.2.2.2.1.1	General
/…/
2a.	On success:
-	if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing:
case a) the representation of the requested UE Context as follows:
-	without PDU Session Contexts associated to the access type indicated in the request by the NF Service Consumer (e.g. target AMF); and
-	with PDU Session Contexts associated to the other access type, if the UE is registered for the other access type in the (source) AMF, unless the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF;
or
case b) the representation of the requested UE Context only containing the "supi" attribute, if the UE is registered in a different access type in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface to the (target) AMF.

************** end of specification extracts *****************
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