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START OF CHANGE
5.2.3 Usage for realising LI_X1 (management) 
For the purposes of realising LI_X1 (management) interface between the LIPF and a triggered POI, the LIPF plays the role of the “ADMF” as defined in ETSI TS 103 221-1 [7] reference model (clause 4.2), and the triggered POI plays the role of the “NE”.
To enable the LI ADMF/LIPF to assess the integrity of the LI states of the triggered POIs and to take or support corrective actions if necessary, two approaches can be implemented.
Approach 1: 
The utilization of LI_X1 (Management) interface
The LI_X1 (management) interface is realized by means of the following set of messages specified in ETSI TS 103 221-1 [7]:
· DeactivateTask (clause 6.2.3) 
· DeactivateAllTasks (clause 6.2.4)
· CreateDestination (clause 6.3.1)
· ModifyDestination (clause 6.3.2)
· RemoveDestination (clause 6.3.3)
· RemoveAllDestinations (clause 6.3.4)
· GetTaskDetails (clause 6.4.2)
· GetDestinationDetails (clause 6.4.3)
· GetNEStatus (clause 6.4.4)
· GetAllDetails (clause 6.4.5)
· ListAllDetails (clause 6.4.6)
· ReportTaskIssue (clause 6.5.2)
· ReportDestinationIssue (clause 6.5.3)
· ReportNEIssue (clause 6.5.4)
· Pings (clause 6.6.1)
· Keepalive (clause 6.6.2)

Note: As specified in clauses 6.2.3.3.1 and 6.2.3.4, when triggering interception in the triggered POI, the TF shall allocate a XID for each communication session; this implies that the XID created by the TF to trigger the POI can be different from the XID used by the LIPF to provision the TF. In such cases, the TF shall set the Product ID field in any ActivateTask or ModifyTask message issued to a triggered POI (see ETSI TS 103 221-1 [7] clause 6.2.1.2). The TF shall set the Product ID to the XID of the Task object associated with the interception at the POI in order to allow correlation of LI product at the MDF. The LIPF may need to query the LI state information in the TF to determine the XID to ProductID relationship.
If “orphaned” tasks are detected, the LIPF can, optionally, automatically send the DeactivateTask message to the triggered POI using the LI_X1 (management) interface to remove the unauthorized tasks, or raise an alert for human intervention.
If “unauthorized” destinations are detected – an indication of potential issues such as mis-provisioning or security breach, the LIPF can, optionally, automatically send the RemoveDestination message to the triggered POI using the LI_X1 (management) interface to remove them or raise an alert for human intervention.

Approach 2: 
The utilization of LI_X1 interface to the TF
The TF shall support all LI ADMF messages as defined in ETSI TS 103 221-1 to allow management responsibilities such as provisioning, auditing and correcting issues (such as removing unauthorized destinations and XIDs, etc.) of its triggered POIs via LI-T2/T3.
The following tasks shall be supported:
· ActivateTask (clause 6.2.1) 
· ModifyTask (clause 6.2.2) 
· DeactivateTask (clause 6.2.3) 
· DeactivateAllTasks (clause 6.2.4)
· CreateDestination (clause 6.3.1)
· ModifyDestination (clause 6.3.2)
· RemoveDestination (clause 6.3.3)
· RemoveAllDestinations (clause 6.3.4)
· GetTaskDetails (clause 6.4.2)
· GetDestinationDetails (clause 6.4.3)
· GetNEStatus (clause 6.4.4)
· GetAllDetails (clause 6.4.5)
· ListAllDetails (clause 6.4.6)
· ReportTaskIssue (clause 6.5.2)
· ReportDestinationIssue (clause 6.5.3)
· ReportNEIssue (clause 6.5.4)
· Pings (clause 6.6.1)
· Keepalive (clause 6.6.2)

The TF shall perform periodic (period configurable by CSP) audits of its triggered POIs to ensure all triggered tasks are still valid and active, and optionally take corrective actions if discrepancies (e.g., orphaned tasks, unauthorized destinations) are detected.
If issues (ReportTaskIssue, ReportDestinationIssue, ReportNEIssue) are reported by the NE, the TF can either correct them automatically, if enabled, or optionally report them to the LIPF via LI_X1.
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