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Second change
[bookmark: _Toc75354970]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ADMF	LI Administration Function
CC	Content of Communication
CPIM	Common Presence and Instant Messaging
CSP	Communication Service Provider
CUPS	Control and User Plane Separation
ICF	Identifier Caching Function
IEF	Identifier Event Function
IQF	Identifier Query Function
IRI	Intercept Related Information
LALS 	Lawful Access Location Services
LEA	Law Enforcement Agency
LEMF	Law Enforcement Monitoring Facility
LI	Lawful Interception
LICF	Lawful Interception Control Function
LI_HI1	LI_Handover Interface 1
LI_HI2	LI_Handover Interface 2
LI_HI3	LI_Handover Interface 3
LI_HI4	LI_Handover Interface 4
LI_HIQR	Lawful Interception Handover Interface Query Response
LIPF	Lawful Interception Provisioning Function
LIR	Location Immediate Request
LI_SI	Lawful Interception System Information Interface
LISSF	Lawful Interception State Storage Function
LI_ST	Lawful Interception State Transfer Interface
LI_X1	Lawful Interception Internal Interface 1
LI_X2	Lawful Interception Internal Interface 2
LI_X3	Lawful Interception Internal Interface 3
LI_XEM1	Lawful Interception Internal Interface Event Management Interface 1
LI_XER	Lawful Interception Internal Interface Event Record
LI_XQR	Lawful Interception Internal Interface Query Response
LTF	Location Triggering Function
MDF	Mediation and Delivery Function
MDF2	Mediation and Delivery Function 2
MDF3	Mediation and Delivery Function 3
MM	Multimedia Message
MMS	Multimedia Message Service
MSRP	Message Session Relay Protocol
NPLI	Network Provided Location Information
O&M	Operations and Management
POI	Point Of Interception
RCS	Rich Communication Suite
SDP	Session Description Protocol
SIP	Session Initiation Protocol
SIRF	System Information Retrieval Function 
SOI	Start Of Interception
TF	Triggering Function
TNGF	Trusted Non-3GPP Gateway Function
TWIF	Trusted WLAN Interworking Function
xCC	LI_X3 Communications Content.
xIRI	LI_X2 Intercept Related Information

Third change
7.X	RCS
7.X.1	Provisioning over LI_X1
7.X.1.1	General
If the warrant is for IRI and CC, then the IRI-POI and CC-POI in the RCS Servers (see RCS definition in GSMA RCC.07 [XB]) and the HTTP Content Server shall be provisioned in accordance with clause 7.X.1.2, the IRI-TF and CC-TF in the RCS Server shall be provisioned in accordance with clause 7.X.1.2, the MDF2 shall be provisioned in accordance with clause 7.X.1.3, and the MDF3 shall be provisioned in accordance with clause 7.X.1.4.
If the warrant is for IRI only, the IRI-POI in the RCS Servers and the HTTP Content Server shall be provisioned in accordance with clause 7.X.1.2, the IRI-TF in the RCS Server shall be provisioned in accordance with clause 7.X.1.3, and the MDF2 shall be provisioned in accordance with clause 7.X.1.4.
7.X.1.2	Provisioning of the IRI-POI, CC-POI, IRI-TF and CC-TF in the RCS Servers and the IRI-POI and CC-POI in the HTTP Content Server
The IRI-POI. CC-POI. IRI-TF and CC-TF present in the RCS Servers and the IRI-POI and CC-POI in the HTTP Content Server are provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2.
The POIs/TFs in the RCS Server and the POIs in the HTTP Content Server shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages (or equivalent if ETSI TS 103 221-1 [7] is not used).
-	IMPU.
-	IMPI.
-	PEIIMEI.
-	PEIIMEISV.
-	GPSIMSISDN.
-	GPSINAI.
-	SUPIIMSI.
-	SUPINAI.
-	Email Address.
Table 7.X.1-Ta1 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the IRI-POI, CC-POI, IRI-TF and CC-TF in the RCS Servers and the IRI-POI and CC-POI in the HTTP Content Server.
Table 7.X.1-Ta1: ActivateTask message for the IRI-POI, CC-POI, IRI-TF and CC-TF in the RCS Servers and the IRI-POI and CC-POI in the HTTP Content Server
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF. If the CC-TF or IRI-TF is also being tasked for the same interception, the same XID shall be used.
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the paragraph above.
	M

	DeliveryType
	Set to “X2Only”, “X3Only” or “X2andX3” as needed to meet the requirements of the warrant. (NOTE: "X2Only" for IRI-POI, IRI-TF and "X3Only" for CC-TF can also be also be used).
	M

	ListOfDIDs
	Delivery endpoints of LI_X2 or LI_X3. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M



7.X.1.3	Provisioning of the MDF2
The MDF2 listed as the delivery endpoint for xIRI generated by the IRI-POI in the RCS Servers or the IRI-POI in the HTTP Content Server shall be provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2. Table 7.X.1-Ta2 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the MDF2. 
The MDF2 shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages (or equivalent if ETSI TS 103 221-1 [7] is not used):
-	IMPU.
-	IMPI.
-	PEIIMEI.
-	PEIIMEISV.
-	GPSIMSISDN.
-	GPSINAI
-	SUPIIMSI.
-	SUPINAI.
-	Email Address
Table 7.X.1-Ta2: ActivateTask message for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF.
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the paragraph above.
	M

	DeliveryType
	Set to “X2Only”, “X3Only” or “X2andX3” as needed to meet the requirements of the warrant. (Ignored by the MDF2).
	M

	ListOfDIDs
	Delivery endpoints of LI_HI2. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfMediationDetails
	Sequence of Mediation Details, See Table 7.X.1-Ta3.
	M



Table 7.X.1-Ta3: Mediation Details for MDF2
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	LIID
	Lawful Intercept ID associated with the task.
	M

	DeliveryType
	Set to "HI2Only".
	M

	ListOfDIDs
	Details of where to send the IRI for this LIID. Shall be included if deviation from the ListofDIDs in the ActivateTask message is necessary. If included, the ListOfDIDs in the Mediation Details shall be used instead of any delivery destinations authorised by the ListOfDIDs field in the ActivateTask Message.
	C

	ServiceScoping
	Shall be included to Identify the service(s) and associated service-related delivery settings for this LIID. May include more than one instance of this parameter to allow for different combinations of subparameters associated with a single LIID. This parameter is defined in ETSI TS 103 221-1 [7], Annex C, Table C.2.
	C



7.X.1.4	Provisioning of the MDF3
The MDF3 listed as the delivery endpoint for the xCC generated by the CC-POI in the RCS Servers and the CC-POI in the HTTP Content Servers shall be provisioned over LI_X1 by the LIPF using the X1 protocol as described in clause 5.2.2. Table 7.X.1-Ta4 shows the minimum details of the LI_X1 ActivateTask message used for provisioning the MDF3.
The MDF3 shall support the following target identifier formats in the ETSI TS 103 221-1 [7] messages (or equivalent if ETSI TS 103 221-1 [7] is not used):
-	IMPU.
-	IMPI.
-	IMEI.
-	IMSI.
-	SUPI.
-	GPSI.
-	EmailAddress.
Table 7.X.1-Ta4: ActivateTask message for MDF3
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	XID assigned by LIPF.
	M

	TargetIdentifiers
	One or more of the target identifiers listed in the paragraph above.
	M

	DeliveryType
	Set to “X2Only”, “X3Only” or “X2andX3” as needed to meet the requirements of the warrant.
	M

	ListOfDIDs
	Delivery endpoints of LI_HI3 or LI_MDF. These delivery endpoints shall be configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	ListOfMediationDetails
	Sequence of Mediation Details, See Table 6.2.3-0E.
	M



Table 7.X.1-Ta5: Mediation Details for MDF3
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	LIID
	Lawful Intercept ID associated with the task.
	M

	DeliveryType
	Set to "HI3Only".
	M

	ListOfDIDs
	Details of where to send the CC for this LIID. Shall be included if deviation from the ListofDIDs in the ActivateTask message is necessary. If included, the ListOfDIDs in the Mediation Details shall be used instead of any delivery destinations authorised by the ListOfDIDs field in the ActivateTask Message.
	C

	ServiceScoping
	Shall be included to Identify the service(s) and associated service-related delivery settings for this LIID. May include more than one instance of this parameter to allow for different combinations of subparameters associated with a single LIID. This parameter is defined in ETSI TS 103 221-1 [7], Annex C, Table C.2.
	C


7.X.2	Triggering of the IRI-POI and CC-POI in the HTTP Content Server
7.X.2.1	General
The triggering of the IRI-POI and CC POI of the HTTP Content Server may be performed via  provisioning over L1_X1 as described in clause 7.X.1 or via the HTTP Content Server over LI_T2 as described in the following clause.
7.X.2.2	Triggering of the IRI-POI in the HTTP Content Server over LI_T2
7.X.2.2.1	LI_T2 interface Specifics
Depending on implementation, the HTTP Content Server may not have the information necessary to identify events related to a target. In these cases, in order to allow the IRI-POI to detect events related to files uploaded or downlyaded by an RCS Target, the IRI-TF in the RCS Server sends a trigger to the IRI-POI present in the HTTP Content Server with the necessary information over the LI_T2 interface.
When the IRI-TF in the RCS Server detects that a file is being uploaded or downloaded by a target UE (i.e. when the HTTP Content Server requests authentication information for the target UE or the RCS Server detects the target has sent a URI for a previously uploaded file that was not reported by the HTTP Content Server), it shall send an activation message to the IRI-POI in the HTTP Content Server over the LI_T2 interface. The activation message shall contain the correlation identifiers that the IRI-POI in the HTTP Content Server shall use with the xIRI. This can be achieved by sending an ActivateTask message as defined in ETSI TS 103 221-1 [7] clause 6.2.1 with the following details.
Table 7.X.2-Ta1: ActivateTask message for the IRI-POI in the HTTP Content Server
	ETSI TS 103 221-1 [7] field name
	Description
	M/C/O

	XID
	Allocated by the CC-TF as per ETSI TS 103 221-1 [7].
	M

	TargetIdentifiers
	File detection criteria as determined by the CC-TF in the RCS Server, which enables the IRI-POI in the HTTP Content Server to isolate target files. In addition to the identifiers listed in clause 7.X.1.2, the IRI-POI in the HTTP Content Server shall support at least the identifier types given in Table 7.X.2-Ta2

NOTE:	This value is the target identifier for the IRI-POI in the HTTP Content Server and may be different from the target identifier specified in the warrant.
	M

	DeliveryType
	Set to “X2Only”, “X3Only” or “X2andX3” as needed to meet the requirements of the warrant. (NOTE: "X2Only" for IRI-POI, IRI-TF and "X3Only" for CC-TF can also be also be used).
	M

	ListOfDIDs
	Delivery endpoints for LI_X2. These delivery endpoints shall be configured by the CC-TF in the SMF using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use.
	M

	CorrelationID
	Correlation ID to assign to xIRI generated by the IRI-POI in the HTTP Content Server. This field is populated with the same CorrelationID the IRI-POI in the RCS Server uses for the associated xIRI.
	M

	ProductID
	Shall be set to the XID of the Task Object associated with the interception at the IRI-TF. This value shall be used by the IRI-POI in the HTTP Content Server to fill the XID of X2 messages.
	M


Table 7.X.2-Ta2: Target Identifier Types for LI_T2
	Identifier type
	Owner
	ETSI TS 103 221-1 [7] TargetIdentifier type
	Definition

	RCS Content URI
	3GPP
	TargetIdentifierExtension / RCSContentURI
	RCSContentURI (see XSD schema)



7.X.3	Generation of xIRI at IRI-POI in the RCS Server over LI_X2
7.X.3.1	General
The IRI-POI present in the RCS Servers shall send xIRI over LI_X2 for the events listed in TS 33.127 [5] clause 7.X.4, the details of which are described in the following clauses.
7.X.3.2	Registration
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSRegistration record when the IRI-POI present in the RCS Server detects that an RCS target matching one of the RCS identifiers, provided via LI_X1 has registered or re-registered for RCS services. Accordingly, the IRI-POI in the RCS Server generates the xIRI when the following event is detected:
-	When the RCS Server sends a 200 OK in response to a SIP REGISTER for registration or re-registration from an RCS target.
7.X.3.3	Deregistration
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSDeregistration record when the IRI-POI present in the RCS Server detects that an RCS target matching one of the RCS identifiers, provided via LI_X1 has de-registered for RCS services. Accordingly, the IRI-POI in the RCS Server generates the xIRI when the following event is detected:
-	When the RCS Server sends a 200 OK in response to a SIP REGISTER for deregistration from an RCS target.

7.X.3.4	Capability discovery
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSCapabilityDiscovery when the IRI-POI present in the RCS Server detects that an RCS target has received RCS service capabilities for his contact(s). 
Accordingly, the IRI-POI in the RCS Server generates the xIRI when any of the following events is detected: 
-	The RCS Server returns a SIP response to a SIP OPTIONS request sent by the target with the response codes 200, 480, 408, 404 or 604. The OPTIONS request contains the capabilities of the target in the Contact header and the response includes the RCS state and RCS capabilities of a target’s contact.
-	The RCS Server sends a SIP NOTIFY request to the target with the Event header set to "presence.winfo". The NOTIFY request contains the RCS state and RCS capabilities of a target’s contact.
-	The RCS Server sends a 200 OK response to a SIP PUBLISH request received from the target. The PUBLISH request contains the RCS capabilities of the target.
7.X.3.6	RCS Message
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSMessage record when the IRI-POI present in the RCS Server detects that an RCS target has sent or received an RCS message. In this specification, an RCS message refers to any message sent or received in the context of pager mode standalone messaging, large message mode messaging, 1-to-1 chat or group chat. The user generated content of the RCS message shall be delivered as CC in accordance with clause 7.X.5. This xIRI is also generated when the target sends or receives a delivery notification or display notification.
Accordingly, the IRI-POI in the RCS Server shall generate the RCSMessage xIRI when it detects the  following events:
-	The RCS Server receives a SIP MESSAGE from the target and:
-	The "Contact" header includes +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.msg"
-	The SIP "Content-Type" header is  "message/cpim".
-	The RCS Server receives a SIP MESSAGE destined to the target and:
-	The "Contact" header includes +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.msg"
-	The "Content-Type" header  is "message/cpim".
-	The RCS Server receives an MSRP packet destined to the target and:
-	The content of the MSRP packet is a CPIM (Common Presence and Instant Messaging) object (see definition in IETF RFC 3862 [XE]). 
-	The RCS Server receives an MSRP packet from the target and:
-	The content of the MSRP packet is a CPIM object. 
7.X.3.7	Session establishment
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSSessionEstablishment record when the IRI-POI in the RCS Server detects that a SIP session has been established for a large message mode standalone message delivery, a 1-to-1 chat session or a group chat session.
Accordingly, the IRI-POI in the RCS Server shall generate the RCSSessionEstablishment xIRI when it detects the following events:
-	The RCS Server receives a SIP 200 OK from the target in response to a SIP INVITE sent to the target with presence of +g.gsma.rcs.cpm.pager-large or +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg" in the SIP "Contact" header.
-	The RCS Server returns a SIP 200 OK to the target in response to a SIP INVITE received from the target with presence of +g.gsma.rcs.cpm.pager-large or +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg" in the SIP "Contact" header.
-	The RCS Server receives a SIP 200 OK from the target in response to a SIP INVITE sent to the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
-	The RCS Server returns a SIP 200 OK to the target in response to a SIP INVITE received from the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
7.X.3.8	Session modification
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSSessionModification record when the IRI-POI in the RCS Server detects that a SIP session has been modified for a large message mode standalone message delivery session, a 1-to-1 chat session or a group chat session.
Accordingly, the IRI-POI in the RCS Server shall generate the RCSSessionModification xIRI when it detects the following events:
-	The RCS Server receives a SIP 200 OK from the target in response to a SIP re-INVITE sent to the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
-	The RCS Server returns a SIP 200 OK to the target in response to a SIP re-INVITE received from the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
-	The RCS Server hosting the group chat session sends a SIP NOTIFY to inform the target that a participant has joined or has left a group chat session.
7.X.3.9	Session Release
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSSessionRelease record when the IRI-POI present in the RCS Server detects that a SIP session used for a large message mode, standalone message delivery, a 1-to-1 chat session or a group chat session has been released.
Accordingly, the IRI-POI in the RCS Server shall generate the RCSSessionRelease xIRI when it detects the following events:
-	The RCS Server sends a 200 OK in response to a received a SIP BYE from the target related to an established SIP session used for:
-  the delivery of a message in large message mode.
-  the delivery of a message in standalone message mode
-  1-to-1 chat session
-  Group chat session
-	The RCS Server sends a SIP BYE to the target related to an established SIP session used for:
-  the delivery of a message in large message mode.
-  the delivery of a message in standalone message mode
-  1-to-1 chat session
-  Group chat session
7.X.3.10	Start of interception with already registered UE
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSStartOfInterceptionWithAlreadyRegisteredUE record when the IRI-POI present in the RCS Server detects that interception is activated on a UE that has already been registered for  RCS services. Therefore, the IRI-POI present in the RCS Server shall generate the xIRI RCSStartOfInterceptionWithAlreadyRegisteredUE record when it detects that a new interception for a UE is activated (i.e., provisioned by the LIPF) and the IMS Registration State of the target UE is "REGISTERED".
7.X.3.11	Start of interception with already established session
The IRI-POI present in the RCS Server shall generate an xIRI containing an RCSStartOfInterceptionWithAlreadyEstablishedSession record when the IRI POI present in the RCS Server detects that interception is activated on a UE that has has an active SIP session for large message mode standalone message delivery, 1-to-1 chat or group chat. If multiple SIP sessions are active at the start of interception, an RCSStartOfInterceptionWithAlreadyEstablishedSession record is generated for each active SIP session for large message mode standalone message delivery, 1-to-1 chat or group chat. Accordingly, the IRI-POI in the RCS Server shall generate the RCSStartOfInterceptionWithAlreadyEstablishedSession xIRI when it detects  any of the following events:
-	The RCS Server detects that LI is enabled on a target with an active SIP session for large message mode standalone message delivery.
-	The RCS Server detects that LI is enabled on a target with an active 1-to-1 chat session.
-	The RCS Server detects that LI is enabled on a target with an active group chat session.
7.X.3.12	Unsuccessful procedure
The IRI-POI in the RCS Server shall generate an xIRI containing an RCSUnsuccessfulProcedure record when a SIP session establishment procedure for large message mode message delivery, 1-to-1 chat or group chat fails. Accordingly, the IRI-POI in the RCS Server generates the xIRI when any of the following events is detected:
-	When the RCS Server receives a SIP 4XX, SIP 5XX or SIP 6XX from the target in response to a SIP INVITE sent to the target with presence of +g.gsma.rcs.cpm.pager-large or +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg" in the SIP "Contact" header.
-	When the RCS Server returns a SIP 4XX, SIP 5XX or SIP 6XX to the target in response to a SIP INVITE received from the target with presence of +g.gsma.rcs.cpm.pager-large or +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg" in the SIP "Contact" header.-	When the RCS Server receives a SIP 4XX, 5XX or 6XX from the target in response to a SIP INVITE sent to the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
-	When the RCS Server returns a SIP 4XX, 5XX or 6XX to the target in response to a SIP INVITE received from the target with presence of +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" in the SIP "Contact" header.
7.X.4	Generation of xIRI at IRI-POI in the HTTP Content Server over LI_X2
7.X.4.1	General
The IRI-POI present in the HTTP Content Server shall send xIRI over LI_X2 for each of the events listed in TS 33.127 [5] clause 7.X.4, the details of which are described in the following clauses.
7.X.4.2	File upload
The IRI-POI in the HTTP Content Server shall generate an xIRI containing an RCSFileUpload record when a file is uploaded by the target to the HTTP Content Server.
Accordingly, the IRI-POI in the HTTP Content Server shall generate the xIRI when it detects the following event:
-	The HTTP Content Server returns a HTTP 200 OK in response to a HTTP POST sent by the target with presence of Content-Disposition header which value includes ": form-data; name="File"".
7.X.4.3	File download
The IRI-POI in the HTTP Content Server shall generate an xIRI containing an RCSFileDownload record when a file is downloaded by the target or when a file uploaded by the target is downloaded by a target’s contact from the HTTP Content Server.
Accordingly, the IRI-POI in the HTTP Content Server shall generate the RCSFileDownload xIRI when any of the following events are detected:
-	The HTTP Content Server returns a HTTP 200 OK in response to a HTTP GET sent by the target. 
-	The HTTP Content Server returns a HTTP 200 OK in response to a HTTP GET that requests to download a file uploaded by a target.
7.X.5	Generation of xCC at CC-POI in the RCS Server over LI_X3
The CC-POI present in the RCS Server shall send xCC over LI_X3 for each MSRP Message (see definition in IETF RFC 4975 [XC] and in IETF RFC 6714 [XD]) in case of large message mode standalone messaging, 1-to-1 chat and group chat.
The CC-POI present in the RCS Server shall send xCC over LI_X3 for each SIP MESSAGE body in case of pager mode standalone messaging where the SIP MESSAGE has a "Contact" header which includes +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.msg" and a SIP "Content-Type" header which value is set to "message/cpim" 
Each X3 PDU shall contain the contents of the user plane packet given using the MSRP payload format for of large message mode standalone messaging, 1-to-1 chat and group chat and MIME payload format for pager mode standalone messaging.
The CC-POI present in the RCS Server shall set the payload format to indicate the appropriate payload type (13 for MSRP Message and 15 for MIME Message and as described in ETSI TS 103 221-2 [8] clauses 5.4, 5.4.14 and 5.4.16.
7.X.6	Generation of xCC at CC-POI in the HTTP Content Server over LI_X3
The CC-POI present in the HTTP Content Server shall send xCC over LI_X3 for each file uploaded by the target,  for each file downloaded that was previously uploaded by the target if the file was not previously sent, and in the case of a file localization server, each file downloaded by the target. The CC-POI present in the HTTP Content Server shall also send xCC over LI_X3 as triggered by the RCS Server for reporting a file transfer.
Each X3 PDU shall contain the contents of the file associated with the file URI in the HTTP Content Server.
The CC-POI present in the HTTP Content Server shall set the payload format to indicate the appropriate payload type as described in ETSI TS 103 221-2 [8] clauses 5.4.
7.X.7	Generation of IRI over LI_HI2
When an xIRI is received over LI_X2 from the IRI-POI in the RCS Server or from the IRI-POI in the HTTPS Content Server, the MDF2 shall send the IRI message over LI_HI2 without undue delay. The IRI message shall contain a copy of the relevant record received from LI_X2. The record may be enriched by other information available at the MDF (e.g., additional location information).
The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time at which the RCS Server event or HTTP Content Server event was observed (i.e., the timestamp field of the xIRI).
The IRI type parameter (see ETSI TS 102 232-1 [9] clause 5.2.10) shall be included and coded according to Table 7.X.7-Ta1.
Table 7.X.7-Ta1: IRI type for messages
	Record type
	IRI Type

	RCSRegistration
	REPORT

	RCSDeregistration
	REPORT

	RCSCapabilityDiscovery
	REPORT

	RCSStartOfInterceptionWithAlreadyRegisteredUE
	REPORT

	RCSMessage
	REPORT

	RCSUnsuccessfulProcedure
	REPORT

	RCSSessionEstablishment
	BEGIN

	RCSSessionModification
	CONTINUE

	RCSSessionRelease
	END

	RCSStartOfInterceptionWithAlreadyEstablishedSession
	BEGIN

	RCSFileUpload
	REPORT

	RCSFileDownload
	REPORT


7.X.8	Generation of CC over LI_HI3
When the xCC is received over LI_X3, the MDF3 shall emit the CC over LI_HI3 without undue delay.
The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time that the RCS Server or HTTP Content Server observed the data (i.e. the timestamp field of the xCC). The LIID and CID fields shall correctly reflect the target identity and communication session to which the CC belongs. 
The MDF3 shall populate the threeGPP33128DefinedCC field with a BER-encoded CCPayload structure containing either:
· An MSRP Message in case of large message mode standalone messaging, 1-to-1 chat and group chat.
· A PagerMessageCCPDU in case of pager mode standalone messaging.
· A RCSFileCCPDU in the case of a file upload or download.
End of All Changes
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