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Abstract of the contribution: In some xIRIs/IRIs, it appears that the target Ids are reported twice.   Even though the same identity may be reported twice, they may not be explicitly identified as target Ids in some of the xIRIs/IRIs.  This paper is to facilitate a discussion whether anything the SA3 LI specifications have to do to suppress the redundant reporting of the target Ids in those few xIRIs/IRIs. . 
EXAMPLES
AMF
 AMFRegistration

	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the registration
	PEI provided by the UE during the registration, if available.
	GPSI obtained in the registration, if available as part of the subscription profile.


SMFPDUSessionEstablishment
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the PDU session Shall be present except for PEI-only unauthenticated emergency sessions  
	PEI associated with the PDU session if available
	GPSI associated with the PDU session if available


SMSMessage
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	originatingSMSParty
	TerminatingSMSParty

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the PDU session Shall be present except for PEI-only unauthenticated emergency sessions  
	PEI associated with the PDU session if available
 


UDMServingSystemMessage
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the target UE
	PEI associated with the target UE
	GPSI associated with the target UE


UDMSubscriberRecordChangeMessage
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI
	Old SUPI
	Old PEI
	Old GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI currently associated with the target UE
	PEI currently associated with the target UE
	GPSI currently associated with the target UE
	Old SUPI associated with the target UE
	Old PEI associated with the target UE
	Old GPSI associated with the target UE


In the above example, what should the Matched Target Identifier and Other Target Identifier field should carry current or old?
UDMCancelLocationMessage
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the target UE
	PEI associated with the target UE
	GPSI associated with the target UE


LALSReport
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	SUPI
	PEI
	GPSI

	Clause 5.3.18
	Clause 5.3.19
	SUPI associated with the target UE, if used for the service
	PEI associated with the target UE, if used for the service
	GPSI associated with the target UE, if used for the service


MMSSend
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	originatingMMSParty
	terminatingMMSParty

	Clause 5.3.18
	Clause 5.3.19
	ID(s) of the originating party in one or more of the formats described in 7.4.2.1

When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	ID(s) of the terminating party in one or more of the formats described in 7.4.2.1

When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.

This parameter is included if the corresponding MM includes a “TO” field. At least one of the terminatingMMSParty, cCRecipients, or bCCRecipients must be included. 


PTCSessionStart
	Conditional Attribute Fields (TS 103 221-2)
	Payload (TS 33.128)

	Matched Target Identifier
	Other Target Identifier
	pTCTargetInformation 

	Clause 5.3.18
	Clause 5.3.19
	PTC target identity. 
At least one among MCPTT ID, IMPU, IMPI, InstanceIdentifierURN and PTCChatGroupID.


Not all the applicable target Ids are defined in ETSI TS 103 221-2. What should the Matched Target Identifier and Other Target Identifier field should carry if the target Id is different?

CONCLUSION
As shown in the DISCUSSION part above, the following xIRIs/IRIs seem to have redundant target Id information: 

· UDM Serving System Message
· UDM Subscriber Record Change Message

· UDM Cancel Location Message

· LALS Report

· PTC Session Start.
As shown in the DISCUSSION part above, the following xIRIs/IRIs seem to have same Id may end reporting twice, even though they may not be referred to as target Ids within the payload: 

· The xIRIs generated by the IRI-POI present in AMF. 

· The xIRIs generated by the IRI-POI present in SMF. 

· The xIRIs generated by the IRI-POI present in SMF. 

· The xIRIs generated by the IRI-POI present in MMS. 

DECISION

Should the SA3 LI specifications have to be modified to remove the redundant target ID reporting in the xIRIs generated by the IRI-POI present in the present following functions?
· UDM

· LI-LCS Client

· PTC.
Perhaps, barring UDM Subscriber Record Change and all in PTC domain, the other xIRIs could be modified. 
BACKGROUND

ETSI 103 221-2:

Table 1: X2/X3 PDU Structure

	Field Name
	Length (octets)
	Defined in clause

	Version
	2
	5.2.1

	PDU Type
	2
	5.2.2

	Header Length
	4
	5.2.3

	Payload Length
	4
	5.2.4

	Payload Format
	2
	5.2.5

	Payload Direction
	2
	5.2.6

	XID
	16
	5.2.7

	Correlation ID
	8
	5.2.8

	Conditional Attribute Fields
	Variable
	5.3

	Payload
	Variable
	5.4


Table 5: Conditional Attribute Types

	Attribute Type
	Name
	Defined in clause
	Multiple occurrences

	1
	ETSI TS 102 232-1 [2] Defined Attribute
	5.3.2
	Yes

	2
	3GPP TS 33.128 [20] Defined Attribute
	5.3.3
	Yes

	3
	3GPP TS 33.108 [15] Defined Attribute
	5.3.4
	Yes

	4
	Proprietary Attribute
	5.3.5
	Yes

	5
	Domain ID (DID)
	5.3.6
	

	6
	Network Function ID (NFID)
	5.3.7
	

	7
	Interception Point ID (IPID)
	5.3.8
	

	8
	Sequence Number
	5.3.9
	

	9
	Timestamp
	5.3.10
	

	10
	Source IPv4 address
	5.3.11
	

	11
	Destination IPv4 address
	5.3.12
	

	12
	Source IPv6 address
	5.3.13
	

	13
	Destination IPv6 address
	5.3.14
	

	14
	Source Port
	5.3.15
	

	15
	Destination Port
	5.3.16
	

	16
	IP Protocol
	5.3.17
	

	17
	Matched Target Identifier
	5.3.18
	Yes

	18
	Other Target Identifier
	5.3.19
	Yes

	19
	MIME Content Type
	5.3.20
	

	20
	MIME Content Transfer Encoding
	5.3.21
	

	21
	Additional XID Related Information
	5.3.22
	Yes

	NOTE:
This list is designed to be easily extended. If implementers or other Standards Developing Organizations (SDO) find a need for additional attributes, they are encouraged to contact ETSI.


5.3.18
Matched Target Identifier

If used, the POI shall populate the Matched Target Identifier field with the target identifier that the POI matched against the payload and lead to the interception of this payload. The Matched Target Identifier field shall be given as a TargetIdentifier as defined in ETSI TS 103 221-1 [1], clause 6.2.1.2, table 5. The field shall be given as the contents of the TargetIdentifier tag without the enclosing TargetIdentifier tag itself, encoded in UTF-8.

NOTE:
As an example of the above encoding, an IMSI would be encoded as the UTF-8 string "<imsi> 204081234567890</imsi>".

Multiple occurrences of this conditional attribute are permitted.

5.3.19
Other Target Identifier

If used, the POI shall populate one or more Other Target Identifier fields with other target identifiers that are known to the POI. The Other Target Identifier field shall be given using the same format as the Matched Target Identifier field (see clause 5.3.18).

Multiple occurrences of this conditional attribute are permitted.

ETSI TS 103 221-1

Table 5: TargetIdentifier Formats

	Format Name
	Description
	Format

	E164Number
	E.164 Number in fully international format, written as decimal digits
	Given in ETSI TS 103 280 [4] InternationalE164 format

	IMSI
	International Mobile Subscriber Identity, following the Recommendation ITU‑T E.212 [5] numbering scheme, written as decimal digits
	Given in ETSI TS 103 280 [4] IMSI format

	IMEI
	International Mobile station Equipment Identity, following the numbering plan defined in 3GPP TS 23.003 [6], written as decimal digits without the (Luhn) check digit
	Given in ETSI TS 103 280 [4] IMEI format

	MACAddress
	A MAC address
	Given in ETSI TS 103 280 [4] MACAddress format

	IPv4Address
	An IPv4 address
	Given in ETSI TS 103 280 [4] IPv4Address format

	IPv6Address
	IPv6 address
	Given in ETSI TS 103 280 [4] IPv6Address format

	IPv4CIDR
	IPv4CIDR, written in dotted decimal notation followed by CIDR notation
	Given in ETSI TS 103 280 [4] IPv4CIDR format

	IPv6CIDR
	IPv6CIDR written as eight groups of four hexadecimal digits separated by a colon, followed by CIDR notation
	Given in ETSI TS 103 280 [4] IPv6CIDR format

	TCPPort
	TCP Port number, written in decimal notation
	Given in ETSI TS 103 280 [4] TCPPort format

	TCPPortRange
	Range of TCP Ports, written as decimal numbers separated by a colon
	Given in ETSI TS 103 280 [4] TCPPortRange format

	UDPPort
	UDP Port number, written in decimal notation
	Given in ETSI TS 103 280 [4] UDPPort format

	UDPPortRange
	Range of UDP Ports, written as decimal numbers separated by a colon
	Given in ETSI TS 103 280 [4] UDPPortRange format

	EmailAddress
	Email address following W3C HTML 5 Recommendation
	Given in ETSI TS 103 280 [4] EmailAddress format

	SIP-URI
	SIP-URI according to the SIP URI scheme given in IETF RFC 3261 [7]
	Given in ETSI TS 103 280 [4] SIPURI format

	TEL-URI
	TEL-URI according to the TEL URI scheme (see IETF RFC 3966 [8])

Implementers should consider whether the value could be sent as an E.164 number (or one of the related types) instead
	Given in ETSI TS 103 280 [4] TELURI format

	H323-URI
	H323 URI according to the H323 URI scheme (see IETF RFC 3508 [9])
	Given in H323Uri format (see XSD schema)

	IMPU
	IP Multimedia Public Identity, as per 3GPP TS 23.003 [6]
	Given in IMPU format (see XSD schema)

	IMPI
	IP Multimedia Private Identity, as per 3GPP TS 23.003 [6]
	Given in IMPI format (see XSD schema)

	NAI
	Network Access Identifier following IETF RFC 7542 [10] format
	Given in ETSI TS 103 280 [4] NAI format

	RADIUS
	Any Radius attribute that uniquely identifies the subscriber within the specific CSP (see note 1)
	Given as binary octets containing RADIUS AVP following IETF RFC 2865 [11], clause 5 (see note 2)

	GTPUTunnelId
	GTP-U Tunnel Identifier
	Given as a 32-bit integer

	GTPCTunnelId
	GTP-C Tunnel Identifier
	Given as a 32-bit integer

	CallPartyRole
	Identifies the role of a party in a call. Intended for use in conjunction with e.g. E164Number
	One of the values "Originating", "Terminating", "ForwardedTo"

	NonLocalIdentifier
	Identifies whether the identifier is local or non-local. Intended for use in conjunction with e.g. E164Number
	One of the values "Local" or "NonLocal"

	SUPIIMSI
	Subscription Permanent Identifier in IMSI format
	Given in ETSI TS 103 280 [4] SUPIIMSI format

	SUPINAI
	Subscription Permanent Identifier in NAI format
	Given in ETSI TS 103 280 [4] SUPINAI format

	SUCI
	Subscription Concealed identifier
	Given in ETSI TS 103 280 [4] SUCI format

	PEIIMEI
	Permanent Equipment Identifier in IMEI format
	Given in ETSI TS 103 280 [4] PEIIMEI format

	PEIIMEICheckDigit
	Permanent Equipment Identifier in IMEICheckDigit format
	Given in ETSI TS 103 280 [4] PEIIMEICheckDigit format

	PEIIMEISV
	Permanent Equipment Identifier in IMEISV format
	Given in ETSI TS 103 280 [4] PEIIMEISV format

	GPSIMSISDN
	General Purpose Subscription Identifier in MSISDN format
	Given in ETSI TS 103 280 [4] GPSIMSISDN format

	GPSINAI
	General Purpose Subscription Identifier in NAI format
	Given in ETSI TS 103 280 [4] GPSINAI format

	TargetIdentifierExtension
	Identifier defined by an external specification
	See annex B

	NOTE 1:
Future versions of the present document may need to consider temporary identifiers including pseudonyms or short-term identifiers which have been derived from the permanent identifiers.

NOTE 2:
Depending on NE implementation, this may not be exactly the same binary representation used to match traffic e.g. for case-insensitive matching.


Per TS 33.128:

Table 6.2.2-1: Payload for AMFRegistration record

	Field name
	Description
	M/C/O

	registrationType
	Specifies the type of registration, see TS 24.501 [13] clause 9.11.3.7. This is derived from the information received from the UE in the REGISTRATION REQUEST message.
	M

	registrationResult
	Specifies the result of registration, see TS 24.501 [13] clause 9.11.3.6.
	M

	slice
	Provide, if available, one or more of the following:

-
allowed NSSAI (see TS 24.501 [13] clause 9.11.3.37).

-
configured NSSAI (see TS 24.501 [13] clause 9.11.3.37),

-
rejected NSSAI (see TS 24.501 [13] clause 9.11.3.46).

This is derived from the information sent to the UE in the REGISTRATION ACCEPT message.
	C

	sUPI
	SUPI associated with the registration (see clause 6.2.2.4).
	M

	sUCI
	SUCI used in the registration, if available.
	C

	pEI
	PEI provided by the UE during the registration, if available.
	C

	gPSI
	GPSI obtained in the registration, if available as part of the subscription profile.
	C

	gUTI
	5G-GUTI provided as outcome of initial registration or used in other cases, see TS 24.501 [13] clause 5.5.1.2.2.
	M

	location
	Location information determined by the network during the registration, if available.

Encoded as a userLocation parameter (location>locationInfo>userLocation) and, when Dual Connectivity is activated, as an additionalCellIDs parameter (location>locationInfo>additionalCellIDs), see Annex A.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	fiveGSTAIList
	List of tracking areas associated with the registration area within which the UE is current registered, see TS 24.501 [13], clause 9.11.3.4 (see NOTE)
	C

	NOTE:
List shall be included each time there is a change to the registration area.


Table 6.2.3-1: Payload for SMFPDUSessionEstablishment record

	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the PDU session (e.g. as provided by the AMF in the associated Nsmf_PDU_Session_CreateSMContext service operation). Shall be present except for PEI-only unauthenticated emergency sessions (see NOTE).
	C

	sUPIUnauthenticated
	Shall be present if a SUPI is present in the message and set to “true” if the SUPI has not been authenticated, or “false” if it has been authenticated.
	C

	pEI
	PEI associated with the PDU session if available (see NOTE).
	C

	gPSI
	GPSI associated with the PDU session if available (see NOTE).
	C

	pDUSessionID
	PDU Session ID See TS 24.501 [13] clause 9.4.
	M

	gTPTunnelID
	Contains the F-TEID identifying the GTP tunnel used to encapsulate the traffic, as defined in TS 29.244 [15] clause 8.2.3. Non-GTP encapsulation is for further study.
	M

	pDUSessionType
	Identifies selected PDU session type, see TS 24.501 [13] clause 9.11.4.11.
	M

	sNSSAI
	Slice identifiers associated with the PDU session, if available. See TS 23.003 [19] clause 28.4.2 and TS 23.501 [2] clause 5.12.2.2.
	C

	uEEndpoint
	UE endpoint address(es) if available.
	C

	non3GPPAccessEndpoint
	UE's local IP address used to reach the N3IWF, if available. IP addresses are given as 4 octets (for IPv4) or 16 octets (for IPv6) with the most significant octet first (network byte order).
	C

	location
	Location information provided by the AMF, if available.

Encoded as a userLocation parameter (location>locationInfo>userLocation), see Annex A.
	C

	dNN
	Data Network Name associated with the target traffic, as defined in TS 23.003[19] clause 9A and described in TS 23.501 [2] clause 4.3.2.2.
	M

	aMFID
	Identifier of the AMF associated with the target UE, as defined in TS 23.003 [19] clause 2.10.1 when available.
	C

	hSMFURI
	URI of the Nsmf_PDUSession service of the selected H-SMF, if available. See TS 29.502 [16] clause 6.1.6.2.2.
	C

	requestType
	Type of request as described in TS 24.501 [13] clause 9.11.3.47 if available. In the case where the network does not support Multi Access (MA) PDU sessions, but receives a MA PDU session request, a request type of “Initial request” shall be reported.
	C

	accessType
	Access type associated with the session (i.e. 3GPP or non-3GPP access) if provided by the AMF (see TS 24.501 [13] clause 9.11.2.1A).
	C

	rATType
	RAT Type associated with the access if provided by the AMF as part of session establishment (see TS 23.502 [4] clause 4.3.2). Values given as per TS 29.571 [17] clause 5.4.3.2.
	C

	sMPDUDNRequest
	Contents of the SM PDU DN Request container, if available, as described in TS 24.501 [13] clause 9.11.4.15.
	C

	uEEPSPDNConnection
	This IE shall be present, if available, during an EPS to 5GS Idle mode mobility or handover using the N26 interface. When present, it shall contain the EPS bearer context(s) information present in the uEEPSPDNConnection parameter of the intercepted SmContextCreateData message. (see TS 29.502 [16] clause 6.1.6.2.2).
	C

	NOTE:
At least one of the SUPI, PEI or GPSI fields shall be present.


Table 6.2.5-5: Payload for SMSMessage record
	Field name
	Description
	M/C/O

	originatingSMSParty
	Identity of the originating SMS party. See NOTE 2.
	M

	terminatingSMSParty
	Identity of the terminating SMS party. See NOTE 3.
	M

	direction
	Direction of the SMS with respect to the target. See NOTE 4.
	M

	linkTransferStatus
	Indicates whether the SMSF sent the TPDU to the next network element. See NOTE 5.
	M

	otherMessage
	In the event of a server-initiated transfer, indicates whether the server will send another SMS. May be omitted if the transfer is target-initiated. See NOTE 6.
	C

	location
	Location information associated with the target sending or receiving the SMS, if available and authorised. See NOTE 7.

Encoded as a userLocation parameter (location>locationInfo>userLocation), see Annex A.
	C

	peerNFAddress
	Address of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available.
	C

	peerNFType
	Type of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available.
	C

	sMSTPDUData
	See Table 6.2.5-7. This is conditional only for backwards compatibility.
	C

	messageType
	See Table 6.2.5-8. This is conditional only for backwards compatibility. 
	C

	rPMessageReference
	The SM-RL Message Reference of the message per TS 24.011 [46] clause 7.3. This is conditional only for backwards compatibility.
	C


NOTE 2:
For the SMS-MO case, the originating party is the address of the UE from which the SMSF receives the CP-DATA_RP-DATA [SMS-SUBMIT, SMS-COMMAND] message (via AMF in the Nsmsf_SMService_UplinkSMS). The GPSI is one of the data fields used in the Nsmsf related messages (see TS 29.540 [21]). Alternatively, the SMSF may find the originating party address in the same way it finds the address when generating charging records. For SMS-MT case, this is derived from TP-OA field (TS 23.040 [18]) for SMS-DELIVER TPDUs or the TP-RA field (TS 23.040 [18]) for SMS-STATUS-REPORT TPDUs. In cases where the originatingSMSParty is not a GPSI, PEI, or SUPI, the sMSAddress parameter is populated with the octets received in the field used to derive the address (as per TS 23.040 [18] clause 9.1.2.5).

NOTE 3:
For SMS-MT case, the terminating party is the address of the UE to which the SMSF sends the CP-DATA_RP-DATA [SMS-DELIVER, SMS-STATUS-REPORT] message (via AMF in Namf_Communications_N1N2MessageTransfer). The GPSI is one of the data fields used in the Namf related messages (TS 29.518 [22]). Alternatively, the SMSF may find the terminating party address in the same way it finds the address when generating charging records. For SMS-MO case, this is derived from the TP-DA field (TS 23.040 [18]). In cases where the terminatingSMSParty is not a GPSI, PEI, or SUPI, the sMSAddress parameter is populated with the octets received in the field used to derive the address (as per TS 23.040 [18] clause 9.1.2.5).
NOTE 4:
For the SMS-MO case, for SMS originated from the target UE, the value fromTarget is used and for SMS destined to target Non-local ID, the toTarget is used.  For SMS-MT case, for SMS terminated to the target UE, the value toTarget is used and for SMS originated from a target Non-local ID, the fromTarget is used.

Table 7.2.2.3-1: Payload for UDMServingSystemMessage record

	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the target UE, see TS 29.571 [17].
	M

	pEI
	PEI associated with the target UE, when known, see TS 29.571 17].
	C

	gPSI
	GPSI associated with the target UE, when known, see TS 29.571 [17].
	C

	gUAMI
	Serving AMF’s GUAMI, when known. See NOTE 1.
	C

	gUMMEI
	Serving MME’s GUMMEI See NOTE 2.
	C

	pLMNID
	Serving PLMN Id. See TS 29.571 [17]. See NOTE 3.
	C

	servingSystemMethod
	Identifies method used to access the serving system, see NOTE 4.
	M

	serviceID
	Identifies the target UE’s 5G service identifiers (e.g., SNSSAI, CAGID) when the AMF Registration is executed, when known, see TS 29.571 [17].
	C


Table 7.2.2.3-2: Payload for UDMSubscriberRecordChangeMessage record
	Field name
	Description
	M/C/O

	sUPI
	SUPI currently associated with the target UE, see TS 29.571 [17], see NOTE 1
	C

	pEI
	PEI currently associated with the target UE, when known, see TS 29.571 17].
	C

	gPSI
	GPSI currently associated with the target UE, when known, see TS 29.571 [17].
	C

	oldSUPI
	Old SUPI associated with the target UE, when known.
	C

	oldServiceID
	Identifies the target UE’s old service identifiers (e.g. SNSSAI, CAGID), when known, see TS 29.571.
	C

	oldPEI
	Old PEI associated with the target UE, when known.
	C

	oldGPSI
	Old GPSI associated with the target UE, when known.
	C

	subscriberRecordChangeMethod
	Identifies the trigger of Subscriber Record Change operation, see NOTE 2.
	M

	serviceID
	Identifies the target UE’s 5G service identifiers that have been modified (e.g., SNSSAI, CAGID), when known, see TS 29.571.
	C


Table 7.2.2.3.4-1: Payload for UDMCancelLocationMessage record

	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the target UE, see TS 29.571 [17].
	M

	pEI
	PEI associated with the target UE, when known, see TS 29.571 17].
	C

	gPSI
	GPSI associated with the target UE, when known, see TS 29.571 [17].
	C

	gUAMI
	Previous serving AMF’s GUAMI, when known. See NOTE 1.
	C

	pLMNID
	Previous serving PLMN ID. See TS 29.571 [17]. See NOTE 2.
	C

	cancelLocationMethod
	Identifies method used to access the serving system, see NOTE 3.
	M


Table 7.3.1.4-1: LALSReport record

	Field name
	Description
	M/C/O

	sUPI
	SUPI of the target, if used for the service (see NOTE).
	C

	pEI
	PEI of the target, if used for the service (see NOTE).
	C

	gPSI
	GPSI of the target, if used for the service (see NOTE).
	C

	location
	Location of the target, if obtained successfully.

Encoded as a positioningInfo parameter (location>positioningInfo). Both the positionInfo (location>positioningInfo>positionInfo) and the mLPPositionData (location>positioningInfo>rawMLPResponse>mLPPositionData) are present in the case of successful positioning. In the case of positioning failure only the mLPErrorCode (location>positioningInfo>rawMLPResponse>mLPErrorCode) is present. See Annex A.
	C

	NOTE: At least one of the SUPI, PEI or GPSI fields shall be present.


Table 7.4.3-1: Payload for MMSSend

	Field name
	Description
	M/C/O

	transactionID
	An ID used to correlate an MMS request and response between the target and the MMS Proxy-Relay. As defined in OMA-TS-MMA_ENC [39] clause 7.3.63.
	M

	version
	The version of MM, to include major and minor version.
	M

	dateTime
	Date and Time when the MM was last handled (either originated or forwarded). For origination, included by the sending MMS client or the originating MMS Proxy-Relay.
	M

	originatingMMSParty
	ID(s) of the originating party in one or more of the formats described in 7.4.2.1

When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.
	M

	terminatingMMSParty
	ID(s) of the terminating party in one or more of the formats described in 7.4.2.1

When address translation occurs (such as the case of a token sent by the client and replaced with a proper address by the MMS Proxy-Relay), both the pre and post translated addresses (with appropriate correlation) are included.

This parameter is included if the corresponding MM includes a “TO” field.

At least one of the terminatingMMSParty, cCRecipients, or bCCRecipients must be included.
	C

	cCRecipients
	Address of a recipient; the "CC" field may include addresses of multiple recipients. When address translation occurs, both the pre and post translated addresses (with appropriate correlation) are included.  This parameter is included if the corresponding MM includes a “CC” field.

At least one of the terminatingMMSParty, cCRecipients, or bCCRecipients must be included.
	C

	bCCRecipients
	Address of a recipient; the "BCC" field may include addresses of multiple recipients. When address translation occurs, both the pre and post translated addresses (with appropriate correlation) are included. This parameter is included if the corresponding MM includes a “BCC” field.

At least one of the terminatingMMSParty, cCRecipients, or bCCRecipients must be included.
	C

	direction
	Indicates the direction of the MM. This shall be encoded as “from target.”
	M

	subject
	The subject of the MM. Include if sent to the MMS Proxy-Relay.
	C

	messageClass
	Class of the MM. For example, a value of "auto" is automatically generated by the UE. If the field is not present, the class should be interpreted as "personal." Include if sent to the MMS Proxy-Relay.
	C

	expiry
	Length of time in seconds the MM will be stored in MMS Proxy-Relay or time to delete the MM. The field has two formats, either absolute or relative.
	M

	desiredDeliveryTime
	Date and Time of desired delivery. Indicates the earliest possible delivery of the MM to the recipient. Include if sent to the MMS Proxy-Relay.
	C

	priority
	Priority of the MM assigned by the originator MMS Client. Include if sent to the MMS Proxy-Relay.
	C

	senderVisibility
	An indication that the sender's address should not be delivered to the recipient. Sent by the target to indicate the target's visibility to the other party or if not signalled by the target and the default is to not make target visible to the other party. The values given in OMA-TS-MMA_ENC [39] clause 7.3.52 shall be encoded as follows: “Show” = True, “Hide” = False. Include if sent to the MMS Proxy-Relay.
	C

	deliveryReport
	Specifies whether the originator MM UE requests a delivery report from each recipient. Sent by the target to indicate the desired delivery report. The values given in OMA-TS-MMA_ENC [39] clause 7.3.13. shall be encoded as follows: “Yes” = True, “No” = False. Include if sent to the MMS Proxy-Relay.
	C

	readReport
	Specifies whether the originator MM UE requests a read report from each recipient. Sent by the target to indicate the desired read report. The values given in OMA-TS-MMA_ENC [39] clause 7.3.52 shall be encoded as follows: “Yes” = True, “No” = False. Include if sent to the MMS Proxy-Relay.
	C

	store
	Specifies whether the originator MM UE wants the submitted MM to be saved in the user's MMBox, in addition to sending it. Sent by the target to indicate the MM is to be stored. The values given in OMA-TS-MMA_ENC [39] clause 7.3.52 shall be encoded as follows: “Yes” = True, “No” = False. Include if sent to the MMS Proxy-Relay.
	C


	state
	Identifies the value of the MM State associated with a to be stored or stored MM. See OMA-TS-MMA_ENC [39] clause 7.3.33. Include if sent to the MMS Proxy-Relay.
	C

	flags
	Identifies a keyword to add or remove from the list of keywords associated with a stored MM. See OMA-TS-MMA_ENC [39] clause 7.3.32. Include if sent to the MMS Proxy-Relay.
	C

	replyCharging
	If this field is present its value is set to “accepted” or “accepted text only” and the MMS-version-value of the M-Notification.ind PDU is higher than 1.0, this header field will indicate that a reply to this particular MM is free of charge for the recipient. 

If the Reply-Charging service is offered and the request for reply-charging has been accepted by the MMS service provider the value of this header field SHALL be set to “accepted” or “accepted text only”. 

See OMA-TS-MMA_ENC [39] clause 7.3.43. Include if sent to the MMS Proxy-Relay.
	C

	applicID
	Identification of the originating application of the original MM. Sent by the target to identify the destination application as defined in OMA-TS-MMA_ENC [39] clause 7.3.2. Include if sent to the MMS Proxy-Relay.
	C

	replyApplicID
	Identification of an application to which replies, delivery reports, and read reports are addressed.  Sent by the target to identify the application to which replies, delivery reports, and read reports are addressed as defined in OMA-TS-MMS_ENC [39] clause 7.3.42. Include if sent to the MMS Proxy-Relay.
	C

	auxApplicInfo
	Auxiliary application addressing information as indicated in the original MM. As defined in OMA-TS-MMA_ENC [39] clause 7.3.4. Include if sent to the MMS Proxy-Relay.
	C

	contentClass
	Classifies the content of the MM to the smallest content class to which the message belongs. Sent by the target to identify the class of the content. See OMA-TS-MMS_ENC [39] clause 7.3.9. Include if sent to the MMS Proxy-Relay.
	C

	dRMContent
	Indicates if the MM contains any DRM-protected element. Provide when sent by the target to indicate if the MM contains any DRM-protected element. The values given in OMA-TS-MMA_ENC [39] clause 7.3.54 shall be encoded as follows: “Yea” = True, “No” = False. Include if sent to the MMS Proxy-Relay.
	C

	adaptationAllowed
	Provide when sent by the target to identify whether the target wishes the MM to be adapted or not.  If overridden, an indication shall be included in the parameter.  Include if sent to the MMS Proxy-Relay.
	C

	contentType
	The content type of the MM. See OMA-TS-MMS_ENC [39] clause 7.3.11
	M

	responseStatus
	MMS specific status. See OMA-TS-MMS_ENC [39] clause 7.3.48.
	M

	responseStatusText
	Text that qualifies the Response Status. Include if sent to the target. As defined in OMA-TS-MMA_ENC [39] clause 7.3.49. Include if sent by the MMS Proxy-Relay.
	C

	messageID
	An ID assigned by the MMS Proxy-Relay to uniquely identify an MM. As defined in OMA-TS-MMA_ENC [39] clause 7.3.29.
	M


TargetIdentifier Types for PTC service

	Identifier
	Owner
	ETSI TS 103 221-1 [7] TargetIdentifier type
	Definition

	iMPU
	ETSI
	IMPU
	See ETSI TS 103 221-1 [7]

	iMPI
	ETSI
	IMPI
	See ETSI TS 103 221-1 [7]

	mCPTTID
	ETSI
	TargetIdentifierExtension 
	See XSD schema

	instanceIdentifierURN
	3GPP
	TargetIdentifierExtension 
	See XSD schema


Table 7.5.2-4: Payload for PTCSessionStart record

	Field name
	Description
	M/C/O

	pTCTargetInformation
	Provide PTC target identity. At least one among MCPTT ID, IMPU, IMPI, InstanceIdentifierURN and PTCChatGroupID shall be provided for PTCTargetInformation.
	M

	pTCDirection
	Indicates the direction of the session relative to the target: "toTarget" or "fromTarget."
	M

	pTCServerURI
	Shall include the identity of the PTC server serving the PTC target.
	M

	pTCSessionInfo
	Shall provide PTC session information such as PTC Session URI and PTC Session type (e.g., on-demand, pre-established, ad-hoc, pre-arranged, group session).
	M

	pTCOriginatingID
	Shall identify the originating party.
	M

	pTCParticipants
	Shall identify the individual PTC participants of the communication session, when known.
	C

	pTCParticipantPresenceStatus
	Shall provide the Participant Presence Status, which is a list of:

-
PresenceID: Identity of PTC client(s) or PTC group, when known.

-
PresenceType: Identifies type of ID [PTC client(s) or PTC group].

-
PresenceStatus: Presence state of each ID. True indicates PTC client is available, while false indicates PTC client is unavailable.

Report when the Presence functionality is supported by the PTC server and the PTC server assumes the role of the watcher on behalf of the PTC target.
	C

	location
	Shall include the PTC target’s location when reporting of the PTC target’s location information is authorized and available.
	C

	pTCHost
	Shall identify the PTC participant who has the authority to initiate and administrate a PTC Session, if known.
	C

	pTCBearerCapability
	Shall provide the media characteristics information elements of the PTC session, encoded in SDP format as per RFC 4566 [43] clause 5 when known.
	C
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