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Abstract of the contribution: 
Proposal to transform NEF as new PoI.

It was already discussed during 3GPP TSG-SA WG3 LI Meeting #73 with the Tdoc s3i190236. This Tdoc complement what was also discussed at last SA3LI on NIDD as in some cases NEF may be a PoI for such case.
As specifications related to NEF have already enriched and modified by other 3GPP groups, new guidance is requested from SA3LI.
1. Decision/action requested

This discussion document is proposing NEF as PoI with new xIRIs related to its services to third parties that may impact target usages. Such xIRI may complement the existing xIRIs reported by AMF, SMF and SMSF to LEMF. It may provide be better understanding by LEA on the usages of 5GS by its target with such extra xIRIs.
Guidance and decision from SA3LI are kindly requested on possible CRs that could be provided on TS 33.127 and TS33.128.
2. References

[1]
3GPP TS 29 522: “5G System; Network Exposure Function Northbound APIs; Stage 3”
[2]
3GPP TS 29.503: “5G System; Unified Data Management Services; Stage 3”
[3]
3GPP TS 29.571: “5G System; Common Data Types for Service Based Interfaces; Stage 3”
3. NEF in 3GPP: LI impacts
Besides providing IP-based data pipes to cellular devices, the 3GPP Core Network consists of a rich set of network services and capabilities, such as charging, mobility management, session management, policy enforcement, control plane messaging, reachability management, and control of deep sleep modes. Enterprise application servers called AF (Application Function) may invoke some of the internal network services and capabilities which are exposed by the NEF (Network Exposure Function) via an HTTP/2 API. The NEF itself provides these network services and capabilities by delegating their handling to the internal 5GC network functions.

NEF exposes a number of network services and capabilities to external AFs [1]. In this contribution, those identified of interest for LI are:

· Device Triggering: Device Triggering is the means by which an AF sends information to the UE via the 3GPP network via NEF to trigger the UE to perform application specific actions that include initiating communication with the AF. Device Triggering is required when an IP address for the UE is not available or reachable by the AF.


· Parameter Provisioning: This procedure is used by an AF to update the UE related information (e.g., Expected UE Behaviour)

· MSISDN-less Mobile Originated SMS: Devices may originate SMS messages typically to a destination which is an AF, without having an MSISDN. The call flow for these messages from device goes through NEF.

· Non-IP data delivery: Devices may send/receive Non-IP data in a PDU session of type unstructured. LI for this service capability has been already discussed during the last SA3LI meeting.
4. Device Triggering

The Device Triggering feature allows an AF to deliver a specific device trigger to the UE through NEF. 

The Device Trigger request is authorized with HSS using the GPSI received in request. After successful authorization, NEF forwards the Device Trigger Request to the corresponding SMSC to be delivered to the UE. 

The device trigger may be may recalled or replaced by the AF if the UE is not reachable at the time the AF has delivered the device trigger to the UE.

If NEF doesn’t generate xIRIs for that service, AMF may only generate an IRI when the device trigger is received by the UE (no xIRIs for SMS recall and SMS replace); if the UE is in roaming situation, the LI system will not get any xIRI. 4 xIRIs generated by NEF are considered:
· Device trigger REPORT

· Device trigger replacement REPORT

· Device trigger cancellation REPORT

· Device trigger report notification REPORT

Table 2-1: DeviceTrigger Record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the UE
	M

	gPSI
	GPSI used with the UE
	M

	triggerId
	Identity of the device trigger that should be provided in the deviceTriggeringDeliveryReportNotification IRI, Device trigger replacement IRI and Device trigger cancellation IRI
	M

	aFId
	The AF sending the device trigger, if available
	C

	triggerPayload
	The device triggering payload
	C

	validityPeriod
	The validity time in seconds for the specific action requested
	C

	Priority
	The priority of the device trigger
	C

	sourcePortId
	Port on the AF which delivers the device trigger
	C

	destinationPortId
	Port on the device which is the recipient of the device trigger. The port facility allows short messages to be routed to one of multiple applications, using a method similar to TCP/UDP ports in a TCP/IP network. An application entity is uniquely identified by the pair of TP-DA/TP-OA and the port address. The port addressing is transparent to the transport, and also useful in Status Reports.
	C


Table 2-2: DeviceTriggerReplacement Record
	Field name
	Description
	M/C/O

	triggerId
	Identity of the corresponding device trigger to be replaced
	M

	aFId
	The AF replacing an existing device trigger which has not been delivered yet to the device (e.g., because the device is unreachable) by a new device trigger
	C

	triggerPayload
	The device triggering payload
	C

	validityPeriod
	The validity time in seconds for the specific action requested
	C

	Priority
	The priority of the device trigger
	C

	sourcePortId
	Port on the AF which delivers the device trigger
	C

	destinationPortId
	Port on the device which is the recipient of the device trigger
	C


Table 2-3: DeviceTriggerCancellation Record
	Field name
	Description
	M/C/O

	triggerId
	Identity of the corresponding device trigger to be cancelled
	M


Table 2-4: DeviceTriggerReportNotification Record
	Field name
	Description
	M/C/O

	triggerId
	Identity of the corresponding device trigger
	M

	deliveryResult
	Delivery result represents the result of the delivery of a device triggering request :

· SUCCESS: The value indicates that the device action request was successfully completed.


· UNKNOWN: The value indicates any unspecified errors.


· FAILURE: The value indicates that this trigger encountered a delivery error and is deemed permanently undeliverable.


· TRIGGERED: The value indicates that device triggering request is accepted by the NEF.


· EXPIRED: The value indicates that the validity period expired before the trigger could be delivered.


· UNCONFIRMED: The value indicates that the delivery of the device action request is not confirmed.


· REPLACED: The value indicates that the device triggering replacement request is accepted by the SCEF.


· TERMINATE: The NEF includes this value in the response for a successful device triggering cancellation request. The value indicates that the delivery of the device action request is terminated by the AF.
	M


DeviceTrigger ::= SEQUENCE

{

    sUPI                  
[1] SUPI,

    gPSI                   
[2] GPSI,

    triggerId
           
[3] UTF8String,

    aFID
           
[4] AFID OPTIONAL,
    triggerPayload
      
[5] UTF8String OPTIONAL,

    validityPeriod  

[6] INTEGER OPTIONAL,

    priority


[7] INTEGER OPTIONAL,

    sourcePortId

[8] PortNumber OPTIONAL,
    destinationPortId

[9] PortNumber OPTIONAL
}
DeviceTriggerReplacement ::= SEQUENCE

{

    triggerId
           
[1] UTF8String,

    aFID
           
[2] AFID OPTIONAL,
    triggerPayload
      
[3] UTF8String OPTIONAL,

    validityPeriod  

[4] INTEGER OPTIONAL,

    priority


[5] INTEGER OPTIONAL,

    sourcePortId

[6] PortNumber OPTIONAL,
    destinationPortId

[7] PortNumber OPTIONAL
}

DeviceTriggerCancellation ::= SEQUENCE

{

    triggerId
           
[1] UTF8String
}

DeviceTriggerReportNotification ::= SEQUENCE

{

    triggerId              
[1] UTF8String,

    deliveryResult          
[2] DeliveryResult
}

DeliveryResult ::= ENUMERATED

{
    success (1),
    unknown (2),
    failure (3),
    triggered (4),
    expired (5),
    unconfirmed (6),
    replaced (7),
    terminate (8)

}

5. MSISDN-less Mobile Originated SMS
An SMS which type is MSISDN-less MO is sent by a MSISDN-less UE as originator and received by a third party application as destination (i.e., AF) via the NEF. MSISDN-less means that the GPSI of the UE is not an MSISDN but an External Identifier which form is username@realm.
The NEF queries the UDM [3], obtains the correspondence between SUPI and GPSI of the SMS originating UE, and forwards the SMS to the AF including the GPSI (i.e., external identifier) of the originating UE.

If NEF does generate IRIs for that service, 

· SMSF may generate an SMSMessage IRI when the UE sends an MSISDN-less MO SMS; 

· if the UE is in roaming situation, the home network will not get any xIRI because SMSF is in the visited network.

What is proposed is a new xIRI reported by NEF: MSISDN-less MO SMS Message REPORT.

Table 3-1: MSISDNLessMOSMS Record
	Field name
	Description
	M/C/O

	sUPI
	SUPI associated with the UE
	M

	gPSI
	GPSI in the form of an external identifier which form is username@realm corresponding to the identity of the originating SMS party
	M

	terminatingSMSParty
	Identity of the AF receiving the SMS
	M

	Sms
	SMS TPDU
	C

	sourcePort
	port identifying the application of the UE sending the MSISN-less MO SMS
	C

	destinationPort
	port identifying the application of the AF which is the recipient of the MSISN-less MO SMS
	C


MSISDNLessMOSMS ::= SEQUENCE

{

    sUPI                  
[1] SUPI,

    gPSI                   
[2] GPSI,

    terminatingSMSParty
[3] AFID,
    sms

           
[4] SMSTPDUData OPTIONAL,
    sourcePort


[8] PortNumber OPTIONAL,
    destinationPort

[9] PortNumber OPTIONAL
}
6. Parameter Provisioning

Parameter provisioning is a capability exposed by NEF to AF. The AF can use this capability to tell the network when a device is expected to communicate. The core network can then use this information to create assistance information for the RAN. The RAN may then use the assistance information to minimize UE state transitions. Since the AF will provide the expected UE behavior specified in [2][3], and because this information may be of interest to LI, the NEF may report this information.
Each parameter within the Expected UE Behaviour shall have an associating validity time. The validity time indicates when the Expected UE Behaviour parameter expires. The validity time may be set to indicate that the particular Expected UE Behaviour parameter has no expiration time. 
Table 4-1: ExpectedUEBehavior Record
	Field name
	Description
	M/C/O

	gPSI
	GPSI of the UE the expected UE behavior applies to
	M

	expectedUEMoving Trajectory
	Identifies the UE's expected geographical movement


	O

	stationaryIndication
	Identifies whether the UE is stationary or mobile
	O

	communicationDuration

Time
	Indicates for how long the UE will normally stay in CM-Connected for data transmission expressed in seconds
	O

	periodicTime 
	Interval Time of periodic communication in seconds
	O

	scheduledCommunication

Time
	Time and day of the week when the UE is available for communication, as defined in TS 29.571.
	O

	batteryIndication
	Identifies power consumption criticality for the UE: if the

UE is battery powered with not rechargeable/not

replaceable battery, battery powered with

rechargeable/replaceable battery, or not battery

powered.
	O

	trafficProfile
	Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission 
	O

	Scheduled
CommunicationType
	Indicates that the Scheduled Communication Type is Downlink only or Uplink only or Bi-directional
	O

	expectedTimeAndDayOf WeekInTrajectory
	Identifies the time and day of week when the UE is expected to be at each location included in the Expected UE Moving Trajectory
	O

	aFId
	AF identity requesting expected UE behavior update
	M

	validityTime
	Identifies when the expected UE behavior parameter set expires and shall be deleted. If absent, it indicates that there is no expiration time for this parameter set
	O


ExpectedUEBehaviour ::= SEQUENCE

{

    gPSI                   

[1] GPSI,

    expectedUEMovingTrajectory 
[2] SEQUENCE OF LocationArea,
    stationaryIndication

[3] StationaryIndication OPTIONAL,

    communicationDurationTime

[4] INTEGER OPTIONAL,

    periodicTime


[5] INTEGER OPTIONAL,

    scheduledCommunicationTime
[6] ScheduledCommunicationTime OPTIONAL,
    batteryIndication 


[7] BatteryIndication OPTIONAL,

    trafficProfile


[8] TrafficProfile OPTIONAL,

    scheduledCommunicationType
[9] ScheduledCommunicationType OPTIONAL,


    aFID



[10] AFID,

    validityTime


[11] Timestamp OPTIONAL
}
LocationArea ::= CHOICE
{

geographicArea [1] GeographicArea,
civicAddress
[2] CivicAddress,

nwAreaInfo
[3] NwAreaInfo
}
NwAreaInfo ::= CHOICE

{

    
ecgi 

[1] ECGI,  
    
ncgi

[2] NCGI,
    
gRanNodeId
[3] GlobalRANNodeID,

    
tai

[4] TAI

}

StationaryIndication ::= ENUMERATED

{

    stationary (1),

    mobile (2) 

}
BatteryIndication ::= ENUMERATED

{

    batteryRecharge (1),

    batteryReplace (2),

    batteryNoRecharge (3),

    batteryNoReplace (4),

    noBattery (5)

}

ScheduledCommunicationTime ::= SEQUENCE

{

    daysOfWeek 
[1] SEQUENCE OF Days OPTIONAL,
    timeOfDayStart
[2] Timestamp OPTIONAL,
    timeOfDayEnd
[3] Timestamp OPTIONAL
}
Days ::= ENUMERATED
{

    monday (1),

    tuesday (2),

    wednesday (3),

    thursday (4),

    friday (5),

    saturday (6),

    sunday (7)

}

TrafficProfile ::= ENUMERATED
{

    singleTransUL (1),

    singleTransDL (2),

    dualTransULFirst (3),

    dualTransDLFirst (4),

    multiTrans (5)

}

ScheduledCommunicationType ::= ENUMERATED
{

    downlinkOnly (1),
    uplinkOnly (2),
    bidirectional (3)

}

