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Abstract of the contribution: 

It may be useful to enrich TS 33.128 on IMS VoIP and Multimedia in order to define later LI system that will cover new services such eRCS, eCNAM (Enhanced Calling Name Service) or STIR/SHAKEN. It may avoid to propose CR to TS 33.107 and TS 33.108 for such services.

Subsequently, this paper is proposing basic definitions of xIRI/xCC for IMS including VoNR for TS 33.128 based on existing 3GPP specifications and TS 33.127.

Guidance from SA3LI is requested in order to check if this way forward is possible and how.

1. Decision/action requested

This discussion document is proposing basic definitions of xIRI/xCC for IMS including VoNR for TS 33.128 based on existing 3GPP specifications and TS 33.127.

Guidance and decision from SA3LI are kindly requested on possible CRs that could be provided on TS 33.127 and TS33.128.
2. IMS VoIP and Multimedia
TS 33.127 defines LI architecture for IMS. This contribution defines xIRIs/xCC for IMS VoIP for their inclusion in TS 33.128. This contribution takes into consideration all the VoNR specific features.

This contribution covers the following issues : 

· Handling of EPS Fallback, RAT Fallback, Redirection and Emergency service Fallback procedures as well as seamless handover between VoNR and VoWiFi.
· Support of new identities SUPI/GPSI/PEI replacing IMSI/MISISDN/IMEI
· Adaptation of IMS VoIP IRIs/CCs defined in TS 33.108 for inclusion in TS 33.128 based on interfaces and formats defined in ETSI TS 103 221-1 / ETSI TS 103 221-2. 
· Revision of the ASN.1 types defined in TS 33.108 for the new xIRI/CC formats in TS 33.128.
3. EPS Fallback/RAT Fallback/Redirection procedure

UE sends a SIP INVITE request to establish an IMS VoIP session. This SIP INVITE sent via NR includes a P-Access-Network-Info indicating the current RAT of the UE :

P-A-N-I : 3GPP-NR-TDD; utran-cell-id-3gpp=208011143C756BACE51A

The P-CSCF invokes the PCF/PCRF for resource reservation for the voice media of the UE. In addition, P-CSCF subscribes to the event IP_CAN_CHANGE to be notified if the IP-CAN type or RAT type of the UE changes. PCF/PCRF shall notify the P-CSCF when the corresponding event occurs. 

Since resource reservation will fail in NR, the EPS Fallback/RAT Fallback/Redirection procedure occurs. The RAT type of the UE changes due to EPS Fallback/RAT Fallback/Redirection; the UE sends the remaining of its SIP requests for the IMS VoIP session with a P-Access-Network-Info header indicating the new RAT type. In addition, P-CSCF is notified by the PCF/PCRF of the change of RAT type of the UE. P-CSCF shall add a new P-Access-Network-Info header in the SIP requests sent by the UE in addition to the P-Access-Network-Info of the UE found in the SIP requests. This P-Access-Network-Info added by the P-CSCF has the following format : 

P-Access-Network-Info : 3GPP-E-UTRAN-FDD; utran-cell-id-3gpp=208011D0FCE11 ; network-provided; eps-fallback = 1
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The "eps-fallback" header field parameter is used to indicate that the current access technology is used as a result of EPS fallback/RAT Fallback/Redirection. The value "1" indicates that EPS fallback has occurred, the value "0" that EPS fallback has not occurred. The parameter can be set only by the P-CSCF.   

Figure 1 : EPS Fallback/RAT Fallback/Redirection procedure

The xIRI which includes the SIPMessage record related to the SIP UPDATE request informs about the occurrence of EPS-Fallback/RAT Type/Redirection.

4. Emergency Services Fallback
If the 5GC has indicated Emergency Services Fallback support for the TA and RAT where the UE is currently camping, and if the UE supports emergency services fallback, the UE shall initiate the Emergency Services Fallback procedure.

The UE uses service-request for emergency towards AMF if support for this feature has been indicated by the AMF. If receiving the service request for emergency, the AMF interacts with gNB to perform EPS Fallback/RAT-Fallback/Redirection. 
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The P-CSCF is notified by the PCF/PCRF about UE’s RAT change. After EPS fallback procedure, the UE may establish its emergency VoIP session using VoLTE. The INVITE request sent by the UE contains a P-Access-Network-Info indicating the E-UTRAN RAT and sos indication in the Contact header. The P-CSCF adds a P-A-N-I validating the new RAT of the UE. 

Figure 2 : Emergency Services Fallback

The xIRI which includes the SIPMessage record related to the SIP INVITE request informs about change of RAT for an emergency IMS VoIP call.
5. Seamless handover from VoNR to VoWiFi and VoWiFi to VoNR

The UE has an ongoing IMS voice session via non-3GPP access using ePDG or N3IWF. The P-CSCF has subscribed to be notified if IP-CAN or RAT of the UE changes.

The session needs to be transferred to NR.

If the UE is not registered via 3GPP access, the UE shall initiate 5GS Registration procedure.

UE initiates PDU session establishment for the PDU session used for IMS voice service in order to initiate handover from ePDG to 5GS or to initiate handover from N3IWF to NR in 5GC. The SMF accepts the successful PDU session transfer to the UE in NAS.

As soon as the IMS PDU session is transferred, the UE continues its voice call in 5GS via NR.

In addition, the P-CSCF is notified by PCF/PCRF of the occurrence of the RAT change event. 

The UE sends a SIP Re-REGISTER message with a new P-A-N-I to indicate the change of RAT during its IMS VoIP session.
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P-CSCF adds another P-A-N-I in the Re-register message to validate the information of the UE adding “network-provided” parameter in that new P-A-N-I.
Figure 2 : Seamless handover from VoWiFi to VoNR

The xIRI which includes the SIPMessage record related to the the SIP REGISTER request informs about change of RAT during the IMS VoIP call. 
All these mobility procedures do not impact LI for IMS/VoLTE because the SipMessage record included in the xIRI provides the information about these mobilities.
6. IMS Records

xIRIs for IMS VoIP valid for VoLTE/VoWiFi/VoNR may be originated by the following IRI-POIs : P-CSCF, S-CSCF, E-CSCF, IBCF, MGCF, HSS, XCAP Server.

xIRI containing SIPMessage” is originated by the S-CSCF and Optionally P-CSCF for any SIP request or SIP response sent or received by the target. If the target is a Non-Local ID, MGCF, IBCF, S-CSCF or P-CSCF may originate the xIRI. The target identitifiers for the intercept of traffic at the intercepting nodes are the SIP-URI, TEL‑URI or PEI. For Non-Local ID interception, the target identifiers are SIP URI or TEL URI.  In the intercepting nodes the relevant SIP-Messages are duplicated and forwarded to the MDF2.

xIRI containing “StartOfInterceptionForAlreadyEstablishedIMSSession” is generated by the S-CSCF and Optionally P-CSCF when an interception is activated while the target has an already established IMS session. If the target is a Non-Local ID, MGCF, IBCF, S-CSCF or P-CSCF may originate the xIRI. 

xIRI containing “CCUnavailableInServingPLMN” indicates that the media is not available for interception for intercept

orders that requires media interception. In some variations of LBO, the CC may not be available in the HPLMN in which case, the S-CSCF shall send the xIRI.

xIRIs containing XCAPRequest and XCAPResponse are generated by the XCAP server when XCAP messages are exchanged between the UE and the XCAP server managing the XCAP resources of the target's IMS supplementary service setting(s) based on TS 24.623.

xIRI containing “ServingSystem” is originated by the HSS when the it detects that the target is in roaming situation.

xIRI containing “SubscriberRecordChange” is originated by the HSS to report any change in association between SUPI, GPSI, PEI, IMPI, IMPU (TEL URI or SIP URI) of the target.

xIRI containing “RegistrationTermination” is originated by the HSS to report to the MDF2 function that the target has been deregistered by the network.

xIRI containing “LocationInformationRequest” is originated by the HSS to inform that it has received a location information request related to the target by a node external to the home network.

xIRI containing “SMSOverIMS”is generated by the S-CSCF and Optionally P-CSCF when the target sends or receives a SMS over IP. This IRI is also generated for Non-Local ID interception. 

Table 1.1 : Records contained in xIRIs for IMS VoIP

	xIRI

	SIPMessage

	StartOfInterceptionForAlreadyEstablishedIMSSession 

	CCUnavailableInServingPLMN

	XCAPRequest

	XCAPResponse

	ServingSystem

	SubscriberRecordChange

	RegistrationTermination

	LocationInformationRequest

	SMSOverIMS


6.1. SIPMessage

All SIP messages received from, or sent to, a target or processed on behalf of a target are subject to intercept at the IRI-POI in the S-CSCF and Optionally IRI-POI in the P-CSCF which generate xIRI containing SIPMessage record . For roaming scenarios, interception at the IRI-POI in the P-CSCF shall be Mandatory, in order to provide IRI Interception in the visited network, where the P-CSCF is located in the Visited Network (i.e., LBO). Where the P-CSCF is located in the Home Network (i.e., S8HR/N9HR), interception at the IRI-POI in the P-CSCF shall be Optional, subject to national regulation. 

Table 1.2: Payload for SIPMessage record

	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target (if available)

	observedTELURI
	C
	TEL URI of the target (if available)

	observedPEI 
	C
	PEI of the target (if available)

	sIPMessage
	M
	The relevant SIP message or SIP message header.

	pANIHeaderInformation
	O
	P-Access-Network-Access-Info header information in SIP message

	voIPRoamingIndication
	C
	Shall be provided when SIP messages are sent by the VPLMN

	locationInformation
	C
	In case of N9HR, when authorized, provides the UE location information 

	timeOfLocation
	C
	Date/Time of Location. (if target location provided)


6.2. StartOfInterceptionForAlreadyEstablishedIMSSession

If Start of interception for an already established IMS session event is detected, an xIRI containing the StartOfInterceptionForAlreadyEstablishedIMSSession record should be originated in the IRI-POI in the S-CSCF and optionally P-CSCF of the target.

The following table contains parameters generated by the IRI-POI.

Table 1.3: Payload for StartOfInterceptionForAlreadyEstablishedIMSSession record

	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target (if available).

	observedTELURI
	C
	TEL URI of the target (if available).

	observedPEI
	C
	PEI of the target (if available).

	sipMessageHeaderOffer
	C
	Provided if available 

	sipMessageHeaderAnswer
	C
	Provided if available

	sDPOffer
	C
	Provided if available

	sDPAnswer
	C
	Provided if available

	pANIHeaderInformation
	O
	Provided if available and applicable.

	voIPRoamingIndication
	C
	Shall be provided when SIP messages are sent by the VPLMN.

	locationInformation
	C
	In case of N9HR, when authorized, provides the UE location information that the LMISF receives from AMF through SMF/BBIFF-C.

	timeOfLocation
	C
	Date/Time of Location. (if target location provided).


6.3. CCUnavailableInServingPLMN

The IRI-POI in S-CSCF generates an xIRIs containing the CCUnavailableInServingPLMN when the CC delivery is required for an intercept order but the media does not enter the CSP's network, and hence, not available for interception. This situation may occur in some variations of LBO.

The following table contains parameters generated by the IRI-POI.

Table 1.4: Payload for CCUnavailableInServingPLMN

	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target (if available).

	observedTELURI
	C
	TEL URI of the target (if available).

	observedPEI
	C
	PEI of the target (if available).

	ccUnavailableReason
	C
	Reason for CC unavailability 


6.4. XCAPRequest and XCAPResponse

Ut based XCAP manipulation messages for the IMS services for the target is reported. Any copy "en clair" of the XCAP exchanges (aggregated or not), between the UE and the AS/XCAP server, will be transmitted by the IRI-POI in the XCAP server as an xIRIs containing XCAPMessage record. XCAP transactions on the Ut interface have to include any exchange of data, which are contained in the XCAP payload (e.g. the get, put, and delete operations on the XCAP resources) as defined in 24.623.

The following table contains parameters generated by the IRI-POI.

Table 1.5: Payload for XCAPMessage record (for XCAP request and XCAP response)
	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target (if available). It may come from the X 3GPP Asserted Identity Header or the X-3GPP-Intended-Identity of the target described in TS 24.623 and TS 24.109  or from the XUI which is described in IETF RFC 4825 (if available). It is part of the URI determined by the path selector results

	observedTelURI
	C
	Tel URI of the target (if available). It may come from the X 3GPP Asserted Identity Header or the X-3GPP-Intended-Identity of the target described in TS 24.623 and TS 24.109 or from the XUI which is described in IETF RFC 4825 (if available). It is part of the URI determined by the path selector results

	x3GPPAssertedIdentity
	C
	Information to complement the observed SIP URI or Tel URI (if available) as slight formal differences do happen due to XCAP usage.

	xUI
	C
	Information to complement the observed SIP URI or Tel URI (if available) as slight formal differences do happen due to XCAP usage.

	XCAP message
	M
	Shall be provided with either the related XCAP request with the XCAP content, either XCAP response, with the XCAP content.


6.5. ServingSystem

The IRI-POI in the HSS shall generate an xIRI containing the ServingSystem record when it detects the following events:

-
When the HSS receives the Registration information from the S-CSCF as part of the Nhss_imsUEContextManagement_Registration service operation (see TS 29.562, clause 5.2.2.2).

The following table contains parameters generated by the IRI-POI.

Table 1.6: Payload for ServingSystem record
	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target; provided if available

	observedTelURI
	C
	Tel URI of the target; provided if available

	observedGPSI
	C
	MSISDN of the target; provided if available

	observedSUPI
	C
	SUPI of the target; provided if available

	observedPEI
	C
	PEI of the target; provided if available

	observedIMPI
	C
	IMPI of the target; provided if available

	observedIMPU
	C
	Additional IMPU(s) of the target; provided if available

	currentServingSystemIdentifier
	C
	Provides information about the Visited PLMN Id in case of roaming.


6.6. SubscriberRecordChange

The IRI-POI in the HSS shall generate an xIRI containing the SubscriberRecordChange record when it detects that any of the UE’s identities has changed.

The following table contains parameters generated by the IRI-POI.

Table 1.7: Payload for SubscriberRecordChange record
	Field name
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target; provided if available

	observedTelURI
	C
	Tel URI of the target; provided if available

	observedGPSI
	C
	GPSI of the target; provided if available

	observedSUPI
	C
	SUPI of the target; provided if available

	observedPEI
	C
	PEI of the target; provided if available

	observedIMPI
	C
	IMPI of the target; provided if available

	oldObservedSIPURI
	C
	Previous SIP URI of the target; provided if available

	oldObservedTelURI
	C
	Previous Tel URI of the target; provided if available

	oldObservedGPSI
	C
	Previous GPSI of the target; provided if available

	oldObservedSUPI
	C
	Previous SUPI of the target; provided if available

	oldObservedPEI
	C
	Previous PEI of the target; provided if available

	oldObservedIMPI
	C
	IMPI of the target; provided if available

	identityChangeType
	M
	Provides information about which identity was changed

	otherUpdate
	O
	Provides carrier specific information


6.7. RegistrationTermination

The IRI-POI in the HSS shall generate an xIRI containing the RegistrationTermination record when it detects the following events:

-
When the HSS sends DeregistrationData to S-CSCF as part of the Nhss_imsUEContextManagement DeregistrationNotification service operation (see TS 29.562, clause 5.2.2.3).

-
When the HSS receives deregistration information from the S_CSCF as part of Nhss_imsUEContextManagement Deregistration service operation (see TS 29.562, clause 5.2.2.4).

The following table contains parameters generated by the IRI-POI.

Table 1.8: Payload for RegistrationTermination record

	Parameter
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target; provided if available

	observedTelURI
	C
	Tel URI of the target; provided if available

	observedGPSI
	C
	GPSI of the target; provided if available

	observedSUPI
	C
	SUPI of the target; provided if available

	observedPEI
	C
	PEI of the target; provided if available

	observedIMPI
	C
	IMPI of the target; provided if available

	deregistrationReason
	C
	Provided if available. Provides the reason for deregistration

	previousServingSystemIdentifier
	C
	Provided if available. Provides the identity of the previous VPLMN.

	otherUserIdentities
	C
	Provided if available. Includes other IMPUs or IMPIs that were allocated to the target and will be deregistered.


6.8. LocationInformationRequest

The IRI-POI in the HSS shall generate an xIRI containing the LocationInformationRequest record to report any location information of the target request activity from any interworking node, including SMS Centre, IP-SM-GW, GMLC.

The following table contains parameters generated by the IRI-POI.

Table 1.9: Payload for LocationInformationRequest record

	Parameter
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target; provided if available

	observedTelURI
	C
	Tel URI of the target; provided if available

	observedGPSI
	C
	GPSI of the target; provided if available

	observedSUPI
	C
	SUPI of the target; provided if available

	observedPEI
	C
	PEI of the target; provided if available

	observedIMPI
	C
	IMPI of the target; provided if available

	requestingNetworkIdentifier
	C
	Provided if available. Provides the requesting network identifier PLMN id (Mobile Country Code and Mobile Network Code, defined in E212 [87].

	requestingNodeIdentifier
	M
	Shall be provided. Provides the requesting node identifier.

	requestingNodeType
	C
	Provides the requesting node type (GMLC); provided if available.


6.9. SMSOverIMS

When SMS over IMS is used, the IRI POI in the S-CSCF and optionally P-CSCF of the target generates an xIRI containing an SMSOverIMS record, xRI shall also be generated for NonLocal ID interception.

The following table contains parameters generated by the IRI-POI.

Table 1.10: Payloaf for SMSOverIMS record

	Parameter
	M/C/O
	Description

	observedSIPURI
	C
	SIP URI of the target (if available).

	observedTELURI
	C
	TEL URI of the target (if available).

	observedPEI 
	C
	PEI of the target (if available).

	pANIHeaderInformation
	C
	Elements of P-Access-Network-Info header information in SIP messages; described in TS 24.229 §7.2A.4. Provided if available and applicable.

	sMSOriginatingAddress
	M
	Shall be provided to identify the origination address for the SMS.

	sMSDestinationAddress
	M
	Shall be provided to identify the destination address for the SMS.

	sMS
	C
	Provided if the delivery of SMS Content is lawfully authorized

	serviceCentreAddress
	M
	Shall be provided.

	Direction
	M
	Shall be provided to indicate whether the SMS is MO, MT, or Undefined.

	locationInformation
	C
	Provide, when authorized, to identify location information for the target's MS.

	timeOfLocation
	C
	Date/Time of UE Location (if target location provided).


}
7. xCC for IMS VoIP

7.1. Triggering of the CC-POI from CC-TF over LI_T3

As the interception of CC needs to be done at a network node that has access to the voice media, and that interception of CC is required for all targeted calls, including forwarded calls and transferred calls, the CSP needs to support the capability to dynamically trigger CC interception for a call at a network node that has access to the voice media. Depending on the CSP's network configuration and the call scenario, different network elements will intercept the CC. The interception and delivery of CC for VoIP may be done at the following CC-POI (PGW, PGW-U, UPF, IMS-AGW, TrGW, IMS-MGW, MRFP).

The CC-TF that uses LI-T3 interface to trigger CC interception may be any of the following functional elements: P-CSCF for IMS-AGW, PGW, PGW-U and UPF; IBCF for TrGW; MGCF for IMS-MGW; AS/MRF-C for MRF-P.

When the CC-TF detects that a IMS VoIP session is being established for a target UE, it shall send an activation message to the CC-POI over the LI_T3 interface. The activation message shall contain the correlation identifiers that the CC-POI shall use with the xCC. This can be achieved by sending an ActivateTask message as defined in ETSI TS 103 221-1 clause 6.2.1 with the following details.

Table 5.1: ActivateTask message for triggering the CC-POI

	ETSI TS 103 221-1 field name
	Description
	M/C/O

	XID
	Allocated by the CC-TF as per ETSI TS 103 221-1
	M

	TargetIdentifiers
	Packet detection criteria as determined by the CC-TF in the CC-TF, which enables the CC-POI to isolate target traffic. 
NOTE:This value is the target identifier for the CC-POI and may be different from the target identifier specified in the warrant.
	M

	DeliveryType
	Set to “X3Only”.
	M

	ListOfDIDs
	Delivery endpoints for LI_X3. These delivery endpoints shall be configured by the CC-TF using the CreateDestination message as described in ETSI TS 103 221-1 clause 6.3.1 prior to first use.
	M

	CorrelationID
	Correlation ID to assign to X3 PDUs generated by the CC-POI. This field is populated with the same CorrelationID the IRI-POI in the CC-TF as IRI-POI uses for the associated xIRI.
	M

	ProductID
	Shall be set to the XID of the Task Object associated with the interception at the CC-TF. This value shall be used by the CC-POI to fill the XID of X3 PDUs.
	M


Table 5.2: Target Identifier Types for LI_T3

	Identifier type
	Owner
	ETSI TS 103 221-1 [7] TargetIdentifier type
	Definition

	UE IP Address and port
	ETSI
	ipAddressPort
	See ETSI TS 103 221-1


7.2. Generation of xCC at CC-POI over LI_X3

The CC-POI shall send xCC over LI_X3 for each IP packet matching the criteria specified in the Triggering message (i.e. ActivateTask message) received over LI_T3 from the CC-TF.

Each X3 PDU shall contain the contents of the user plane packet given using the RTP/UDP/IP payload format. As mentioned in ETSI TS 103.221-2, use of this payload format is discouraged for new implementations; handing over RTP with IPv4/IPv6 encapsulation is much preferred.

The CC-POI shall set the payload format to indicate the appropriate payload type (5 for IPv4 Packet and 6 for IPv6 Packet) as described in  ETSI TS 103 221-2 clauses 5.4.1.

7.3. Generation of CC over LI_HI3

When the xCC is received over LI_X3, the MDF3 shall emit the CC over LI_HI3 without undue delay.

The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time that the UPF observed the data (i.e. the timestamp field of the xCC). The LIID and CID fields shall correctly reflect the target identity and communication session to which the CC belongs.

The MDF3 shall populate the threeGPP33128DefinedCC field with a BER-encoded CCPayload structure containing an IPv4 or IPv6 packet.
8.  ASN.1 definitions

SIPMessage ::= SEQUENCE

{

observedSIPURI 

[1] IMPU OPTIONAL,

observedTELURI


[2] IMPU OPTIONAL,

observedPEI        

[3] PEI OPTIONAL,

eventType

[4] XIRIEvent,

sIPMessage

[5] OCTET STRING OPTIONAL,

pANIHeaderInfo  
[6] SEQUENCE OF PANIHeaderInfo OPTIONAL,

voIPRoamingIndication 
[7] VoIPRoamingIndication OPTIONAL,

locationInformation
[8] Location OPTIONAL,

timeOfLocation

[9] Timestamp OPTIONAL

}

StartOfInterceptionForAlreadyEstablishedIMSSession ::= SEQUENCE

{

observedSIPURI 
[1] IMPU OPTIONAL,

observedTELURI

[2] IMPU OPTIONAL,

observedPEI          
[3] PEI OPTIONAL,

eventType

[4] XIRIEvent,

sipMessageHeaderOffer
[5] OCTET STRING OPTIONAL,

sipMessageHeaderAnswer
[6] OCTET STRING OPTIONAL,

sdpOffer             
[7] OCTET STRING OPTIONAL,

sdpAnswer           
[8] OCTET STRING OPTIONAL,

pANIHeaderInfo  
[9] SEQUENCE OF PANIHeaderInfo OPTIONAL,

voIPRoamingIndication 
[10] VoIPRoamingIndication OPTIONAL,
locationInformation
[11] Location OPTIONAL,

timeOfLocation

[13] Timestamp

}


CCUnavailableInServingPLMN ::= SEQUENCE

{

observedSIPURI 
[1] IMPU OPTIONAL,

observedTELURI

[2] IMPU OPTIONAL,

observedPEI          
[3] PEI OPTIONAL,

eventType

[4] XIRIEvent,

ccUnavailableReason
[5] PrintableString OPTIONAL

}


ServingSystem ::= SEQUENCE

{

observedSIPURI 


[1] IMPU OPTIONAL,

observedTELURI



[2] IMPU OPTIONAL,

observedGPSI                  
[3] GPSI OPTIONAL,

observedSUPI                   
[4] SUPI OPTIONAL,

observedPEI                    
[5] PEI OPTIONAL,

observedIMPI



[6] IMPI OPTIONAL,

observedIMPUs



[7] SET OF IMPU OPTIONAL,

currentServingSystemIdentifier 
[9] PLMNID

}


SubscriberRecordChange ::= SEQUENCE

{

observedSIPURI 
[1] IMPU OPTIONAL,

observedTELURI

[2] IMPU OPTIONAL,

observedGPSI       
[3] GPSI OPTIONAL,

observedSUPI        
[4] SUPI OPTIONAL,

observedPEI         
[5] PEI OPTIONAL,

observedIMPI

[6] IMPI OPTIONAL,

oldObservedSIPURI 
[7] IMPU OPTIONAL,

oldObservedTELURI
[8] IMPU OPTIONAL,

oldObservedGPSI     
[9] GPSI OPTIONAL,

oldObservedSUPI 
[10] SUPI OPTIONAL,

oldObservedPEI   
[11] PEI OPTIONAL,

oldObservedIMPI
[12] IMPI OPTIONAL,

identityChangeType
[13] IdentityType,

otherUpdate

[15] OCTET STRING OPTIONAL

}

RegistrationTermination ::= SEQUENCE

{

observedSIPURI 


[1] IMPU OPTIONAL,

observedTELURI



[2] IMPU OPTIONAL,

observedGPSI               

[3] GPSI OPTIONAL,

observedSUPI               

[4] SUPI OPTIONAL,

observedPEI                  

[5] PEI OPTIONAL,

observedIMPI



[6] IMPI OPTIONAL,

deregistrationReason 


[8] DeregistrationReason OPTIONAL,

previousServingSystemIdentifier 
[9] PLMNID OPTIONAL,

otherIdentities 


[10] SEQUENCE OF IMPU OPTIONAL

}

LocationInformationRequest ::= SEQUENCE

{

observedSIPURI 


[1] IMPU OPTIONAL,

observedTELURI



[2] IMPU OPTIONAL,

observedGPSI                 

[3] GPSI OPTIONAL,

observedSUPI              

[4] SUPI OPTIONAL,

observedPEI              

[5] PEI OPTIONAL,

observedIMPI



[6] OCTET STRING OPTIONAL,

requestingNetworkIdentifier 

[8] PLMNID OPTIONAL,

requestingNodeIdentifier 

[9] OCTET STRING,

requestingNodeType 


[10] RequestingNodeType OPTIONAL

}

SMSOverIMS ::= SEQUENCE

{

observedSIPURI 


[1] IMPU OPTIONAL,

observedTELURI



[2] IMPU OPTIONAL,

observedPEI           


[3] PEI OPTIONAL,

pANIHeaderInfo  


[5] SEQUENCE OF PANIHeaderInfo OPTIONAL,

originatingSMSParty 


[6] SMSParty OPTIONAL,

terminatingSMSParty 


[7] SMSParty OPTIONAL,

serviceCenterAddress 


[8] OCTET STRING (SIZE (1 .. 25)) OPTIONAL,

sMS 




[9] SMSReport OPTIONAL,

direction



[10] Direction,

locationInformation


[11] Location OPTIONAL,

timeOfLocation



[12] Timestamp OPTIONAL

}


XCAPMessage ::= SEQUENCE

{

observedSIPURI

[1] IMPU OPTIONAL,

observedTELURI

[2] IMPU OPTIONAL,

x3GPPAssertedIdentity 
[4] OCTET STRING OPTIONAL,



-- X-3GPP-Asserted-Identity header (3GPP TS 24.109) of the target, used in some XCAP 

-- transactions. This information complement SIP URI or Tel URI of the target.

xUI


[5] OCTET STRING OPTIONAL,


-- XCAP User Identifier (XUI)is a string, valid as a path element in an XCAP URI, that


-- may be associated with each user served by a XCAP resource server. Defined in IETF


-- RFC 4825. This information may complement SIP URI or Tel URI of the target.

xCAPmessage

[6] OCTET STRING


-- The entire HTTP contents of any of the target's IMS supplementary service setting

-- management or manipulation XCAP messages, mainly made through the Ut

-- interface defined in the 3GPP TS 24 623.

}     

VoIPRoamingIndication ::= ENUMERATED 

{


roamingLBO (1), -- used in IMS events sent by VPLMN with LBO as roaming


roamingS8HR (2), -- used in IMS events sent by VPLMN with S8HR as roaming


roamingN9HR (3) -- used in IMS events sent by VPLMN with N9HR as roaming

}

PANIHeaderInfo
::= SEQUENCE

{

accessType 
[1] OCTET STRING OPTIONAL,

-- ASCII chain '3GPP-E-UTRAN-TDD', '3GPP-E-UTRAN-FDD', ‘3GPP-NR-FDD’, ‘3GPP-NR-TDD’, ‘IEEE-802.11ac’, ‘3GPP-NR-U-FDD’, ‘3GPP-NR-U-TDD’, ‘xDSL’, ‘GPON’, ‘XGPON1’,... see TS 24.229 §7.2A.4

    
accessClass  
[2] OCTET STRING OPTIONAL,

    
-- ASCII chain '3GPP-E-UTRAN', '3GPP-NR', ... see TS 24.229 §7.2A.4

    
network-Provided
[3] NULL

OPTIONAL,

    
-- present if provided by the network

    
pANILocation
[3] PANILocation OPTIONAL,

    
epsfb



[4] EPSFB OPTIONAL

}

PANILocation  ::= SEQUENCE

{

    rawLocation
[1] OCTET STRING  OPTIONAL,

    -- raw copy of the location string from the P-Access-Network-Info header

    location   
[2] Location OPTIONAL

}

EPSFB ::= ENUMERATED 

{


epsfbNotOccurred (0), 


epsfbOccurred (1)

}

--To be added to XIRIEvent

XIRIEvent ::= CHOICE
{


sIPMessage [1] SIPMessage,

-- This value indicates that the whole SIP message is sent.


startOfInterceptionForIMSEstablishedSession [2] StartOfInterceptionForIMSEstablishedSession,


-- This value indicates to LEMF that the IRI carries information related to


-- interception started on an already established IMS session.


cCUnavailableInServingPLMN
[3] CCUnavailableInServingPLMN,


-- This value indicates that the media is not available for interception for intercept


-- orders that require media interception. 

xCAPRequest [4] XCAPMessage,


-- This value indicates to LEMF that the XCAP request is sent.


xCAPResponse [5] XCAPMessage,


-- This value indicates to LEMF that the XCAP response is sent.


sMSOverIMS [6] SMSOverIMS,



-- This value indicates to LEMF that the SMS utilized by SMS over IP (using IMS) is


-- being reported.


servingSystem [7] ServingSystem,


-- Applicable to HSS interception


subscriberRecordChange [8] SubscriberRecordChange,


-- Applicable to HSS interception


registrationTermination [9] RegistrationTermination,


-- Applicable to HSS interception


locationInformationRequest [10] LocationInformationRequest


-- Applicable to HSS interception

}

DeregistrationReason ::= CHOICE

{


reasonCode

[1] INTEGER,


serverAssignmentType
[2] INTEGER


-- Coded according to 3GPP TS 29.229

}

RequestingNodeType ::= ENUMERATED

{


mSC

(1),


sMSCentre
(2),


gMLC

(3),


mME

(4),


ipSmGw

(5),


aMF

(6)

}

IdentityType ::= CHOICE

{

    
pEI      
[1] PEI,

    
sIPURI  
[2] IMPU,
   
tELURI

[3] IMPU,

    
iMPI     
[4] IMPI,

    
sUPI     
[5] SUPI,

    
gPSI     
[6] GPSI

}     

