3GPP TSG-SA WG3 LI Meeting #80-e-a
S3i210045
January 25-29, 2021;  





 
Source:
Nag Rao (Nokia)/Peter Musgrove (AT&T)  
Title:
ATIS PTSC LAES/WTSC-LI Report  
Document for:
Information

Agenda Item:
5.7


Work Item / Release:


Abstract of the contribution: This document provides a brief report from the PTSC-LAES.
1. Administrative:

· PTSC LAES had many virtual meetings (on an average once a month) in 2020. 
· WTSC-LI did not have any meetings in 2020. 

· Glen Myers (Counter-link) was re-elected as a PTSC chair. 

· Nagaraja Rao (Nokia) was re-elected as the PTSC vice-chair. 

· Terri Brooks (T-Mobile, previous WTSC-LI vice-chair) was elected as the new WTSC-LI chair.

· Peter Musgrove (AT&T, previous WTSC-LI chair) was elected as the new WTSC-LI vice-chair.  
2. Closed projects:
· PTSC Issue 138: Impact of eCNAM standard on LI ( output document ATIS-1000678.v4

· PTSC Issue 144: Encrypted Intercept Information ( output document ATIS-1000678.v4
· PTSC Issue 152: Revision of ATIS-1000678.v3  ( output document ATIS-1000678.v4
3. Open projects: 

· PTSC Issue 155: Federal Cybersecurity Requirements and LI Interfaces ( output document TBD. 

4. ATIS-1000678.v4 updates (LAES for VoIP – wireline)
· The v4 of the standard is now published. The following are some of the key points: 
· RCS related impacts - enhancing the CC-APDU in the ASN.1 to include variants to support the MSRP and RCS file-object. 

· SHAKEN related impacts (new information reported in the LAES messages). 

· eCNAM related impacts (new information reported in the LAES related messages). 

· CC encryption (a new CII message defined). 

· After the publication, few ASN.1 errors were found and the PTSC LAES quicky developed a supplement to V4 and the supplement is now considered to be published. 

5. Federal Cybersecurity Requirements and LI Interfaces

· Nothing new to report. 
From the previous report: 

· A new Issue (i.e. project) was agreed earlier. 

· This is a study with  the purpose of identifying the implications of US Federal cyber-security regulations on the LI interfaces service providers to the LEAs.  Any implications on the internal interfaces between (e.g. IAP and the MF/DF) are outside the scope of this study. 

· The study will also identify any state and local regulations beyond the applicable US Federal cyber-security regulations. 

· In case, an implication is found, the study will identify the method of capturing those findings. 

6. Future PTSC LAES and WTSC LI meetings: 

· With only one outstanding project left in PTSC-LAES, the occurrence of next PTSC LAES meeting will depend on when the interest parties (in the particular project) are ready with the contributions to discuss. 

· With no active projects in WTSC LI, the possibility of having any WTSC meetings in 2021 is doubtful at this time. 

7. PTSC LAES and WTSC LI merger
· There is no further progress. 
